69% of organizations consider recovering from a cyber-event to be fundamentally different than recovering from a “traditional” outage or disaster.

The anatomy of data recovery can vary based on the data loss circumstances. This is further exacerbated by ransomware, which can take so many forms that traditional recovery processes are quickly overwhelmed. This realization by a majority of IT leaders is key for taking a fresh look at upgraded disaster recovery approaches to defeat cyber-attackers.