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PART I – THE SCHEDULE 

SECTION A: SOLICITATION/CONTRACT FORM 

See Standard Form (SF) 26 attached.  
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SECTION B: SUPPLIES OR SERVICES AND PRICES/COSTS 

Article B.1 General 

The Chief Information Officer – Commodities and Solutions (CIO-CS) Government-Wide 
Acquisition Contract (GWAC) is a five (5) year Indefinite Delivery/Indefinite Quantity (IDIQ) 
contract with a five (5) year optional period.  The intent of this contract is to provide 
information technology (IT) commodities and solutions as defined in Federal Acquisition 
Regulation (FAR) 2.101(b) and further clarified in the Clinger-Cohen Act of 1996.  These IT 
commodities and solutions include health and biomedical-related IT commodities to meet 
scientific, health, administrative, operational, managerial, and information management 
requirements.  The contract also contains general IT commodities partly because medical 
systems are increasingly integrated within a broader IT architecture, requiring a systems 
approach to their implementation and a sound infrastructure for their operation. 

Article B.2 Authority 

The Office of Management and Budget (OMB) has designated the National Institutes of 
Health (NIH) as an Executive Agent for government-wide IT acquisitions pursuant to Section 
5112(e) of the Clinger-Cohen Act, 40 U.S.C. Sec. 11302(e).  The scope of this designation 
includes the award and administration of the GWAC.  Federal Government agencies can 
award delivery orders to acquire IT commodities and solutions.  

The authority of the Procuring Contracting Officer (PCO) and the agency Ordering Contracting 
Officer (OCO) are defined under Article G.3 Roles. 

Article B.3 Delivery Orders Awarded against the GWAC 

Pursuant to FAR 16.504(a)(4)(vi), any duly warranted federal government contracting officer 
(as that term is defined in FAR 2.1) in good standing with the appropriate contracting authority 
is authorized to issue delivery orders under this contract.  For purposes of this contract, these 
individuals are referred to as OCOs.  Delivery orders may be multi-year with options as 
described in FAR Subpart 17.2 or be multi-year as defined under FAR Subpart 17.1.  OCOs 
must ensure that such delivery orders comply with agency specific FAR Part 17 supplements. 
Refer to Article F.2 Delivery Order Period of Performance. 

Article B.4 Prices/Costs 

This is an IDIQ contract as contemplated by FAR 16.504.   

a. The Government will issue delivery orders based on the statement of objectives 
described in Section C of this contract.   

b. The contractor’s proposed Products List (Attachment J.8) is incorporated into the 
contract (see Article H.13 Technology Refreshment for pricing on items added after 
award).  The prices contained in the contractor’s Products List are ceiling prices and 
reflect the contractor’s discount structure applied to this contract.  Contractors are 
expected to maintain, as a minimum, the same discount structure in the contract for 
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performance on delivery orders as defined under Article H.13 Technology 
Refreshment, including delivery orders that extend beyond the performance period of 
the GWAC; however, contractors may propose greater discounts on individual delivery 
orders based on the specific requirements and quantities.  

Article B.5 Maximum Contract Ceiling and Minimum Contract Guarantee 

The Government shall reimburse the Contractor an amount not less than a total of $250 
(minimum) or more than a total of $20 billion (maximum for the base period of performance 
and the option period – see Article F.1 GWAC Period of Performance) for successful 
performance of this contract.  During the period between contract award and September 30, 
2015, contractors that have not been awarded delivery orders may invoice the Government 
for the minimum guarantee. 

The Government will compete and award delivery orders based on the work described in 
Section C of this contract.  Article G.7 Delivery Order Procedures, describes procedures for 
delivery orders issued under this contract. 

Article B.6 Work Outside of the Continental United States (OCONUS) 

The Government anticipates that there may be delivery orders under this contract for work 
outside the United States.  “OCONUS” is defined as other than the 48 contiguous states plus 
the District of Columbia.  The Contractor will be compensated for work performed OCONUS 
based on the methodology proposed by the Contractor and accepted by the OCO for award of 
an individual delivery order. 

The United States Department of State’s Bureau of Administration, Office of Allowances (at 
http://aoprals.state.gov/), publishes quarterly report indexes of living costs abroad, per-diem 
rate maximums, quarter’s allowances, hardship differentials, and danger pay allowances for 
contractors to follow when proposing on OCONUS efforts.  The Government shall not allow 
any allowances, other than those listed by the United States Department of State, on delivery 
orders. 

The Department of State's Standardized Regulations (DSSR) are the controlling regulations 
for allowances and benefits available to all the United States Government civilians assigned to 
foreign areas.  For delivery orders issued under the GWAC, the contractor civilians assigned 
to foreign areas shall not exceed the allowances and benefits in the DSSR.  For OCONUS 
delivery orders where costs are not specifically addressed in the DSSR, the Government will 
reimburse the Contractor for all reasonable, allowable, and allocable costs in accordance with 
FAR 31, Contract Cost Principles and Procedures.

http://aoprals.state.gov/
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SECTION C: STATEMENT OF OBJECTIVES 

Article C.1 Background 

OMB has designated the NIH as an executive agent authorized to administer GWACs, 
pursuant to Section 5112(e) of the Clinger Cohen Act, 40 U.S.C. 1412(e).  The NIH has 
authorized the NIH Information Technology Acquisition and Assessment Center (NITAAC), a 
division within the NIH, to administer these GWACs.  The GWACs are 10-year, multiple award 
IDIQ GWACs specifically designed to streamline the procurement process for IT commodities 
products, services and solutions.   

Article C.2 Purpose 

The purpose of this CIO-CS GWAC is to provide a mechanism for the Federal Government to 
procure IT commodities and solutions as they relate to general IT initiatives along with health 
and life sciences IT capabilities.  These IT commodities and associated commodity enabling 
services may include IT procurements aligned to information management, operational, 
administrative, and health and biomedical research requirements.  

Federal agencies can use this GWAC for acquiring a wide range of IT commodities and 
associated commodity enabling services.  The GWAC is an IDIQ contract against which 
federal agencies can issue delivery orders for their specific requirements.  The focus of this 
contract is to provide government agencies with a mechanism for quick ordering of needed IT 
commodities and associated commodity enabling services at equitable and reasonable prices. 

Article C.3 Objectives 

This Statement of Objectives (SOO) outlines the overall performance objectives required of 
contractors under the contract.  Specific details such as, delivery assignments, deliverables, 
documentation, training, applicable government/department/industry standards will be 
provided at the individual delivery order level.  Unless otherwise specified at the delivery order 
level, contractors shall provide new commodities rather than used or refurbished commodities. 

Article C.4 Scope 

The scope of the GWAC includes the provisioning of IT commodities and solutions as defined 
in FAR 2.101(b) and further clarified in the Clinger-Cohen Act of 1996 within the Federal 
Government.  It includes IT products, IT commodities, hardware, software, solutions, cloud 
services and future technologies as defined under the FAR.   

Where applicable, the Contractor shall provide IT commodities that may be deployed using 
one or both of the models as listed below: 

a. On-Premise Model: In this model, the Contractor deploys commodities and products on-
site either within the Government site or at another contractor site.  In this model, 
additional “bundled” services may be required which include, but are not limited to, 
provisioning, deployment, installations, warranty and maintenance, engineering and 
assessment studies and training. 
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b. Managed Services Model (includes deployment on the Public Cloud): As 
demonstrated by market conditions and trends over the last 5 years, along with a number 
of federal policies such as FEDRamp, the Cloud First Initiative, the 25-point plan and data 
center consolidation initiatives, the Contractor deploys IT commodities via managed 
services and the Cloud.  Note that Infrastructure as a Service (IaaS), Platform as a Service 
(PaaS), and Software as a Service (SaaS) capabilities are becoming more commonplace 
where the commodity service is managed through a Service Level Agreement (SLA) and is 
based on a subscription model.  

In addition, under the scope of this contract, the Contractor may provide commodity enabling 
services that shall ensure the successful operation and sustenance of the IT commodities.   

Article C.5 Standards and Regulations Considerations 

The IT commodities and commodity enabling services that are to be included in each product 
category of the contract will need to adhere to regulations mandated within the Federal Health 
Architecture (FHA) and technology and business regulations mandated within the Federal 
Enterprise Architecture (FEA).  

1. Where applicable and specified at the delivery order level, the Contractor shall ensure 
compliance with the following: 

a. Trade Agreement Act (TAA)  
b. Electronic Product Environmental Assessment Tool (EPEAT) 
c. Energy Star 
d. Federal Information Security Management Act (FISMA) compliance 
e. Federal Risk and Authorization Management Program (FEDRAMP) compliance 
f. Health Insurance Portability and Accountability Act (HIPAA) compliance 
g. Section 508 of the Rehabilitation Act of 1974 

2. In accordance with FAR 39.105, agencies shall ensure that contracts for the design, 
development, or operation of a system of records using commercial IT services or IT 
support services include the following:  

a. Agency rules of conduct that the Contractor and the Contractor’s employees shall 
be required to follow.  

b. A list of the anticipated threats and hazards that the Contractor must guard against.  
c. A description of the safeguards that the Contractor must specifically provide.  
d. Requirements for a program of Government inspection during performance of the 

contract that will ensure the continued efficacy and efficiency of safeguards and the 
discovery and countering of new threats and hazards. 

Article C.6 Value Added Services 

Where applicable, the Contractor shall provide commodity-enabling services that are related 
to the operation and sustenance of the IT equipment, commodities and products provisioned 
within the contract.  (Note that in certain cases, especially within the managed services 
deployment model, certain services shall be subsumed within the offering of the IT 
commodity.)   
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The Contractor shall provide site-specific services as required by the Government in all 
matters relating to the operation and sustenance of CIO-CS commodities and solutions.  The 
services include, but are not limited to, the following: 

a. Deployment and Installations: The Contractor shall be responsible for the delivery, 
installation and relocation of commodities at designated facilities.  The Government will 
coordinate start dates and access with the Contractor. 

b. Warranty and Maintenance: The Contractor shall provide commercial warranty and 
commodity maintenance services in conjunction with the provisioning of the specific CIO-
CS commodity.  All maintenance services shall be performed as requested by the 
customer on individual delivery orders.  

c. Training: The Contractor shall provide training to users at the time of the initial installation. 
Additional training shall be provided on an “as-needed” basis when requested by the 
customer. 

d. Engineering, Design, Assessment Studies, and Other Associated Value Added 
Services: When applicable, the Contractor shall conduct assessments and engineering 
studies that enable the provisioning and enhancements (e.g., technology refreshes) of IT 
commodities.  

Article C.7 Reporting Requirements 

The Contractor is responsible for the following reporting on delivery order activity under the 
GWAC.  Reporting required under paragraphs a. through d. below shall be made through the 
Electronic Government Ordering System (e-GOS). (See G.7.1 Electronic Government 
Ordering System for further information.)  

All reports required herein shall be submitted in electronic format. All reports submitted in 
electronic format shall be compliant with Section 508 of the Rehabilitation Act of 1973. 
Additional information about testing documents for Section 508 compliance, including specific 
checklists, by application, can be found at: http://www.hhs.gov/web/508/index.html under 
"Helpful Resources."      

a. Award and Modification Report   
All delivery order awards and modifications issued by the Government shall be reported in 
e-GOS within five (5) calendar days of receipt by the Contractor.  The reporting of 
modifications pertains to both funded modifications and administrative modifications.  

b. Quarterly Activity Report 
The Quarterly Activity Report is a summary of the award and modification activity reported 
by the Contractor in e-GOS during the previous quarter.  The Contractor is responsible for 
correcting any errors in the information prior to quarterly certification of the information 
through e-GOS.  

c. NIH Contract Access Fee Payment Report 
The NIH Contract Access Fee (NCAF) Payment Report is a summary of payment activity 
by the Contractor.  The Contractor shall certify NCAF payments through e-GOS on a 
quarterly basis.  During the process of certification, the Contractor shall provide the status 
on any balances that are due and identify and explain any discrepancies found.  

http://www.hhs.gov/web/508/index.html
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d. Contractor Profile Report 
The Contractor shall be responsible for maintaining the contractor company profile in e-
GOS. On a quarterly basis, the Contractor shall certify the accuracy of the information in e-
GOS. 

e. Internet Presence Report 

The Contractor shall submit an Internet Presence Report certifying that the Contractor is in 
full compliance with Article G.5 Contractor Internet Presence requirements.  The report 
shall be submitted to the NITAAC Customer Support Center at NITAACsupport@nih.gov 
providing compliance status on all requirements under Article G.5 for the previous quarter. 

f. Reporting Schedule 
The certifications required by paragraphs b. through e. should be submitted in accordance 
with the following schedule: 

Table 1 – Reporting Schedule 

Quarter Period Due Date 

Quarter 1  October 1 – December 31  by January 15  

Quarter 2  January 1 – March 31  by April 15  

Quarter 3  April 1 – June 30 by July 15  

Quarter 4  July 1 – September 30  by October 15  

g. Information Security and Physical Access Security Reporting Requirements 

(The following reporting requirements do not apply to this contract; however, these 
requirements apply to applicable HHS delivery orders. For non-HHS delivery orders, the 
Information and Physical Access Security clause may be appropriately tailored by the 
customer agency as applicable.) 

The Contractor shall submit the following reports as required by the Information and Physical 
Access Security clause in Article H.7 of Section H of this contract. 

1. Roster of Employees Requiring Suitability Investigations 

The contractor shall submit a roster, by name, position, e-mail address, phone number and 
responsibility, of all staff (including subcontractor staff) working under the contract who will 
develop, have the ability to access, or host and/or maintain a Federal information system(s). 
The roster shall be submitted to the Contracting Officer's Representative (COR), with a copy 
to the Contracting Officer, within 14 calendar days of the effective date of the contract. 
(Reference subparagraph A.e of the Information and Physical Access Security clause in 
Article H.7 of Section H of this contract.) 

2. Reporting of New and Departing Employees 

The Contractor shall notify the Contracting Officer's Representative (COR) and contracting 
Officer within five working days of staffing changes for positions that require suitability 
determinations as follows: 

mailto:NITAACsupport@nih.gov
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a. New Employees who have or will have access to HHS Information systems or data: 
Provide the name, position title, e-mail address, and phone number of the new 
employee. Provide the name, position title and suitability level held by the former 
incumbent. If the employee is filling a new position, provide a description of the 
position and the Government will determine the appropriate security level. 

b. Departing Employees: 1) Provide the name, position title, and security clearance level 
held by or pending for the individual; and 2) Perform and document the actions 
identified in the "Employee Separation Checklist", attached in Section J, List of 
Attachments of this contract, when a Contractor/Subcontractor employee terminates 
work under this contract. All documentation shall be made available to the COR and/or 
Contracting Officer upon request. (Reference subparagraph E.2.a through E.2.c of the 
Information and Physical Access Security clause in Article H.7 of Section H of this 
contract.) 

c. Contractor - Employee Non-Disclosure Agreement(s): The contractor shall complete 
and submit a signed and witnessed "Commitment to Protect Non-Public Information - 
Contractor Agreement" form for each contractor and subcontractor employee who may 
have access to non-public Department information under this contract. This form is 
located at:  http://ocio.nih.gov/docs/public/Nondisclosure.pdf. (Reference 
subparagraph E.3.d. of the Information and Physical Access Security clause in Article 
H.7 of Section H of this contract.) 

(The following reporting requirement does not apply to this contract, but will apply to any HHS 
delivery order that involves contractor access to federal information or federal information 
systems.) 

3. IT Security Plan (IT-SP) 

In accordance with HHSAR Clause 352.239-72, Security Requirements For Federal 
Information Technology Resources, the contractor shall submit the IT-SP within thirty (30) 
days after contract award. The IT-SP shall be consistent with, and further detail the approach 
to, IT security contained in the Contractor's bid or proposal that resulted in the award of this 
contract. The IT-SP shall describe the processes and procedures that the Contractor will 
follow to ensure appropriate security of IT resources that are developed, processed, or used 
under this contract. If the IT-SP only applies to a portion of the contract, the Contractor shall 
specify those parts of the contract to which the IT-SP applies. 

The Contractor shall review and update the IT-SP in accordance with NIST SP 800-53A, 
Guide for Assessing the Security Controls in Federal Information Systems and Organizations, 
on an annual basis. 

(Reference subparagraph D.c.1 of the Information and Physical Access Security clause in 
Article H.7 of Section H of this contract.) 

(The following reporting requirement does not apply to this contract, but will apply to any HHS 
delivery order that involves contractor access to federal information or federal information 
systems.) 

4. IT Risk Assessment (IT-RA) 

In accordance with HHSAR Clause 352.239-72, Security Requirements for Federal 
Information Technology Resources, the contractor shall submit the IT-RA within thirty (30) 
days after contract award. The IT-RA shall be consistent, in form and content, with NIST SP 

http://ocio.nih.gov/docs/public/Nondisclosure.pdf
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800-30, Risk Management Guide for Information Technology Systems, and any additions or 
augmentations described in the HHS-OCIO Information Systems Security and Privacy Policy. 

The Contractor shall update the IT-RA on an annual basis.   

(Reference subparagraph D.c.2 of the Information and Physical Access Security clause in 
Article H.7 of Section H of this contract.) 

(The following reporting requirement does not apply to this contract, but will apply to any HHS 
delivery order that involves contractor access to federal information or federal information 
systems.) 

5. FIPS 199 Assessment 

In accordance with HHSAR Clause 352.239-72, Security Requirements For Federal 
Information Technology Resources, the Contractor shall submit a FIPS 199 Assessment 
within thirty (30) days after contract award. The FIPS 199 Assessment shall be consistent with 
the cited NIST standard.  (Reference subparagraph D.c.3 of the Information and Physical 
Access Security clause in Article H.7 of Section H of this contract.) 

(The following reporting requirement does not apply to this contract, but will apply to any HHS 
delivery order that involves contractor development, maintenance, and access to federal 
information systems.) 

6. IT Security Certification and Accreditation (IT-SC&A) 

In accordance with HHSAR Clause 352.239-72, Security Requirements for Federal 
Information Technology Resources, the Contractor shall submit written proof to the 
Contracting Officer that an IT-SC&A was performed within three (3) months after contract 
award. 

The Contractor shall perform an annual security control assessment and provide to the 
Contracting Officer verification that the IT-SC&A remains valid. 

(Reference subparagraph D.c.4 of the Information and Physical Access Security clause in 
Article H.7 of Section H of this contract.) 
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SECTION D: PACKAGING, MARKING, AND SHIPPING 

All deliverables required under this contract shall be preserved, packaged, marked and 
shipped in accordance with normal commercial practices and in a manner that will afford 
protection against corrosion, deterioration, and physical damage during shipment.  The items 
shall be packed in a manner conforming to the requirements of Uniform Freight Classification 
for rail shipment; National Motor Freight Classification for truck shipment; Parcel Post 
Regulations, and the regulations of other carriers as applicable to the mode of transportation 
employed. 

The Contractor shall guarantee all required materials shall be delivered in immediate usable 
and acceptable condition.  Any other specific requirements will be specified in the applicable 
delivery order.
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SECTION E: INSPECTION AND ACCEPTANCE 

In addition to the general inspection and acceptance provisions of FAR 52.212-4 (see Section 
I), this contract incorporates the following clauses by reference; with the same force and effect 
as if they were given in full text.  Upon request, the PCO will make its full text available: 

a. FAR Clause 52.246-2, Inspection of Supplies – Fixed Price (August 1996). 

b. FAR Clause 52.246-16, Responsibility for Supplies (April 1984). 

Additional inspection and acceptance requirements may be specified by the OCO in each 
individual delivery order. 
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SECTION F: DELIVERIES OR PERFORMANCE 

Article F.1 GWAC Period of Performance 

The period of performance for this contract shall be from 05/01/2015 through 04/30/2020 with 
a five (5) year option period (see Article I.3, Additional Contract Clauses included in Full Text). 

Article F.2 Delivery Order Period of Performance 

The period of performance for each delivery order placed under the contract will be specified 
in the individual delivery order.  Delivery orders may include options; however, delivery orders 
may not exceed 120 months, inclusive of options, from the date that the delivery order is 
awarded. 

Delivery order options, if included at initial issuance of the delivery order, may be exercised 
after the expiration date of the GWAC; however, no delivery order (including delivery order 
options) may extend more than 60 months beyond the expiration of the GWAC.   

Notwithstanding anything to the contrary above, a multi-year delivery order placed under the 
GWAC must be consistent with FAR Subpart 17.1, Multi-year Contracting, and any applicable 
funding restrictions. 

Article F.3 Clauses Incorporated by Reference, FAR 52.252-2 (FEB 1998) 

This contract incorporates the following clause(s) by reference, with the same force and effect 
as if it were given in full text.  Upon request, the PCO will make its full text available.  The full 
text of a clause may also be accessed electronically at: http://www.acquisition.gov/far/.  

FEDERAL ACQUISITION REGULATION (48 CFR CHAPTER 1) CLAUSE:   

52.242-15, Stop Work Order (August 1989) 

Alternate I (April 1984) is not applicable to this contract. 

Article F.4 Time of Delivery 

F.4.1 Delivery Schedule 

A delivery schedule must be specified with each quotation and should be reflected in any 
resulting delivery order.  The place of performance and/or delivery for all items will be 
specified in the individual delivery order issued under this contract.  Prices proposed under 
the contract shall be proposed assuming a 30 day delivery period from receipt of the delivery 
order unless otherwise specified in the Products List, Attachment J.8.  Delivery orders may 
require contractors to propose an expedited delivery of less than 30 days, and specific items 
may require a longer delivery time, which should be specified on the Products List, 
Attachment J.8.  The contractor is required to notify the OCO of any delays in delivery.  Upon 
notification, the OCO may choose to cancel the order or request due consideration for the 
delay.   

  

http://www.acquisition.gov/far/
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F.4.2 Partial Shipment 

Partial shipments will not be accepted unless authorized on the delivery order or by the OCO 
prior to the time of delivery order award.  A partial shipment is any shipment that does not 
include all items specified in the order.  

Article F.5 Transportation 

F.5.1 Transportation and Shipping Charges 

Unless otherwise specified in the delivery order, all arrangements for transportation and 
shipping shall be made by the Contractor, and all transportation and shipping charges for 
deliveries to CONUS locations shall be included in the item prices.  Transportation and 
shipping charges for deliveries OCONUS will be negotiated on each individual delivery order.   

F.5.2 Equipment Shipped for Replacement 

The Contractor shall bear the transportation and shipping charges whenever equipment is 
shipped for replacement purposes, unless the replacement was due to a cause specified as a 
government responsibility in accordance with FAR 52.246-16, Responsibility for Supplies.
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SECTION G: CONTRACT ADMINISTRATION DATA 

Article G.1 General 

This section provides guidance regarding contract administration requirements for this 
contract, and where applicable, guidance regarding delivery orders placed under the contract. 

Article G.2 Authorized Users 

This contract is for use by all Federal Government agencies.  A listing of Federal Government 
agencies can be found at http://www.usa.gov under http://www.usa.gov/Agencies/federal.shtml. 

Article G.3 Roles 

Notwithstanding the contractor’s responsibility for total management of this contract and 
delivery orders issued there under, the administration of this contract will require effective 
coordination between the Government and the Contractor.  This Article describes the roles 
and responsibilities of individuals and/or authorized users who will be the primary points of 
contact for the Government and Contractor on matters regarding contract administration.  The 
Government may modify the roles and responsibilities at any time during the period of 
performance of the contract. 

G.3.1 Government Personnel 

a. Procuring Contracting Officer 

The Procuring Contracting Officer (PCO) is the only individual with authority to act as 
agent of the Government under this contract. Only the PCO has authority to: 

1) direct or negotiate any changes in the statement of work; 
2) modify or extend the period of performance; 
3) change the delivery schedule; 
4) authorize reimbursement to the Contractor for any costs incurred during the 

performance of this contract; and,  
5) otherwise change any terms and conditions of this contract. 

 The PCO for this contract is: 

Name: Mr. Hing Pan Wong, Contracting Officer, NITAAC 
Address: 6011 Executive Boulevard, Suite 501, Rockville, Maryland 20892  
Email: NITAACsupport@nih.gov 
Phone: (888) 773-6542 

b. NITAAC Contracting Officer’s Representative 

The following Contracting Officer's Representative (COR) will represent the Government 
for the purpose of this contract: 

Name:   Cameron Hernandez 
Address:  6011 Executive Boulevard, Suite 501, Rockville, Maryland 20892 
Email: NITAACsupport@nih.gov 
Phone: (888) 773-6542 

http://www.usa.gov/
http://www.usa.gov/Agencies/federal.shtml
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 The COR is responsible for:   

1) monitoring the contractor's technical progress, including the surveillance and 
assessment of performance and recommending to the PCO changes in 
requirements; 

2) interpreting the statement of work and any other technical performance 
requirements; 

3) performing technical evaluation as required; 
4) performing technical inspections and acceptances required by this contract; and, 
5) assisting in the resolution of technical problems encountered during performance. 

The Government may unilaterally change its COR designation. 

c. Program Manager 

The following Program Manager (PM) will represent the Government for the purpose of 
this contract: 

Name: Joyce Yarington 
Address: 900 Rockville Pike, Building 38, Bethesda, MD  20892-0001 
Email: Joyce.Yarington@nih.gov 
Phone: (301) 594-7801 

d. Agency Ordering Contracting Officer (OCO) 

The agency OCO for each delivery order is the sole and exclusive government official with 
authority to take actions which may bind the Government under delivery orders under the 
contract. 

e. Information Systems Security Officer (ISSO) 

The Information Systems Security Officer (ISSO) is responsible for the confidentiality, 
availability, and integrity of electronic information resources.  The ISSO serves as the 
principal contact for coordination, implementation, and enforcement of Information Security 
(InfoSec) policies, and for implementing and maintaining federal InfoSec directives and 
policies.  HHS Information Security and Privacy Program policy can be found on the HHS 
Office of the Chief Information Officer’s (OCIO) website at 
http://www.hhs.gov/ocio/securityprivacy/. 

G.3.2 Contractor Personnel – Key Personnel, HHSAR 352.242-70 (January 2006) 

The key personnel specified in this contract are considered to be essential to work 
performance. At least 30 days prior to diverting any of the specified individuals to other 
programs or contracts (or as soon as possible, if an individual must be replaced, for example, 
as a result of leaving the employ of the Contractor), the Contractor shall notify the PCO and 
shall submit comprehensive justification for the diversion or replacement request (including 
proposed substitutions for key personnel) to permit evaluation by the Government of the 
impact on performance under this contract. The Contractor shall not divert or otherwise 
replace any key personnel without the written consent of the PCO. The Government may 
modify the contract to add or delete key personnel at the request of the contractor or 
Government. 

(End of clause) 

http://www.hhs.gov/ocio/securityprivacy/
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The Contractor Program Manager (PM) is considered key personnel and essential to the work 
being performed hereunder. 

Any request for a change in key personnel must be submitted on official company letterhead, 
along with the resume inclusive of the full name, office phone number, and individually 
assigned company email address for the new individual proposed and directed to the 
NITAAC Customer Support Center: NITAACsupport@mail.nih.gov. 

The contractor’s corporate management structure shall guarantee senior, high-level, program 
management of the CIO-CS GWAC Program.  The Contractor shall identify the individual 
selected to fill the role of the PM for the GWAC.  The PM duties include, but are not limited 
to: 

a. Representing the contractor as point-of-contact for the PCO to help resolve issues 
and perform other functions that may arise relating to the contract and delivery 
orders under the contract; 

b. Promoting the CIO-CS contract to the Federal Government through participation 
in trade shows, conferences, and other meetings where federal government has 
a significant presence; 

c. Promoting contractor identity as NITAAC CIO-CS contract holder by using the NITAAC 
CIO-CS logo in advertising, placing these identifiers in printed and in on-line 
communications; displaying CIO-CS promotional placards; and, disseminating 
NITAAC CIO-CS marketing materials; 

(Appropriate use of the NITAAC CIO-CS logo in advertisements directed to federal 
government contract use is acceptable, provided that the advertisement does not state 
or imply that the product or service is endorsed or preferred by the Government); 

d. Educating and training contractor staff to ensure that they are able to effectively 
communicate with existing and potential customers regarding the technical scope, the 
value, and the benefits of the CIO-CS GWAC; 

e. Providing all reporting information required under the contract accurately and in a timely 
manner; 

f. Attending meetings and conferences, as required; and, 

g. Serving as the primary focal point within the contractor’s organization on all matters 
pertaining to this contract.  The Contractor Program Manager for this contract will be listed on the 

NITAAC website. 

Article G.4 Customer/Contractor Training Materials 

NIH will make available, via the NITAAC website, training materials that will assist customers 
and contractors in using the contract.  NITAAC personnel will also be available to provide 
specific training to customers and contractors on the use of the CIO-CS contract vehicle either 
at the customer’s or contractor’s facility, or at a mutually agreeable site. 

Article G.5 Contractor Internet Presence 

Within 30 days after contract award, the Contractor shall have developed a publicly available 
webpage, accessible via the Internet.  The Contractor shall provide the direct Uniform 
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Resource Locator (URL) for the webpage to be displayed on the NITAAC website, and shall 
maintain this webpage until administrative close-out of the contract and any delivery orders 
issued under the contract, ensuring that the information displayed remains current.  The 
Contractor shall ensure the accuracy of its information as displayed on the NITAAC website 
Contract Holders page, and promptly notify NITAAC Customer Support of any changes. 

The purpose of the webpage is for the contractor to communicate with potential customers 
regarding the contractor’s ability to provide world-class commodities and commodity enabling 
services under the contract.  At a minimum, this webpage must include the following items: 
the awarded Standard Form 26, latest contract (conformed), prompt payment terms, contact 
information for the contractor’s PM (as listed on the NITAAC website), a hyperlink to the 
NITAAC CIO-CS website, and the NITAAC and NITAAC CIO-CS logos.  This webpage must 
conform to the relevant accessibility standards referenced in Section 508 of the 
Rehabilitation Act (29 U.S.C. 794d), as amended by the Workforce Investment Act of 1998 
(P.L. 105-220), August 7, 1998, Section 1194.22, Web-based Intranet and Internet 
Information and Applications.  The contractor’s website shall be available for use 24 hours 
per day, 7 days per week.  The Contractor is responsible for promptly notifying NITAAC 
Customer Support of any changes to the contractor URL.  

Article G.6 Electronic Communications 

The contractor shall establish a CIO-CS electronic mailbox for receipt of communications from 
NITAAC.  The electronic mailbox name must include “CIO-CS”.  

Article G.7 Delivery Order Procedures 

G.7.1 Electronic Government Ordering System  

a. NITAAC has developed the secure Electronic Government Ordering System (e-GOS), a 
web-based delivery order processing system, to allow customers to perform fair opportunity 
in accordance with FAR 16.5 and to integrate workflow management, electronic document 
management, and aspects of customer relationship management to enhance process 
efficiency, and improve data/information integrity.  The Contractor and customers will be 
required to use the e-GOS in order to participate in the delivery order process by 
registering as an e-GOS user and agreeing to system usage rules of behavior.  To 
accommodate delivery order set-asides as provided by Article G.7.2 (c), e-GOS will 
categorize contractors by business size status, socio-economic status, and distinguish 
whether the company had proposed as a Value Added Reseller (VAR) or as an Original 
Equipment Manufacturer (OEM). 

b. The contractor electronic mailbox address, a personal email address, or a general email 
address may not be used to register for an account in e-GOS.  Individuals within the 
contractor’s organization shall register individually in e-GOS using their individually 
assigned company email address for an e-GOS user account. 

c. The Contractor shall identify an e-GOS representative as the contractor’s primary point of 
contact for providing training on e-GOS and resolution of related issues.  This individual 
shall also be the primary interface point to NITAAC on e-GOS and shall attend mandatory 
e-GOS training as deemed necessary by NITAAC. 

d. Responses to solicitations issued under the contract shall be submitted in e-GOS. In the 
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event a government customer requests that the contractor submit their response through 
e-mail or in hardcopy format, the Contractor may do so; however, the Contractor shall 
also submit their response through e-GOS prior to the response deadline. If the 
Contractor decides not to submit a proposal in response to a solicitation, a “No Bid” 
response shall be submitted through e-GOS on or before the closing date and time 
established in the solicitation. 

e. The Contractor is authorized to initiate work only after receipt of an award document 
through e-GOS. 

f. Delivery tracking information for all shipments made shall be reported by the Contractor in 
e-GOS no later than five (5) calendar days after the shipment date.  For each shipment 
reported, the Contractor shall provide the shipping provider, identify the shipment as 
partial or full, and provide total quantity of items shipped. Reporting of tracking information 
is required on all commodity delivery orders and is not applicable to service delivery 
orders.  

g. Future e-GOS enhancements may include the implementation of digital signatures, and 
once implemented, may entail a nominal cost to the contractor to purchase and maintain 
appropriate security certificates. 

G.7.2 Delivery Orders Issuance  

a. General    

Only the OCO may issue delivery orders to the Contractor, providing specific authorization or 
direction to perform work within the scope of the contract as specified in Section C Statement 
of Objectives.  Unless specifically authorized by the OCO, the Contractor shall not commence 
work until a fully executed delivery order has been awarded and submitted through e-GOS.  
The Contractor may incur costs under this contract in performance of delivery orders and 
delivery order modifications issued in accordance with this Article. 

No other costs are authorized unless otherwise specified in the contract or expressly 
authorized by the OCO.  

b. Requesting Delivery Order Quotations  

Utilizing e-GOS, the OCO or a designated individual may solicit responses to requirements 
from contractors within a technical area covered by the Scope of Work.  Generally, the 
delivery order solicitation will include, but is not limited to the following: 

(1) Statement of Work; 
(2) Reporting Requirements and Deliverables; 
(3) Proposal Due Date and Location to Deliver Proposals; 
(4) Period of Performance of Delivery Order; 
(5) Anticipated type of Delivery Order; 
(6) Technical Proposal Instructions; 
(7) Business proposal Instructions; 
(8) Evaluation Factors for Award. 

c. Fair Opportunity  

All contract holders will be given a fair opportunity to be considered for each delivery order 
exceeding $3,000 in accordance with the FAR as follows: 



CIO-CS CONTRACT 
MAY 2015 

G-6 

1. For orders exceeding the simplified acquisition threshold up to $5 Million, in 
accordance with 16.505(b)(1)(iii); and, 

2. For orders exceeding $5 Million, in accordance with FAR 16.505(b) (1) (IV).  Unless 
one of the following statutory exceptions applies (see FAR 16.505(b)(2)(i)): 

a. The agency need for the supplies or services is so urgent that providing a fair 
opportunity would result in unacceptable delays. 

b. Only one contract holder is capable of providing the supplies or services required at 
the level of quality required because the supplies or services ordered are unique or 
highly specialized. 

c. The order must be issued on a sole-source basis in the interest of economy and 
efficiency because it is a logical follow-on to an order already issued under the 
contract, provided that all awardees were given a fair opportunity to be considered 
for the original order. 

d. It is necessary to place an order to satisfy a minimum guarantee. 

3. For orders exceeding the simplified acquisition threshold, a statute expressly 
authorizes or requires that the purchase be made from a specified source.  

4. In accordance with section 1331 of Public Law 111-240 (15 U.S.C. 644(r)), OCOs may, 
at their discretion, set aside orders for any of the small business concerns identified in 
FAR 19.000(a)(3).  When setting aside orders for small business concerns, the specific 
small business program eligibility requirements identified in FAR part 19, Small 
Business Programs, apply.  

The OCO has the discretion to compete a requirement for a delivery order only among 
contract holders that are designated as OEMs or only among those that are designated as 
VARs, or both.  

To quickly fulfill anticipated repetitive requirements for commodities or solutions, the OCO 
may award consolidated delivery orders if it is in the best interest of the Government and 
meets the Government's needs.  Such orders can serve to reduce administrative lead-time 
and afford the agency the ability to obtain better pricing through leveraged buying power and 
help achieve Strategic Sourcing goals delineated in Article H.14. 

G.7.3 Service Contract Act  

The Service Contract Act does not apply to this contract. 

Article G.8 NIH Contract Access Fee and Fee Remittance 

a. The NIH Contract Access Fee (NCAF) is a required NIH fee that is fixed at ½ percent (i.e., 
0.005) to reimburse the cost of operating and administering the CIO-CS contract.  This fee 
shall never be treated as a negotiable element between the contractor and ordering 
agency.  The NCAF is charged against all delivery orders and applied to the total award 
value for contractor performance.  Total award value is all inclusive of the commodities 
and commodity enabling services. 

The formula is: Total NCAF = Total Award Value * NCAF Percentage.  

http://uscode.house.gov/
http://www.acquisition.gov/far/current/html/Subpart%2019_1.html#wp1101780
http://www.acquisition.gov/far/current/html/FARTOCP19.html#wp223561
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b. The contractor shall include the NCAF as a separate Contract Line Item Number (CLIN) inall 
contractor proposals to the government, regardless of pricing arrangements used. 

c. The contractor shall be responsible for reimbursing NCAF to the NIH.  It is ultimately the 
contractor responsibility to ensure that any delivery order award or modification issued 
contains the necessary NCAF, that the NCAF is properly calculated, and that NCAF is paid 
in full by the NCAF payment due date. 

d. Contractors shall invoice the Government for full NCAF amount based on obligated 
amounts, either by funded award or funded modification, on the first invoice after receipt of 
the funded award or modification document.  NCAF is not subject to downward 
adjustment. 

e. NCAF payments will be due to NIH/NITAAC on or before the 10th calendar day of each 
month for all payments received from the government in the previous month.  

f. The contractor shall utilize the Department of Treasury’s secure government-wide 
collection portal Pay.gov at https://www.pay.gov/paygov/, for payment of the NCAF to 
NIH/NITAAC.  Contractors shall contact their financial institution/bank to establish an 
account authorizing Automated Clearing House (ACH) Direct Debit payments to Pay.gov.  

g. Failure to remit the NCAF in a timely manner will constitute a Basic Contract debt to the 
United States Government under FAR 32.6.  

h. NIH reserves the unilateral right to adjust the NCAF should it experience a major change 
in the cost of operating its GWAC Program.  

Article G.9 Government Property 

Any equipment, property, or facilities furnished by the government or any contractor-acquired 
property must be specified in the applicable delivery order.  Agency OCOs are responsible for 
ensuring that the applicable delivery orders are consistent with the policies and procedures of 
FAR Part 45 for providing Government property to contractors, contractors’ use and 
management of Government property, and reporting, redistributing, and disposing of 
contractor inventory.  Contractors are responsible and liable for Government property in their 
possession pursuant to FAR 52.245-1 and 52.245-2, as applicable.  In the event that the 
Government-Furnished Equipment (GFE) or Government-Furnished Information (GFI) are not 
provided to the contractor by the specified date, the contractor will immediately notify the 
OCO.  Upon conclusion of the applicable delivery order, the contractor shall return the GFE or 
GFI to the Government as specified in the delivery order or as directed in writing by the OCO. 

Article G.10 Invoice Submission 

Individual delivery orders will specify requirements for the preparation of vouchers and 
invoices. 

Article G.11 Correspondence 

All data and correspondence submitted to the CIO-CS PCO/NITAAC or the OCO shall 
reference: 

a. CIO-CS PCO/NITAAC: 

https://www.pay.gov/paygov/
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(1) CIO-CS Contract Number 
(2) Order Tracking ID Number  
(3) Order Title 

b. Customer’s OCO: 

(1) CIO-CS Contract Number 
(2) Order Tracking ID Number  
(3) Order Number (as listed on the OCO order form) 
(4) Order Title 
(5) Point of contact at the Government End User Agency (preferably the OCO) 

Article G.12 Meetings and Conferences 

Contractors are required to participate in monthly Contract Holder Conference Calls designed 
for the exchange of information among contract holders and the NITAAC program.  
Participation in these conference calls will ensure that contractors are kept abreast of ongoing 
NITAAC Program and contractor community activities. 

Contractors are encouraged to participate in community action groups to assist in the 
development of strategies around market outreach, communication, and other topics relevant 
to the CIO-CS GWAC Program. 

NITAAC may conduct up to four Program Office meetings per year including an annual 
conference at a location to be determined by NITAAC.  These meetings are intended to 
provide a platform for contractors, NITAAC staff and agency representatives to communicate 
current issues, resolve potential problems, discuss business and marketing opportunities, 
review future and ongoing NIH and government-wide initiatives, and address contract 
fundamentals.  At a minimum, the contractor PM is required to attend these meetings. 

Article G.13 Contractor Performance Assessment Reporting System 
(CPARS) 

G.13.1 Contractor Performance Evaluations 

As detailed in FAR 42.1503, the Government will conduct past performance assessments on 
contractor performance.  The PCO will conduct past performance assessment for this contract.  
The agency OCO is responsible for conducting past performance assessment at the delivery 
order. 

G.13.2 Electronic Access to Contractor Performance Evaluations 

Contractors may access evaluations through a secure web site for review and comment at the 
following address:  http://www.cpars.gov. 

Article G.14 FAR 52.232-40, Providing Accelerated Payments to Small 
Business Subcontractors (December 2013) 

a. Upon receipt of accelerated payments from the Government, the Contractor shall make 
accelerated payments to its small business subcontractors under this contract, to the 
maximum extent practicable and prior to when such payment is otherwise required under the 

http://www.cpars.gov/
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applicable contract or subcontract, after receipt of a proper invoice and all other required 
documentation from the small business subcontractor.  

b. The acceleration of payments under this clause does not provide any new rights under the 
prompt Payment Act. 

c. Include the substance of this clause, including this paragraph c, in all subcontracts with small 
business concerns, including subcontracts with small business concerns for the acquisition of 
commercial items. 

(End of clause) 
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SECTION H: SPECIAL CONTRACT REQUIREMENTS 

Article H.1 Applicable Documents 

Typical standards used in delivery orders may be obtained from the applicable documents 
listed below. In the event of conflict between these documents and the contents of the rest of 
the respective delivery orders, the references in this section shall govern.  The below listed 
documents are for contractors to ensure compliance with applicable standards.  

1) OMB Circular A-130 
a) http://www.whitehouse.gov/omb/circulars/a130/a130trans4.html 

2) OMB Memorandum M-00-10 
a) http://www.whitehouse.gov/omb/memoranda/m00-10.html  

3) HHS-OCIO Policy for Information Systems Security and Privacy 
a) Copies of HHS IT security and privacy policies 
b) http://www.hhs.gov/ocio/policy/index.html#Security 

4) Federal Risk and Authorization Management Program (FedRAMP)  
a) Information concerning OMB-mandated FedRAMP security authorization for cloud 

services:  http://www.FedRAMP.gov 

5) NIST Definition of Cloud Computing (NIST Special Publication 800-145) 
a) http://csrc.nist.gov/publications/PubsSPs.html#800-145 

6) Defense Security Service Documents  
a) Copies of security requirements may be obtained from the Defense Security 

Service: 
b) http://www.dss.mil 

Article H.2 Organizational Conflict of Interest 

The guidelines and procedures of FAR 9.5 will be used in identifying and resolving any issues 
of organizational conflict of interest at either the GWAC level or the delivery order level. 

In the event that a delivery order requires activity that would create an actual or potential 
conflict of interest, the Contractor shall: 

a. Immediately notify the OCO of the actual or potential conflict, submit a plan for 
mitigation, and not commence work on any delivery order that involves a potential or 
actual conflict of interest until specifically notified by the OCO to proceed; or, 

b. Identify the conflict and recommend to the OCO an alternate delivery approach which 
would avoid the conflict; 

The OCO (or PCO as applicable at the GWAC level) will review the information provided by 
the Contractor and make a determination whether to proceed with the delivery order, 
notwithstanding a conflict of interest, and as applicable, process a request for waiver pursuant 
to FAR 9.503.  

http://www.whitehouse.gov/omb/circulars/a130/a130trans4.html
http://www.whitehouse.gov/omb/memoranda/m00-10.html
http://www.hhs.gov/ocio/policy/index.html#Security
http://www.fedramp.gov/
http://csrc.nist.gov/publications/PubsSPs.html#800-145
http://www.dss.mil/
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Article H.3 Subcontracting Provisions  

(Applicable to Other Than Small Business Only) 

H.3.1 Small Business Subcontracting Plan 

a. The Contractor Small Business Subcontracting Plan is attached hereto and made a part 
of this contract.   

b. The failure of any contractor or subcontractor to comply in good faith with FAR Clause 
52.219-8, entitled "Utilization of Small Business Concerns" incorporated in this contract 
and the attached Subcontracting Plan, will be a material breach of such contract or 
subcontract and subject to the remedies reserved to the Government under FAR Clause 
52.219-16 entitled, "Liquidated Damages-Subcontracting Plan." 

H.3.2 Subcontracting Reports 

In accordance with FAR Clause 52.219-9, the Contractor shall submit the following 
Subcontracting Reports electronically via the Electronic Subcontracting Reporting System 
(eSRS) at http://www.esrs.gov. 

a. Individual Subcontract Reports (ISR) 

Regardless of the effective date of this contract, the ISRs (formerly SF-294) shall be due 
on the following dates for the entire life of this contract: 

April 30th 
October 30th  
Expiration Date of Contract 

ISRs shall be submitted under Agency ID 7529 (NATIONAL INSTITUTES OF HEALTH). 

**Note: ISRs are not required for Commercial Plans. 

b. Summary Subcontract Report (SSR) 

Regardless of the effective date of this contract, the SSR shall be submitted annually on 
the following date for the entire life of this contract: 

October 30th  

The SSR for Plan Type Individual is the former SF-295. For Individual or Master Plans, 
the SSRs shall be submitted under Agency ID 7500 (DEPARTMENT OF HEALTH AND 
HUMAN SERVICES) as the approving agency. 

The SSR for Commercial Plan is filed by Prime Contractors with an approved 
Commercial Subcontracting Plan.  Commercial plans shall be submitted under the 
Agency ID of the residing Contracting Officer who approved the Commercial Plan as 
well as Agency ID 7500 (DEPARTMENT OF HEALTH AND HUMAN SERVICES). 

For both the Individual and Summary Subcontract Reports (ISRs & SSRs), the NITAAC 
Customer Support Center shall be included for notification purposes through the following e-
mail address:  

Email:  NITAACsupport@nih.gov  

  

http://www.esrs.gov/
mailto:NITAACsupport@nih.gov
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Article H.4 Acknowledgement of Federal Funding 

(Applicable to delivery orders funded by the NIH appropriated funds.) 

The Contractor shall clearly state, when issuing statements, press releases, requests for 
proposals, bid solicitations and other documents describing projects or programs funded in 
whole or in part with Federal money: (1) the percentage of the total costs of the program or 
project which will be financed with Federal money; (2) the dollar amount of Federal funds for 
the project or program; and (3) the percentage and dollar amount of the total costs of the 
project or program that will be financed by non-governmental sources. 

Article H.5 Needle Distribution 

(Applicable to delivery orders funded by the NIH appropriated funds.) 

The Contractor shall not use contract funds to carry out any program of distributing sterile 
needles or syringes for the hypodermic injection of any illegal drug. 

Article H.6 Certification of Filing and Payment of Taxes (Section 518) 

(Applicable to delivery orders funded by the NIH appropriated funds.) 

The contractor must be in compliance with Section 518 of The Consolidated and Further 
Continuing Appropriations Act, 2015 Pub. L 113-235, Division E, Sections 744 and 745. 

None of the funds appropriated or otherwise made available by this act may be used to enter 
into a contract in an amount greater than $5,000,000 or to award a grant in excess of such 
amount unless the prospective contractor or grantee certifies in writing to the agency 
awarding the contract or grant that, to the best of its knowledge and belief, the contractor or 
grantee has filed all Federal tax returns required during the three years preceding the 
certification, has not been convicted of a criminal offense under the Internal Revenue Code of 
1986, and has not, more than 90 days prior to certification, been notified of any unpaid 
Federal tax assessment for which the liability remains unsatisfied, unless the assessment is 
the subject of an installment agreement or offer in compromise that has been approved by the 
Internal Revenue Service and is not in default, or the assessment is the subject of a non-
frivolous administrative or judicial proceeding. 

Article H.7 Information and Physical Access Security 

H.7.1 Security 

For systems used at the NIH, the Contractor shall agree to establish and follow any additional 
security precautions considered by the NIH to be necessary to ensure proper and confidential 
handling of data and information.  For such systems, a written agreement between the NIH 
and the Contractor shall be reached before data and information otherwise exempt from 
public disclosure may be disclosed to the Contractor.  The Contractor must include these 
requirements in any subcontract awarded under the prime contact.  

H.7.2 Physical Security 
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Individual delivery orders will specify contractor rights of entry to and exit from government 
facilities as required for performance of work under this contract.  Contractor employees shall 
comply with all applicable directives and policies regarding conduct of personnel and 
operation of the facility.  The Government reserves the right to require Contractor personnel to 
"sign-in" upon entry to and "sign-out" upon exit from any government facility.  

The Contractor shall secure and protect all Contractor-owned and Contractor employee-
owned personal property and equipment brought into government facilities during 
performance of work under this contract.  The Government shall not be held liable for loss of 
or damage to Contractor-owned or Contractor employee-owned personal property or 
equipment brought into government facilities.  The Contractor shall remove any Contractor-
owned or Contractor employee-owned personal property deemed inappropriate by the 
Government, for any reason, from the government facility in which it is found. 

Delivery orders will provide any restrictions regarding the need for contractor employees to be 
United States citizens, legal residents of the United States, or aliens authorized temporary 
employment in the United States before they can be employed under this contract.  The 
delivery order will also provide instructions for any requirements for non-disclosure 
agreements such as the "Commitment to Protect Non-Public Information – Contractor 
Employee Agreement" form available at 
https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Nondisclosure.pdf 

The Contractor will be held liable for any inappropriate disclosure of information/data by its 
employees or via any system used by the Contractor.  Should the Contractor become aware 
of the need for additional safeguards, it must notify the COR immediately. 

H.7.3 Additional Considerations for HHS Delivery Orders 

(The following Paragraph A of this Article is not applicable to this contract, but is applicable to 
any HHS delivery order issued under this contract where it has been determined that: (a) 
contractor personnel may require access to HHS-controlled facilities and/or information 
systems, including sensitive data/information, in order to perform the contract/order 
SOW/PWS, and/or; (b) the Homeland Security Presidential Directive's (HSPD-12) more 
stringent access procedures are expected to apply, because access will be routine and of 
long-term duration, or is routine and of short-term duration, but greater access controls are 
deemed necessary.) 

A. HHS-Controlled Facilities and Information Systems Security 

a. To perform the work specified herein, Contractor personnel are expected to have 
routine (1) physical access to an HHS-controlled facility; (2) physical access to an 
HHS-controlled information system; (3) access to sensitive HHS data or information, 
whether in an HHS-controlled information system or in hard copy; or (4) any 
combination of circumstances (1) through (3). 

b. To gain routine physical access to an HHS-controlled information system, and/or 
access to sensitive data or information, the Contractor and its employees shall comply 
with Homeland Security Presidential Directive (HSPD)-12, Policy for a Common 
Identification Standard for Federal Employees and Contractors; Office of Management 
and Budget Memorandum (M-05– 24); and Federal Information Processing Standards 
Publication (FIPS PUB) Number 201; and with the personal identity verification and 
investigations procedures contained in the following documents: 

https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Nondisclosure.pdf
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1. HHS-OCIO Information Systems Security and Privacy Policy  

(http://www.hhs.gov/ocio/policy/#Security) 

2. HHS HSPD-12 Policy Document, v. 2.0 

(http://www.whitehouse.gov/sites/default/files/omb/assets/omb/memoranda/fy200
5/m05-24.pdf) 

3. Information regarding background checks/badges 

(http://www.ors.od.nih.gov/ser/dpsac/Pages/Home.aspx) 

c. Position Sensitivity Levels: 

This contract will entail the following position sensitivity levels: 

[ ] Level 6: Public Trust – High Risk.  Contractor/subcontractor employees assigned 
to Level 6 positions shall undergo a Suitability Determination and Background 
Investigation (MBI). 

[ ] Level 5: Public Trust – Moderate Risk.  Contractor/subcontractor employees 
assigned to Level 5 positions with no previous investigation and approval shall undergo 
a Suitability Determination and a Minimum Background Investigation (MBI), or a 
Limited Background Investigation (LBI). 

[ ] Level 1: Non-Sensitive.  Contractor/subcontractor employees assigned to Level 1 
positions shall undergo a Suitability Determination and National Check and Inquiry 
Investigation (NACI). 

d. The personnel investigation procedures for Contractor personnel require that the 
Contractor prepare and submit background check/investigation forms based on the 
type of investigation required.  The minimum Government investigation for a non-
sensitive position is a National Agency Check and Inquiries (NACI) with fingerprinting. 
More restricted positions – i.e., those above non-sensitive, require more extensive 
documentation and investigation. 

The Contractor shall submit a roster, by name, position, e-mail address, phone number 
and responsibility, of all staff (including subcontractor staff) working under the contract 
who will develop, have the ability to access and/or maintain a Federal Information 
System(s).  The roster shall be submitted to the Contracting Officer's Representative 
(COR), with a copy to the Contracting Officer, within 14 calendar days after the 
effective date of the contract.  The Contracting Officer shall notify the Contractor of the 
appropriate level of suitability investigations to be performed.  An electronic template, 
"Roster of Employees Requiring Suitability Investigations," is available for contractor 
use at: 
https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/SuitabilityRoster_
10-15-12.xlsx.  

Upon receipt of the Government's notification of applicable Suitability Investigations 
required, the Contractor shall complete and submit the required forms within 30 days of 
the notification. 

The Contractor shall notify the Contracting Officer in advance when any new 
personnel, who are subject to a background check/investigation, will work under the 
contract and if they have previously been the subject of national agency checks or 
background investigations. 

http://www.hhs.gov/ocio/policy/#Security
http://www.whitehouse.gov/sites/default/files/omb/assets/omb/memoranda/fy2005/m05-24.pdf
http://www.whitehouse.gov/sites/default/files/omb/assets/omb/memoranda/fy2005/m05-24.pdf
http://www.ors.od.nih.gov/ser/dpsac/Pages/Home.aspx
https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/SuitabilityRoster_10-15-12.xlsx
https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/SuitabilityRoster_10-15-12.xlsx
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All contractor and subcontractor employees shall comply with the conditions 
established for their designated position sensitivity level prior to performing any work 
under this contract. 

Contractors may begin work after the fingerprint check has been completed. 

e. Investigations are expensive and may delay performance, regardless of the outcome of 
the investigation.  Delays associated with rejections and consequent re-investigations 
may not be excusable in accordance with the FAR clause, Excusable Delays – see 
FAR 52.249-14.  Accordingly, the Contractor shall ensure that any additional 
employees whose names it submits for work under this contract have a reasonable 
chance for approval. 

f. Typically, the Government investigates personnel at no cost to the Contractor.  
However, multiple investigations for the same position may, at the Contracting Officer's 
discretion, justify reduction(s) in the contract price of no more that the cost of the 
additional investigation(s). 

g. The Contractor shall include language similar to this "HHS Controlled Facilities and 
Information Systems Security" language in all subcontracts that require subcontractor 
personnel to have the same frequency and duration of (1) physical access to an HHS-
controlled facility; (2) logical access to an HHS-controlled information system; (3) 
access to sensitive HHS data/information, whether in an HHS-controlled information 
system or in hard copy; or (4) any combination of circumstances (1) through (3). 

h. The Contractor shall direct inquiries, including requests for forms and assistance, to the 
Contracting Officer or designee. 

i. Within 7 calendar days after the Government's final acceptance of the work under this 
contract, or upon termination of the contract, the Contractor shall return all identification 
badges to the Contracting Officer or designee. 

(The following Paragraph B of this Article is not applicable to this contract, but is applicable to 
any HHS delivery order issued under this contract that involves the operation or acquisition of 
an information technology system) 

B. Standard for Security Configurations, HHSAR 352.239-70, (January 2010) 

a. The Contractor shall configure its computers that contain HHS data with the applicable 
Federal Desktop Core Configuration (FDCC) (see http://nvd.nist.gov/fdcc/index.cfm) 
and ensure that its computers have and maintain the latest operating system patch 
level and anti-virus software level. 

Note: FDCC is applicable to all computing systems using Windows XPTM and 
Windows VistaTM, including desktops and laptops – regardless of function – but not 
including servers. 

b. The Contractor shall apply approved security configurations to information technology 
(IT) that is used to process information on behalf of HHS.  The following security 
configuration requirements apply: [Insert the IC/ISSO approved contract-specific 
configuration, or if there are no contract-specific configurations, insert: "FDCC"] 

c. The Contractor shall ensure IT applications operated on behalf of HHS are fully 
functional and operate correctly on systems configured in accordance with the above 
configuration requirements.  The Contractor shall use Security Content Automation 

http://nvd.nist.gov/fdcc/index.cfm
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Protocol (SCAP)-validated tools with FDCC Scanner capability to ensure its products 
operate correctly with FDCC configurations and do not alter FDCC settings – see 
http://scap.nist.gov/validation.  The Contractor shall test applicable product versions 
with all relevant and current updates and patches installed.  The Contractor shall 
ensure currently supported versions of information technology products met the latest 
FDCC major version and subsequent major versions. 

d. The Contractor shall ensure IT applications designed for end users run in the standard 
user context without requiring elevated administrative privileges. 

e. The Contractor shall ensure hardware and software installation, operation, 
maintenance, update, and patching will not alter the configuration settings or 
requirements specified above. 

f. The Contractor shall (1) include Federal Information Processing Standard (FIPS) 201-
compliant (http://csrc.nist.gov/publications/fips/fips201-1/FIPS-201-1-chng1.pdf), 
Homeland Security Presidential Directive 12 (HSPD-12) card readers with the 
purchase of servers, desktops, and laptops; and (2) comply with FAR Subpart 4.13, 
Personal Identity Verification. 

g. The Contractor shall ensure that its subcontractors (at all tiers) which perform work 
under this contract comply with the requirements contained in this clause. 

(The following Paragraph C of this Article is not applicable to this contract, but is applicable to 
any HHS delivery order issued under this contract that involves the acquisition or lease of, or 
the requirement to use, desktop or laptop computers, mobile devices, or portable media to 
store or process HHS sensitive information that the COR categorizes as moderate or high 
under Federal Information Processing Standard (FIPS) 199, Standards for Security 
Categorization of Federal Information and Information Systems, dated February 2004.) 

C. Standard for Encryption language, HHSAR 352.239-71, (January 2010) 

a. The Contractor shall use Federal Information processing Standard (FIPS) 140-2-
compliant encryption (Security) Requirements for Cryptographic Module, as amended) 
to protect all instances of HHS sensitive information during storage and transmission.  
(Note: The Government has determined that HHS information under this contract is 
considered "sensitive" in accordance with FIPS 199, Standards for Security 
Categorization of Federal Information and Information Systems, dated February 2004). 

b. The Contractor shall verify that the selected encryption product has been validated 
under the Cryptographic Module Validation Program (see http://csrc.nist.gov/cryptval/) 
to confirm compliance with FIPS 140-2 (as amended).  The Contractor shall provide a 
written copy of the validation documentation to the Contracting Officer and the 
Contracting Officer's Technical Representative. 

c. The Contractor shall use the Key Management Key (see FIPS 201, Chapter 4, as 
amended) on the HHS personal identification verification (PIV) card; or alternatively, 
the Contractor shall establish and use a key recovery mechanism to ensure the ability 
for authorized personnel to decrypt and recover all encrypted information (see 
http://csrc.nist.gov/drivers/documents/ombencryption-guidance.pdf).  The Contractor 
shall notify the Contracting Officer and the Contracting Officer's Technical 
Representative of personnel authorized to decrypt and recover all encrypted 
information. 

http://scap.nist.gov/validation
http://csrc.nist.gov/publications/fips/fips201-1/FIPS-201-1-chng1.pdf
http://csrc.nist.gov/cryptval/
http://csrc.nist.gov/drivers/documents/ombencryption-guidance.pdf
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d. The Contractor shall securely generate and manage encryption keys to prevent 
unauthorized decryption of information in accordance with FIPS 140-2 (as amended). 

e. The Contractor shall securely generate and manage encryption keys to prevent 
unauthorized decryption of information in accordance with FIPS 140-2 (as amended).  
The Contractor shall ensure that this standard is incorporated into the Contractor's 
property management/control system or establish a separate procedure to account for 
all laptop computers, desktop computers, and other mobile devices and portable media 
that store or process sensitive HHS information. 

f. The Contractor shall ensure that its subcontractors (all tiers) which perform work under 
this contract comply with the requirements contained in this clause. 

(The following Paragraph D of this Article is not applicable to this contract, but is applicable to 
any HHS delivery order issued under this contract that involves contractor access to Federal 
Information or Federal Information Systems.) 

D. Security Requirements For Federal Information Technology Resources, HHSAR 
352.239-72, (January 2010) 

a. Applicability. This clause applies whether the entire contract or order (hereafter 
"contract"), or portion thereof, includes information technology resources or services in 
which the Contractor has physical or logical (electronic) access to, or operates a 
Department of Health and Human Services (HHS) system containing, information that 
directly supports HHS' mission.  The term "information technology (IT)", as used in this 
clause, includes computers, ancillary equipment (including imaging peripherals, input, 
output, and storage devices necessary for security and surveillance), peripheral 
equipment designed to be controlled by the central processing unit of a computer, 
software, firmware and similar procedures, services (including support services) and 
related resources.  This clause does not apply to national security systems as defined 
in FISMA. 

b. Contractor responsibilities. The Contractor is responsible for the following: 

1. Protecting Federal information and Federal information systems in order to 
ensure their – 

a. Integrity, which means guarding against improper information modification or 
destruction, and includes ensuring information non-repudiation and 
authenticity; 

b. Confidentiality, which means preserving authorized restrictions on access 
and disclosure, including means for protecting personal privacy and 
proprietary information; and 

c. Availability, which means ensuring timely and reliable access to and use of 
information. 

2. Providing security of any Contractor systems, and information contained therein, 
connected to an HHS network or operated by the Contractor, regardless of 
location, on behalf of HHS. 

3. Adopting, and implementing, at a minimum, the policies, procedures, controls 
and standards of the HHS Information Security Program to ensure the integrity, 
confidentiality, and availability of Federal information and Federal information 
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systems for which the Contractor is responsible under this contract or to which it 
may otherwise have access under this contract.  The HHS Information Security 
Program is outlined in the HHS Information Security Program Policy, which is 
available on the HHS Office of the Chief Information Officer's (OCIO) Web site. 

c. Contractor security deliverables. In accordance with the timeframes specified, the 
Contractor shall prepare and submit the following security documents to the 
Contracting Officer for review, comment, and acceptance: 

1. IT Security Plan (IT-SP) – due within 30 days after contract award. The IT-SP 
shall be consistent with, and further detail the approach to, IT security contained 
in the Contractor's bid or proposal that resulted in the award of this contract.  
The IT-SP shall describe the processes and procedures that the Contractor will 
follow to ensure appropriate security of IT resources that are developed, 
processed, or used under this contract.  If the IT-SP only applies to a portion of 
the contract, the Contractor shall specify those parts of the contract to which the 
IT-SP applies. 

a. The Contractor's IT-SP shall comply with applicable Federal laws that 
include, but are not limited to, the Federal Information Security Management 
Act (FISMA) of 2002 (Title III of the E-Government Act of 2002, Public Law 
107-347), and the following Federal and HHS policies and procedures: 

i. Office of Management and Budget (OMB) Circular A-130, Management of 
Federal Information Resources, Appendix III, Security of Federal 
Automation Information Resources. 

ii. National Institutes of Standards and Technology (NIST) Special 
Publication (SP) 800-18, Guide for Developing Security Plans for 
Information Systems, in form and content, and with any pertinent contract 
Statement of Work/Performance Work Statement (SOW/PWS) 
requirements.  The IT-SP shall identify and document appropriate IT 
security controls consistent with the sensitivity of the information and the 
requirements of Federal Information Processing Standard (FIPS) 200, 
Recommend Security Controls for Federal Information Systems.  The 
Contractor shall review and update the IT-SP in accordance with NIST SP 
800-26, Security Self-Assessment Guide for Information Technology 
Systems and FIPS 200, on an annual basis. 

iii. HHS-OCIO Information Systems Security and Privacy Policy. 

2. IT Risk Assessment (IT-RA) – due within 30 days after contract award.  The IT-
RA shall be consistent, in form and content, with NIST SP 800-30, Risk 
Management Guide for Information Technology Systems, and any additions or 
augmentations described in the HHS-OCIO Information Systems Security and 
Privacy Policy.  After resolution of any comments provided by the Government 
on the draft IT-RA, the Contracting Officer shall accept the IT-RA and 
incorporate the Contractor's final version into the contract for Contractor 
implementation and maintenance.  The Contractor shall update the IT-RA on an 
annual basis. 

3. FIPS 199 Standards for Security Categorization of Federal Information and 
Information Systems Assessment (FIPS 199 Assessment) – due within 30 
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days after contract award.  The FIPS 199 Assessment shall be consistent with 
the cited NIST standard.  After resolution of any comments by the Government 
on the draft FIPS 199 Assessment, the Contracting Officer shall accept the FIPS 
199 Assessment and incorporate the Contractor's final version into the contract. 

4. IT Security Certification and Accreditation (IT-SC&A) – due within 3 months 
after contract award. The Contractor shall submit written proof to the Contracting 
Officer that an IT-SC&A was performed for applicable information systems – see 
paragraph (a) of this clause.  The Contractor shall perform the IT-SC&A in 
accordance with the HHS Chief Information Security Officer's Certification and 
Accreditation Checklist; NIST SP 800-37, Guide for the Security, Certification 
and Accreditation of Federal Information Systems; and NIST 800-53, 
Recommended Security Controls for Federal Information Systems.  An 
authorized senior management official shall sign the draft IT-SC&A and provided 
it to the Contracting Officer for review, comment, and acceptance. 

a. After resolution of any comments provided by the Government on the draft IT 
SC&A, the Contracting Officer shall accept the IT-SC&A and incorporate the 
Contractor's final version into the contract as a compliance requirement. 

b. The Contractor shall also perform an annual security control assessment and 
provide to the Contracting Officer verification that the IT-SC&A remains valid. 
Evidence of a valid system accreditation includes written results of: 

i. Annual testing of the system contingency plan; and 

ii. The performance of security control testing and evaluation. 

d. Personal identity verification.  The Contractor shall identify its employees with 
access to systems operated by the Contractor for HHS or connected to HHS systems 
and networks.  The Contracting Officer's Representative (COR) shall identify, for those 
identified employees, position sensitivity levels that are commensurate with the 
responsibilities and risks associated with their assigned positions.  The Contractor shall 
comply with the HSPD-12 requirements contained in "HHS-Controlled Facilities and 
Information Systems Security" requirements specified in the SOW/PWS of this 
contract. 

e. Contractor and subcontractor employee training.  The Contractor shall ensure that 
its employees, and those of its subcontractors, performing under this contract complete 
HHS-furnished initial and refresher security and privacy education and awareness 
training before being granted access to systems operated by the Contractor on behalf 
of HHS or access to HHS systems and networks.  The Contractor shall provide 
documentation to the COR evidencing that Contractor employees have completed the 
required training. 

f. Government access for IT inspection. The Contractor shall afford the Government 
access to the Contractor's and subcontractors' facilities, installations, operations, 
documentation, databases, and personnel used in performance of this contract to the 
extent required to carry out a program of IT inspection (to include vulnerability testing), 
investigation, and audit to safeguard against threats and hazards to the integrity, 
confidentiality, and availability, of HHS data or to the protection of information systems 
operated on behalf of HHS. 
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g. Subcontracts. The Contractor shall incorporate the substance of this clause in all 
subcontracts that require protection of Federal information and Federal information 
systems as described in paragraph (a) of this clause, including those subcontracts  
that – 

a. Have physical or electronic access to HHS' computer systems, networks, or IT 
infrastructure; or 

b. Use information systems to generate, store, process, or exchange data with 
HHS or on behalf of HHS, regardless of whether the data resides on a HHS or 
the Contractor's information system. 

h. Contractor employment notice. The Contractor shall immediately notify the 
Contracting Officer when an employee either begins or terminates employment (or is 
no longer assigned to the HHS project under this contract), if that employee has, or 
had, access to HHS information systems or data. 

i. Document information. The Contractor shall contact the Contracting Officer for any 
documents, information, or forms necessary to comply with the requirements of this 
clause. 

j. Contractor responsibilities upon physical completion of the contract. The 
Contractor shall return all HHS information and IT resources provided to the Contractor 
during contract performance and certify that all HHS information has been purged from 
Contractor-owned systems used in contract performance. 

k. Failure to comply. Failure on the part of the Contractor or its subcontractors to comply 
with the terms of this clause shall be grounds for the Contracting Officer to terminate 
this contract. 

(End of clause) 

Note: The NIST Special Publication SP-800-26 cited in subparagraph c.1.a.(ii) of this clause 
has been superseded by NIST SP 800-53A, "Guide for Assessing the Security Controls in 
Federal Information Systems and Organizations" for use for the assessment of security control 
effectiveness. See http://csrc.nist.gov/publications/PubsSPs.html to access NIST Special 
Publications (800 Series). 

(The following Paragraph E is not applicable to this contract; however, it may be applicable to 
any HHS delivery order issued under this contract that includes the Clause at HHSAR 
352.239-72, Security Requirements for Federal Information Technology Resources.) 

E. Additional NIH Requirements 

(Include subparagraph 1 below if the delivery order requires the contractor to: 1) develop; 
2) have the ability to access; or 3) host and/or maintain a Federal Information System). 

1. SECURITY CATEGORIZATION OF FEDERAL INFORMATION AND INFORMATION 
SYSTEMS (FIPS 199 Assessment) 

a. Information Type: 

[ ] Administrative, Management and Support Information:  
[ ] Mission Based Information: 

b. Security Categories and Levels: 

Confidentiality Level: [ ] Low  [ ] Moderate   [ ] High 

http://csrc.nist.gov/publications/PubsSPs.html
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Integrity Level:   [ ] Low  [ ] Moderate   [ ] High 
Availability Level:   [ ] Low  [ ] Moderate  [ ] High 

Overall Level:   [ ] Low  [ ] Moderate  [ ] High 

c. In accordance with HHSAR Clause 352.239-72, the contractor shall submit a 
FIPS 199 Assessment within 30 days after contract award.  Any differences 
between the contractor's assessment and the information contained herein will 
be resolved, and if required, the contract will be modified to incorporate the final 
FIPS 199 Assessment. 

(Include subparagraph 2 below if the delivery order issued under this contract includes the 
Clause at HHSAR 352.239-72, Security Requirements for Federal Information Technology 
Resources.) 

2. INFORMATION SECURITY TRAINING 

In addition to any training covered under paragraph (e) of HHSAR 352.239-72, the 
contractor shall comply with the below training: 

a. Mandatory Training 

1. All Contractor employees having access to (1) Federal information or a 
Federal information system or (2) sensitive data/information as defined at 
HHSAR 304.1300(a)(4), shall complete the NIH Computer Security 
Awareness Training course at http://irtsectraining.nih.gov/ before performing 
any work under this contract.  Thereafter, Contractor employees having 
access to the information identified above shall complete an annual NIH-
specified refresher course during the life of this contract.  The Contractor 
shall also ensure subcontractor compliance with this training requirement. 

2. The Contractor shall maintain a listing by name and title of each 
Contractor/Subcontractor employee working on this contract and having 
access of the kind in paragraph 1.a(1) above, who has completed the NIH 
required training.  Any additional security training completed by the 
Contractor/Subcontractor staff shall be included on this listing.  The list shall 
be provided to the COR and/or Contracting Officer upon request. 

b. Role-based Training 

HHS requires role-based training when responsibilities associated with a given 
role or position, could, upon execution, have the potential to adversely impact 
the security posture of one or more HHS systems.  Read further guidance about 
“NIH Information Security Awareness and Training Policy," at:  
https://ocio.nih.gov/InfoSecurity/Policy/Documents/Final-
InfoSecAwarenessTrainPol.doc.  

The Contractor shall maintain a list of all information security training completed 
by each contractor/subcontractor employee working under this contract. The list 
shall be provided to the COR and/or Contracting Officer upon request. 

c. Rules of Behavior 

The Contractor shall ensure that all employees, including subcontractor 
employees, comply with the NIH Information Technology General Rules of 

http://irtsectraining.nih.gov/
https://ocio.nih.gov/InfoSecurity/Policy/Documents/Final-InfoSecAwarenessTrainPol.doc
https://ocio.nih.gov/InfoSecurity/Policy/Documents/Final-InfoSecAwarenessTrainPol.doc
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Behavior (https://ocio.nih.gov/InfoSecurity/training/Pages/nihitrob.aspx), which 
are contained in the NIH Information Security Awareness Training Course 
http://irtsectraining.nih.gov. 

(Include subparagraph 3 below if the delivery order includes the Clause at HHSAR 
352.239-72, Security Requirements for Federal Information Technology Resources.) 

3. INFORMATION SECURITY RESPONSIBILITIES 

In addition to any personnel security responsibilities covered under HHSAR 352.239-
72, the contractor shall comply with the below personnel security responsibilities: 

a. In accordance with Paragraph (h) of HHSAR 352.239-72, the Contractor shall 
notify the Contracting officer and the COR within five working days before a 
new employee assumes a position that requires access to HHS information 
systems or data, or when an employee with such access stops working on this 
contract. The Government will initiate a background investigation on new 
employees assuming a position that requires access to HHS information 
systems or data, and will stop pending background investigations for employees 
that no longer work under the contract or no longer have such access. 

b. New contractor employees who have or will have access to HHS 
information systems or data: The Contractor shall provide the COR with the 
name, position title, e– mail address, and phone number of all new contract 
employees working under the contract and provide the name, position title and 
position sensitivity level held by the former incumbent. If an employee is filling a 
new position, the Contractor shall provide a position description and the 
Government will determine the appropriate position sensitivity level. 

c. Departing contractor employees: The Contractor shall provide the COR with 
the name, position title, and position sensitivity level held by or pending for 
departing employees. The Contractor shall perform and document the actions 
identified in the Contractor Employee Separation Checklist 
(https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Emp-sep-
checklist.pdf ) when a Contractor/subcontractor employee terminates work 
under this contract. All documentation shall be made available to the COR upon 
request. 

d. Commitment to Protect Non-Public Departmental Information and Data  
The Contractor, and any subcontractors performing under this contract, shall not 
release, publish, or disclose non-public Departmental information to 
unauthorized personnel, and shall protect such information in accordance with 
provisions of the following laws and any other pertinent laws and regulations 
governing the confidentiality of such information: 

– 18 U.S.C. 641 (Criminal Code: Public Money, Property or Records) 
– 18 U.S.C. 1905 (Criminal Code: Disclosure of Confidential Information) 
– Public Law 96-511 (Paperwork Reduction Act) 

Each employee, including subcontractors, having access to non-public 
Department information under this acquisition shall complete the "Commitment 
to Protect Non-Public Information – Contractor Employee Agreement" located 
at:  

https://ocio.nih.gov/InfoSecurity/training/Pages/nihitrob.aspx
http://irtsectraining.nih.gov/
https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Emp-sep-checklist.pdf
https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Emp-sep-checklist.pdf
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https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Nondisclos
ure.pdf.  A copy of each signed and witnessed Non-Disclosure agreement shall 
be submitted to the Project Officer/COR prior to performing any work under this 
acquisition. 

(Include subparagraph 4 below in HHS delivery orders when contractor/subcontractor 
personnel will have access to, or use of personally identifiable information (PII), 
including instances of remote access to or physical removal of such information beyond 
agency premises or control.) 

4. LOSS AND/OR DISCLOSURE OF PERSONALLY IDENTIFIABLE INFORMATION 
(PII) – NOTIFICATION OF DATA BREACH 

The Contractor shall report all suspected or confirmed incidents involving the loss 
and/or disclosure of PII in electronic or physical form. Notification shall be made to the 
NIH Incident Response Team (IRT) via email (IRT@mail.nih.gov) within one hour of 
discovering the incident.  The Contractor shall follow up with IRT by completing and 
submitting one of the applicable two forms below within three (3) work days of incident 
discovery: 

NIH PII Spillage Report at: 
https://ocio.nih.gov/InfoSecurity/Policy/Documents/NIH_PII_Spillage_Proced.doc  

NIH Lost or Stolen Assets Report at: 
https://ocio.nih.gov/InfoSecurity/Policy/Documents/ISSO_Stolen_Device-
Media_Handling_Procedures.doc  

(Include subparagraph 5 below in delivery orders when the contractor/subcontractor will 
host NIH web pages or databases.) 

5. VULNERABILITY SCANNING REQUIREMENTS 

This acquisition requires the Contractor to host an NIH webpage or database.  The 
Contractor shall conduct periodic and special vulnerability scans, and install 
software/hardware patches and upgrades to protect automated federal information 
assets.  The minimum requirement shall be to protect against vulnerabilities identified 
on the SANS Top-20 Internet Security Attack Targets list 
(http://www.sans.org/top20/?ref=3706#w1).  The Contractor shall report the results of 
these scans to the Project Officer/COR on a monthly basis, with reports due 10 
calendar days following the end of each reporting period.  The Contractor shall ensure 
that all of its subcontractors (at all tiers), where applicable, comply with the above 
requirements. 

Article H.8 Electronic and Information Technology Accessibility 

(This Article is not applicable to this contract, however it is applicable to any HHS delivery 
order issued under the contract that involves the development, acquisition, maintenance, or 
use electronic and information technology (EIT) products and services subject to Section 508 
of the Rehabilitations Act of 1973 as amended, including EIT deliverables such as electronic 
documents and reports. Non HHS ordering activities will add their specific Electronic and 
Information Technology Accessibility provisions to individual delivery orders as applicable.) 

HHSAR 352.239-73(b) (January 2010) 

https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Nondisclosure.pdf
https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Nondisclosure.pdf
mailto:IRT@mail.nih.gov
https://ocio.nih.gov/InfoSecurity/Policy/Documents/NIH_PII_Spillage_Proced.doc
https://ocio.nih.gov/InfoSecurity/Policy/Documents/ISSO_Stolen_Device-Media_Handling_Procedures.doc
https://ocio.nih.gov/InfoSecurity/Policy/Documents/ISSO_Stolen_Device-Media_Handling_Procedures.doc
http://www.sans.org/top20/?ref=3706#w1
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a. Pursuant to Section 508 of the Rehabilitation Act of 1973 (29 U.S.C. 794d), as 
amended by the Workforce Investment Act of 1998, all electronic and information 
technology (EIT) products and services developed, acquired, maintained, or used 
under this contract/order must comply with the “Electronic and Information Technology 
Accessibility Provisions” set forth by the Architectural and Transportation Barriers 
Compliance Board (also referred to as the “Access Board”) in 36 CFR Part 1194. 
Information about Section 508 is available at http://www.section508.gov/. The 
complete text of Section 508 Final Provisions can be accessed at http://www.access-
board.gov/guidelines-and-standards/communications-and-it/about-the-section-508-
standards/section-508-standards. 

b. The Section 508 accessibility standards applicable to this contract/order are identified 
in the Statement of Work/Specification/Performance Work Statement. The Contractor 
must provide a written Section 508 conformance certification due at the end of each 
contract/order exceeding $150,000 when the contract/order duration is one year or 
less. If it is determined by the Government that EIT products and services provided by 
the Contractor do not conform to the described accessibility standards in the Product 
Assessment Template, remediation of the products or services to the level of 
conformance specified in the Contractor’s Product Assessment Template will be the 
responsibility of the Contractor at its own expense. 

c. In the event of a modification(s) to this contract/order, which adds new EIT products or 
services or revises the type of, or specifications for, products or services the 
Contractor is to provide, including EIT deliverables such as electronic documents and 
reports, the Contracting Officer may require that the contractor submit a completed 
HHS Section 508 Product Assessment Template to assist the Government in 
determining that the EIT products or services support Section 508 accessibility 
standards. Instructions for documenting accessibility via the HHS Section 508 Product 
Assessment Template may be found under Section 508 policy on the HHS Office on 
Disability website (http://www.hhs.gov/od/). 

d. As prescribed in 339.201–70(c), the Contracting Officer shall add the following 
paragraph to the end of clause 352.239-73(b): 

Prior to the Contracting Officer exercising an option for a subsequent performance 
period/additional quantity or adding funding for a subsequent performance period 
under this contract, as applicable, the Contractor must provide a Section 508 Annual 
Report to the Contracting Officer and Project Officer. Unless otherwise directed by the 
Contracting Officer in writing, the Contractor shall provide the cited report in 
accordance with the following schedule. Instructions for completing the report are 
available in the Section 508 policy on the HHS Office on Disability website under the 
heading Vendor Information and Documents. The Contractor’s failure to submit a 
timely and properly completed report may jeopardize the Contracting Officer’s 
exercising an option or adding funding, as applicable. 

Schedule for Contractor Submission of Section 508 Annual Report 

(to be completed by the OCO at time of contract/order award) 

Article H.9 Task Order/Delivery Order Contract Ombudsman 
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In accordance with FAR 16.505(b)(5), the following individual has been designated as the NIH 
Ombudsman for delivery order contracts: 

Dr. Richard G. Wyatt 
NIH Competition Advocate for Non R&D Contracts  
1 Center Drive, 160, MSC 0151 
Bethesda, MD 20892-0151 
Phone: (301) 496-4920 
FAX: (301) 402-4273 
email: WyattRG@mail.nih.gov 

Article H.10 Reporting Matters Involving Fraud, Waste and Abuse 

Anyone who becomes aware of the existence or apparent existence of fraud, waste and 
abuse in the NIH funded programs is encouraged to report such matters to the HHS Inspector 
General's Office in writing or on the Inspector General's Hotline.  The toll free number is 1-
800-HHS-TIPS (1-800-447-8477).  All telephone calls will be handled confidentially.  The e-
mail address is Htips@os.dhhs.gov and the mailing address is: 

Office of Inspector General 
Department of Health and Human Services TIPS HOTLINE 
P.O. Box 23489 
Washington, D.C. 20026 

Article H.11 General Requirements Applicable to Delivery Orders 

H.11.1 FAR Clause 52.223-15, Energy Efficiency in Energy-Consuming Products (December 
2007)  

(a) Definition. As used in this clause— 
“Energy-efficient product”— 

(1) Means a product that— 
(i) Meets Department of Energy and Environmental Protection Agency criteria for use of 

the Energy Star trademark label; or 
(ii) Is in the upper 25 percent of efficiency for all similar products as designated by the 

Department of Energy’s Federal Energy Management Program. 
(2) The term “product” does not include any energy-consuming product or system designed 

or procured for combat or combat-related missions (http://uscode.house.gov/) 42 U.S.C. 
8259b. 

(b) The Contractor shall ensure that energy-consuming products are energy efficient products 
(i.e., ENERGY STAR® products or FEMP-designated products) at the time of contract 
award, for products that are— 

(1) Delivered; 
(2) Acquired by the Contractor for use in performing services at a Federally-controlled 

facility; 
(3) Furnished by the Contractor for use by the Government; or 
(4) Specified in the design of a building or work, or incorporated during its construction, 

renovation, or maintenance. 

http://uscode.house.gov/
http://uscode.house.gov/
http://uscode.house.gov/
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(c) The requirements of paragraph (b) apply to the Contractor (including any subcontractor) 
unless— 

(1) The energy-consuming product is not listed in the ENERGY STAR® Program or FEMP; 
or 

(2) Otherwise approved in writing by the Contracting Officer. 
(d) Information about these products is available for— 

(1) ENERGY STAR® at http://www.energystar.gov/products; and 
(2) FEMP at http://www1.eere.energy.gov/femp/procurement/eep_requirements.html  

(End of clause) 

H.11.2 FAR Clause 52.223-16, Acquisition of EPEAT® -Registered Personal Computer 
Products (June 2014)  

(a) Definitions. As used in this clause— 

“Computer” means a device that performs logical operations and processes data. Computers are 
composed of, at a minimum. 

(1) A central processing unit (CPU) to perform operations; 

(2) User input devices such as a keyboard, mouse, digitizer, or game controller; and 

(3) A computer display screen to output information. Computers include both stationary and 
portable units, including desktop computers, integrated desktop computers, notebook 
computers, thin clients, and workstations. Although computers must be capable of using 
input devices and computer displays, as noted in (2) and (3) above, computer systems 
do not need to include these devices on shipment to meet this definition. This definition 
does not include server computers, gaming consoles, mobile telephones, portable hand-
held calculators, portable digital assistants (PDAs), MP3 players, or any other mobile 
computing device with displays less than 4 inches, measured diagonally. 

“Computer display” means a display screen and its associated electronics encased in a single 
housing or within the computer housing (e.g., notebook or integrated desktop computer) that is 
capable of displaying output information from a computer via one or more inputs such as a VGA, 
DVI, USB, DisplayPort, and/or IEEE 1394-2008TM, Standard for High Performance Serial Bus. 
Examples of computer display technologies are the cathode-ray tube (CRT) and liquid crystal 
display (LCD). 

“Desktop computer” means a computer where the main unit is intended to be located in a 
permanent location, often on a desk or on the floor. Desktops are not designed for portability and 
utilize an external computer display, keyboard, and mouse. Desktops are designed for a broad 
range of home and office applications. 

Integrated desktop computer means a desktop system in which the computer and computer display 
function as a single unit that receives its AC power through a single cable. Integrated desktop 
computers come in one of two possible forms: 

(1) A system where the computer display and computer are physically combined into a 
single unit; or 

(2) A system packaged as a single system where the computer display is separate but is 
connected to the main chassis by a DC power cord and both the computer and 
computer display are powered from a single power supply. As a subset of desktop 
computers, integrated desktop computers are typically designed to provide similar 
functionality as desktop systems. 

http://www.energystar.gov/products
http://www1.eere.energy.gov/femp/procurement/eep_requirements.html
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“Notebook computer” means a computer designed specifically for portability and to be operated for 
extended periods of time either with or without a direct connection to an AC power source. 
Notebooks must utilize an integrated computer display and be capable of operation off of an 
integrated battery or other portable power source. In addition, most notebooks use an external 
power supply and have an integrated keyboard and pointing device. Notebook computers are 
typically designed to provide similar functionality to desktops, including operation of software similar 
in functionality to that used in desktops. Docking stations are considered accessories for notebook 
computers, not notebook computers. Tablet PCs, which may use touch-sensitive screens along 
with, or instead of, other input devices, are considered notebook computers. 

“Personal computer product” means a computer, computer display, desktop computer, integrated 
desktop computer, or notebook computer. 

(b) Under this contract, the Contractor shall deliver, furnish for Government use, or furnish for 
Contractor use at a Federally controlled facility, only personal computer products that, at the 
time of submission of proposals and at the time of award, were EPEAT® bronze-registered or 
higher. 

(c) For information about EPEAT, see www.epa.gov/epeat. 

(End of clause) 

H.11.3 Warranties 

The Contractor shall extend, at a minimum, all warranties to be identical to those offered to 
the general public in customary commercial practices when those terms exceed any warranty 
requirements as delineated in applicable delivery orders.  The Contractor may at its discretion 
offer, as separately priced, extended warranties for warranty coverage beyond the minimum 
OEM warranty period, and may offer terms including decreased (faster) response times and 
on-call, on-site support.  

H.11.4 Leasing 

Delivery orders may require equipment leases of the following types: lease to ownership; 
lease with an option to purchase; and straight lease IT equipment.  Leases may include 
integrated installation and warranty.  If a delivery order contains a requirement for leased 
equipment, the Government will normally require the use of the equipment throughout the 
entire term of the lease identified (Lease Term).  Specific requirements and acceptance 
criteria will be defined in applicable delivery orders.  

Article H.12 Security Considerations 

The work to be performed under specific delivery orders may require security clearances.  In 
that event, the contractor will be advised of the requirements in the delivery order statement of 
work.  The contractor shall follow the security requirements identified in the delivery order 
statement of work and other guidance that may be establish by the OCO.  Only those 
contractors that meet the required security clearance levels on individual delivery orders are 
eligible to compete for such delivery orders. 

Clearances may require Special Background Investigations, Sensitive Compartmented 
Information access or Special Access Programs, or agency-specific access.  In such cases, 
the contractor is responsible for providing personnel with appropriate security clearances to 
ensure compliance with government security regulations, as specified on the individual 

http://www.epa.gov/epeat
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delivery order.  The Contractor shall fully cooperate on all security checks and investigations 
by furnishing requested information to verify the contractor employee's trustworthiness and 
suitability for the position.  Delivery orders containing classified work will include a Contract 
Security Classification Specification, (DD Form 254 or agency equivalent).  The DD Form 254 
is available at the following site: 
http://www.smdc.army.mil/Contracts/SETAC10/ATTACHMENT%2003%20-
%20DD%20254.pdf.  

Article H.13 Technology Refreshment 

Technology Refreshment is the periodic replacement of commercial off-the-shelf IT 
commodities to avoid obsolescence and loss of OEM support; ensure reliability, availability, 
and improve capabilities; and remain current with government security requirements and 
industry IT standards.   

Contractors are encouraged to introduce new IT commodities across applicable categories or 
update existing IT commodities in the contractor’s Product List (Attachment J.8) through the 
technology refreshment process in e-GOS.  New commodities can be offered at any time 
during contract performance and should be offered as soon as they become available 
commercially from an OEM.  

The Contractor is responsible for keeping the Contractor Product List (Attachment J.8) current 
through Technology Refreshment, and shall ensure that new commodities offered are within 
scope of the CIO-CS contract. 

Proposals for Technology Refreshment should contain the general pricing information 
required by Article B.4, Prices/Costs, and if replacing a currently offered commodity, include 
the technical documentation to substantiate that the replacement commodity provides equal to 
or greater functionality than the commodity it is replacing.  For those items defined under the 
specific commodities groups listed below, the pricing proposed for the technology refreshment 
shall maintain, as a minimum, the same discount structure proposed initially in the Pricing 
Workbook for the respective category and commodity group.  Contractors may also propose 
separate discounts for new technology and commodities defined under the respective 
category but not under any specific group. 

The Government reserves the right to evaluate the new commodity and may require the 
contractor to demonstrate that the commodity offers a more economical and efficient means 
for the Government customer to meet its needs.  The PCO and/or OCO have the sole 
discretion to determine whether to add the commodity to the contract. 

Category and Group Discount Percentage (calculated from 
Pricing Workbook) 

Category 1, End User Hardware 
Commodities – Group A (Laptops) 

See Attachment H.13 

Category 1, End User Hardware 
Commodities – Group B (Desktops) 

See Attachment H.13 

http://www.smdc.army.mil/Contracts/SETAC10/ATTACHMENT%2003%20-%20DD%20254.pdf
http://www.smdc.army.mil/Contracts/SETAC10/ATTACHMENT%2003%20-%20DD%20254.pdf
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Category and Group Discount Percentage (calculated from 
Pricing Workbook) 

Category 1, End User Hardware 
Commodities – Group C (Printers) 

See Attachment H.13 

Category 2, End User Software 
Commodities – Group A (Operating 
System) 

See Attachment H.13 

Category 2, End User Software 
Commodities – Group B (Desktop 
Collaboration Suite) 

See Attachment H.13 

Category 3, IT Security Software 
Commodities – Group A (Anti-Virus 
Software) 

See Attachment H.13 

Category 4, Enterprise Wide Software 
Commodities – Group A (Enterprise 
Database Management Systems) 

See Attachment H.13 

Category 4, Enterprise Wide Software 
Commodities – Group B  (Enterprise 
Performance Management Tools) 

See Attachment H.13 

Category 5, Health and Biomedical 
Research IT Capabilities – Group A 
(Laboratory Information Systems) 

See Attachment H.13 

Category 6, On-Premise Infrastructure – 
Group A (Enterprise Servers) 

See Attachment H.13 

Category 7, Infrastructure and Platform as a 
Service – Group A (Computing) 

See Attachment H.13 

Category 7, Infrastructure and Platform as a 
Service – Group B (Enterprise Storage) 

See Attachment H.13 

Category 8, Telecommunications Plans – 
Group A (Carrier Plans) 

See Attachment H.13 

Article H.14 Strategic Sourcing 

OMB defines Strategic Sourcing as a collaborative and structured process of analyzing an 
organization’s spend and using the information to make business decisions about acquiring 
commodities and services more efficiently and effectively.  The Government may periodically 
conduct Strategic Sourcing competitions to secure tiered pricing based on volume purchases.   
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The Government strategy will be to implement an approach that will provide federal agencies 
a subset of IT commodities and solutions.  The following is a sample of some of the 
commodities that could be included: 

1) Computers (includes Desktops and Laptops) 
2) Printers and Toner Cartridges 
3) Servers (includes Blade, Print Web and Application Servers) 
4) End-user Software 

If the PCO identifies a commodity suitable for strategic sourcing, the PCO will follow 
procedures similar to those described in Article H.15, “Ramp-on Procedure”, except that the 
strategic sourcing competition will be limited to contractors that are already on the GWAC.   

Contractors selected to offer commodities under Strategic Sourcing will be given a finite 
period of time, typically one year, after which the PCO may decide to declare a new Strategic 
Sourcing open season. 

The Contractor shall offer a cumulative discount for each commodity provided under the 
strategic sourcing group.  The cumulative discount will be based on the total number of units 
sold during a contract year.  Should an order carry the contractor to the next tier, the entire 
order will be based on the pricing for the latest tier.  Tiered pricing shall be updated on the 
Government website on a daily basis should there be any changes to the tier level.  The 
Government shall be provided a monthly report on the number of sales on each commodity.  

Considering that the GWAC promotes continuous technology refreshment to ensure that 
federal government customers can obtain the most current hardware and software offerings 
available in the market, such technology refreshment under the strategic sourcing initiative 
must be equal or greater technical functionality at the same or lower price as the existing 
product that is being refreshed.   

The Government will create a special portal to create pricing transparency and streamline the 
ordering of these commodities.  Contractors who are selected for the strategic sourcing group 
will be required to post their commodity specifications and pricing on the NITAAC website.  
Contractors shall provide the Government with pricing data (such as prices paid and number 
of units sold) through the e-GOS website in Government specified formats.  The pricing data 
format required will be specified at a later date.  Contractors selected under an individual 
strategic sourcing open season will be required to submit proposals on at least 50% of all 
RFQs under the specific strategic sourcing requirement on a yearly basis.  Failure to do this 
may result in being ramped off the strategic sourcing component of the contract.  

Article H.15 Ramp-on Procedure 

Pursuant to FAR 16.504, the PCO will periodically review the total number of contractors to 
ensure adequate competition for delivery orders throughout the period of performance.  Over 
time, the total number of contractors may fluctuate due to various reasons including industry 
consolidation, significant changes in the marketplace or advances in technology, general 
economic conditions, or other reasons. 

If the PCO determines that it is in the best interest of the Government to open the GWAC to 
new contractors, the PCO has the discretion to announce an open season at any time during 
the effective period of the GWAC but no earlier than three years from date of award.  The 
PCO may consider the rerepresentation process (see Article I.2, for FAR Clause 52.219-28, 
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Post-Award Small Business Program Rerepresentation (Jul 2013)) in making this decision to 
ensure that the contract maintains a sufficient pool of small business contractors throughout 
the life of the GWAC. 

The PCO will announce this open season by publishing a notice in Federal Business 
Opportunities.  The open season will be subject to applicable federal procurement laws and 
guidance at the time the open season is announced.  The Open Season announcement will 
provide an estimate of the number of new awards that the PCO intends to make.  Under the 
open season, the PCO will issue a solicitation.  Any offeror meeting the eligibility requirements 
identified in the new “ramp on” solicitation may submit a proposal in response to the 
solicitation.  However, the PCO has the discretion to award more or fewer contracts than the 
number anticipated in the solicitation depending upon the quality of the offers received. 

Any resulting contracts awarded under this provision will be co-terminus with the existing term 
for all other CIO-CS contractors, including the option period (if applicable).  Any contractor 
receiving a contract under this open season will be eligible to compete on future delivery 
orders with the same rights and obligations of any other CIO-CS contractor.  Contracts 
awarded under this open season provision will share in the ceiling of the CIO-CS program and 
the overall ceiling of the basic contract will not be increased. 

Article H.16 Ramp-off Procedure 

If at any point during the 10-year period of performance (including the optional period) the 
contractor decides that it no longer wishes to participate in the contract, then the contractor 
may submit the request to the PCO requesting termination of their contract.  If the PCO 
accepts the contractor’s request, the PCO will “ramp off’ the contractor using the provision 
under FAR 52.249-2, Termination for the Convenience of the Government.  This provision is 
independent of any other action permitted under the contract terms and conditions.  If a 
“ramped off” contractor is currently under contract to perform under any delivery order, the 
contractor will be required to continue to perform under the terms of the specific delivery 
order.  Note:  Contractors are expected to perform on delivery orders totaling a minimum of 
$150,000 during the first year of the contract and $150,000 each year thereafter.  Failure to 
obtain this minimum number of orders may serve as grounds for the PCO to ramp the 
contractor off the contract as described in this Article or, if applicable, permit the contract to 
expire instead of exercising the contract optional period. 

Article H.17 Privacy Act, HHSAR 352.224-70 (January 2006) 

(Applicable to delivery orders in which the contractor will be required to perform one or 
more of the following: (a) Design; (b) develop; or (c) operate an HHS system of records 
to accomplish an agency function in accordance with the Privacy Act of 1974 (Act) (5 
U.S.C. 552a(m)(1)) and applicable agency regulations.)   

The term "system of records" means a group of any records under the control of any agency 
from which information is retrieved by the name of the individual or by some identifying 
number, symbol, or other identifying particular assigned to the individual.  Violations of the Act 
by the Contractor and/or its employees may result in the imposition of criminal penalties (5 
U.S.C. 552a (i)).  The Contractor shall ensure that each of its employees knows the 
prescribed rules of conduct and that each employee is aware that he/she is subject to criminal 
penalties for violation of the Act to the same extent as Department of Health and Human 
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Services employees.  These provisions also apply to all subcontracts the Contractor awards 
under this contract which require the design, development or operation of the designated 
system(s) of records [5 U.S.C. 552a(m)(1)].  The contract work statement: (a) identifies the 
system(s) of records and the design, development, or operation work the Contractor is to 
perform; and (b) specifies the disposition to be made of such records upon completion of 
contract performance. 

(End of clause) 

45 CFR Part 5b contains additional information which includes the rules of conduct and other 
Privacy Act requirements and can be found at DHHS Privacy Act Regulations: 
(http://www.hhs.gov/foia/privacy/index.html). 

Article H.18 Gun Control (Section 218) 

(Applicable to delivery orders funded by the NIH appropriated funds.) 

None of the funds made available in this title may be used, in whole or in part, to advocate or 
promote gun control. 

Article H.19 Restriction on Pornography on Computer Networks 

The Contractor shall not use contract funds to maintain or establish a computer network 
unless such network blocks the viewing, downloading, and exchanging of pornography.

http://www.hhs.gov/foia/privacy/index.html
http://www.hhs.gov/foia/privacy/index.html
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PART II – CONTRACT CLAUSES 

SECTION I: CONTRACT CLAUSES 

Article I.1 FAR 52.212-4, Contract Terms and Conditions – Commercial 
Items (December 2014) 

(a) Inspection/Acceptance. The Contractor shall only tender for acceptance those items that 
conform to the requirements of this contract. The Government reserves the right to inspect or 
test any supplies or services that have been tendered for acceptance. The Government may 
require repair or replacement of nonconforming supplies or reperformance of nonconforming 
services at no increase in contract price. If repair/replacement or reperformance will not 
correct the defects or is not possible, the government may seek an equitable price reduction 
or adequate consideration for acceptance of nonconforming supplies or services. The 
Government must exercise its post-acceptance rights -- 

(1) Within a reasonable time after the defect was discovered or should have been 
discovered; and 

(2) Before any substantial change occurs in the condition of the item, unless the change 
is due to the defect in the item. 

(b) Assignment. The Contractor or its assignee may assign its rights to receive payment due 
as a result of performance of this contract to a bank, trust company, or other financing 
institution, including any Federal lending agency in accordance with the Assignment of Claims 
Act (31 U.S.C.3727). However, when a third party makes payment (e.g., use of the 
Governmentwide commercial purchase card), the Contractor may not assign its rights to 
receive payment under this contract. 

(c) Changes. Changes in the terms and conditions of this contract may be made only by 
written agreement of the parties. 

(d) Disputes. This contract is subject to 41 U.S.C. chapter 71,Contract Disputes. Failure of the 
parties to this contract to reach agreement on any request for equitable adjustment, claim, 
appeal or action arising under or relating to this contract shall be a dispute to be resolved in 
accordance with the clause at FAR 52.233-1, Disputes, which is incorporated herein by 
reference. The Contractor shall proceed diligently with performance of this contract, pending 
final resolution of any dispute arising under the contract. 

(e) Definitions. The clause at FAR 52.202-1, Definitions, is incorporated herein by reference. 

(f) Excusable delays. The Contractor shall be liable for default unless nonperformance is 
caused by an occurrence beyond the reasonable control of the Contractor and without its fault 
or negligence such as, acts of God or the public enemy, acts of the Government in either its 
sovereign or contractual capacity, fires, floods, epidemics, quarantine restrictions, strikes, 
unusually severe weather, and delays of common carriers. The Contractor shall notify the 
Contracting Officer in writing as soon as it is reasonably possible after the commencement of 
any excusable delay, setting forth the full particulars in connection therewith, shall remedy 
such occurrence with all reasonable dispatch, and shall promptly give written notice to the 
Contracting Officer of the cessation of such occurrence. 

(g) Invoice.  
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(1) The Contractor shall submit an original invoice and three copies (or electronic 
invoice, if authorized) to the address designated in the contract to receive invoices. An 
invoice must include -- 

(i) Name and address of the Contractor; 

(ii) Invoice date and number; 

(iii) Contract number, contract line item number and, if applicable, the order 
number; 

(iv) Description, quantity, unit of measure, unit price and extended price of the 
items delivered; 

(v) Shipping number and date of shipment, including the bill of lading number and 
weight of shipment if shipped on Government bill of lading; 

(vi) Terms of any discount for prompt payment offered; 

(vii) Name and address of official to whom payment is to be sent; 

(viii) Name, title, and phone number of person to notify in event of defective 
invoice; and 

(ix) Taxpayer Identification Number (TIN). The Contractor shall include its TIN on 
the invoice only if required elsewhere in this contract. 

(x) Electronic funds transfer (EFT) banking information. 

(A) The Contractor shall include EFT banking information on the invoice 
only if required elsewhere in this contract. 

(B) If EFT banking information is not required to be on the invoice, in order 
for the invoice to be a proper invoice, the Contractor shall have submitted 
correct EFT banking information in accordance with the applicable 
solicitation provision, contract clause (e.g., 52.232-33, Payment by 
Electronic Funds Transfer— System for Award Management, or 52.232-34, 
Payment by Electronic Funds Transfer—Other Than System for Award 
Management), or applicable agency procedures. 

(C) EFT banking information is not required if the Government waived the 
requirement to pay by EFT. 

(2) Invoices will be handled in accordance with the Prompt Payment Act (31 U.S.C. 
3903) and Office of Management and Budget (OMB) prompt payment regulations at 5 
CFR part 1315. 

(h) Patent indemnity. The Contractor shall indemnify the Government and its officers, 
employees and agents against liability, including costs, for actual or alleged direct or 
contributory infringement of, or inducement to infringe, any United States or foreign patent, 
trademark or copyright, arising out of the performance of this contract, provided the Contractor 
is reasonably notified of such claims and proceedings. 

(i) Payment. 

(1) Items accepted. Payment shall be made for items accepted by the Government that 
have been delivered to the delivery destinations set forth in this contract. 

(2) Prompt Payment. The Government will make payment in accordance with the 
Prompt Payment Act (31 U.S.C. 3903) and prompt payment regulations at 5 CFR Part 
1315.  



CIO-CS CONTRACT 
MAY 2015 

I-3 

(3) Electronic Funds Transfer (EFT). If the Government makes payment by EFT, see 
52.212-5(b) for the appropriate EFT clause. 

(4) Discount. In connection with any discount offered for early payment, time shall be 
computed from the date of the invoice. For the purpose of computing the discount 
earned, payment shall be considered to have been made on the date which appears on 
the payment check or the specified payment date if an electronic funds transfer payment 
is made. 

(5) Overpayments. If the Contractor becomes aware of a duplicate contract financing or 
invoice payment or that the Government has otherwise overpaid on a contract financing 
or invoice payment, the Contractor shall— 

(i) Remit the overpayment amount to the payment office cited in the contract along 
with a description of the overpayment including the— 

(A) Circumstances of the overpayment (e.g., duplicate payment, erroneous 
payment, liquidation errors, date(s) of overpayment); 

(B) Affected contract number and delivery order number, if applicable; 

(C) Affected contract line item or subline item, if applicable; and 

(D) Contractor point of contact. 

(ii) Provide a copy of the remittance and supporting documentation to the 
Contracting Officer. 

(6) Interest. 

(i) All amounts that become payable by the Contractor to the Government under 
this contract shall bear simple interest from the date due until paid unless paid 
within 30 days of becoming due. The interest rate shall be the interest rate 
established by the Secretary of the Treasury as provided in 41 U.S.C. 7109, which 
is applicable to the period in which the amount becomes due, as provided in 
(i)(6)(v) of this clause, and then at the rate applicable for each six-month period at 
fixed by the Secretary until the amount is paid. 

(ii) The Government may issue a demand for payment to the Contractor upon 
finding a debt is due under the contract. 

(iii) Final decisions. The Contracting Officer will issue a final decision as required 
by 33.211 if— 

(A) The Contracting Officer and the Contractor are unable to reach agreement 
on the existence or amount of a debt within 30 days; 

(B) The Contractor fails to liquidate a debt previously demanded by the 
Contracting Officer within the timeline specified in the demand for payment 
unless the amounts were not repaid because the Contractor has requested an 
installment payment agreement; or 

(C) The Contractor requests a deferment of collection on a debt previously 
demanded by the Contracting Officer (see 32.607-2). 

(iv) If a demand for payment was previously issued for the debt, the demand for 
payment included in the final decision shall identify the same due date as the 
original demand for payment. 

(v) Amounts shall be due at the earliest of the following dates: 

(A) The date fixed under this contract. 
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(B) The date of the first written demand for payment, including any demand 
for payment resulting from a default termination. 

(vi) The interest charge shall be computed for the actual number of calendar days 
involved beginning on the due date and ending on— 

(A) The date on which the designated office receives payment from the 
Contractor; 

(B) The date of issuance of a Government check to the Contractor from which 
an amount otherwise payable has been withheld as a credit against the 
contract debt; or 

(C) The date on which an amount withheld and applied to the contract debt 
would otherwise have become payable to the Contractor. 

(vii) The interest charge made under this clause may be reduced under the 
procedures prescribed in 32.608-2 of the Federal Acquisition Regulation in effect 
on the date of this contract. 

(j) Risk of loss. Unless the contract specifically provides otherwise, risk of loss or damage to 
the supplies provided under this contract shall remain with the Contractor until, and shall pass 
to the Government upon: 

(1) Delivery of the supplies to a carrier, if transportation is f.o.b. origin; or 

(2) Delivery of the supplies to the Government at the destination specified in the 
contract, if transportation is f.o.b. destination. 

(k) Taxes. The contract price includes all applicable Federal, State, and local taxes and 
duties. 

(l) Termination for the Government’s convenience. The Government reserves the right to 
terminate this contract, or any part hereof, for its sole convenience. In the event of such 
termination, the Contractor shall immediately stop all work hereunder and shall immediately 
cause any and all of its suppliers and subcontractors to cease work. Subject to the terms of 
this contract, the Contractor shall be paid a percentage of the contract price reflecting the 
percentage of the work performed prior to the notice of termination, plus reasonable charges 
the Contractor can demonstrate to the satisfaction of the Government using its standard 
record keeping system, have resulted from the termination. The Contractor shall not be 
required to comply with the cost accounting standards or contract cost principles for this 
purpose. This paragraph does not give the Government any right to audit the Contractor’s 
records. The Contractor shall not be paid for any work performed or costs incurred which 
reasonably could have been avoided. 

(m) Termination for cause. The Government may terminate this contract, or any part hereof, 
for cause in the event of any default by the Contractor, or if the Contractor fails to comply with 
any contract terms and conditions, or fails to provide the Government, upon request, with 
adequate assurances of future performance. In the event of termination for cause, the 
Government shall not be liable to the Contractor for any amount for supplies or services not 
accepted, and the Contractor shall be liable to the Government for any and all rights and 
remedies provided by law. If it is determined that the Government improperly terminated this 
contract for default, such termination shall be deemed a termination for convenience. 



CIO-CS CONTRACT 
MAY 2015 

I-5 

(n) Title. Unless specified elsewhere in this contract, title to items furnished under this contract 
shall pass to the Government upon acceptance, regardless of when or where the Government 
takes physical possession. 

(o) Warranty. The Contractor warrants and implies that the items delivered hereunder are 
merchantable and fit for use for the particular purpose described in this contract. 

(p) Limitation of liability. Except as otherwise provided by an express warranty, the Contractor 
will not be liable to the Government for consequential damages resulting from any defect or 
deficiencies in accepted items. 

(q) Other compliances. The Contractor shall comply with all applicable Federal, State and 
local laws, executive orders, rules and regulations applicable to its performance under this 
contract. 

(r) Compliance with laws unique to Government contracts. The Contractor agrees to comply 
with 31 U.S.C. 1352 relating to limitations on the use of appropriated funds to influence certain 
Federal contracts; 18 U.S.C. 431 relating to officials not to benefit; 40 U.S.C. chapter 37, 
Contract Work Hours and Safety Standards; 41 U.S.C. chapter 87, Kickbacks; 41 U.S.C. 4712 
and 10 U.S.C. 2409 relating to whistleblower protections; 49 U.S.C. 40118, Fly American; and 
41 U.S.C. chapter 21 relating to procurement integrity. 

(s) Order of precedence. Any inconsistencies in this solicitation or contract shall be resolved 
by giving precedence in the following order: 

(1) The schedule of supplies/services. 

(2) The Assignments, Disputes, Payments, Invoice, Other Compliances, Compliance 
with Laws Unique to Government Contracts, and Unauthorized Obligations paragraphs 
of this clause. 

(3) The clause at 52.212-5. 

(4) Addenda to this solicitation or contract, including any license agreements for 
computer software. 

(5) Solicitation provisions if this is a solicitation. 

(6) Other paragraphs of this clause. 

(7) The Standard Form 1449. 

(8) Other documents, exhibits, and attachments. 

(9) The specification. 

(t) System for Award Management (SAM). 

(1) Unless exempted by an addendum to this contract, the Contractor is responsible 
during performance and through final payment of any contract for the accuracy and 
completeness of the data within the SAM database, and for any liability resulting from 
the Government’s reliance on inaccurate or incomplete data. To remain registered in the 
SAM database after the initial registration, the Contractor is required to review and 
update on an annual basis from the date of initial registration or subsequent updates its 
information in the SAM database to ensure it is current, accurate and complete. 
Updating information in the SAM does not alter the terms and conditions of this contract 
and is not a substitute for a properly executed contractual document.  

(2)(i) If a Contractor has legally changed its business name, “doing business as” name, 
or division name (whichever is shown on the contract), or has transferred the assets 
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used in performing the contract, but has not completed the necessary requirements 
regarding novation and change-of-name agreements in Subpart 42.12, the Contractor 
shall provide the responsible Contracting Officer a minimum of one business day’s 
written notification of its intention to (A) Change the name in the SAM database; (B) 
Comply with the requirements of Subpart 42.12 of the FAR; (C) Agree in writing to the 
timeline and procedures specified by the responsible Contracting Officer. The 
Contractor must provide with the notification sufficient documentation to support the 
legally changed name. 

(ii) If the Contractor fails to comply with the requirements of paragraph (t)(2)(i) of 
this clause, or fails to perform the agreement at paragraph (t)(2)(i)(C) of this 
clause, and, in the absence of a properly executed novation or change-of-name 
agreement, the SAM information that shows the Contractor to be other than the 
Contractor indicated in the contract will be considered to be incorrect information 
within the meaning of the “Suspension of Payment” paragraph of the electronic 
funds transfer (EFT) clause of this contract.  

(3) The Contractor shall not change the name or address for EFT payments or manual 
payments, as appropriate, in the SAM record to reflect an assignee for the purpose of 
assignment of claims (see FAR Subpart 32.8, Assignment of Claims). Assignees shall 
be separately registered in the SAM database. Information provided to the Contractor’s 
SAM record that indicates payments, including those made by EFT, to an ultimate 
recipient other than that Contractor will be considered to be incorrect information within 
the meaning of the “Suspension of payment” paragraph of the EFT clause of this 
contract. 

(4) Offerors and Contractors may obtain information on registration and annual 
confirmation requirements via SAM accessed through https://www.acquisition.gov. 

(u) Unauthorized Obligations.  

(1) Except as stated in paragraph (u)(2) of this clause, when any supply or service 
acquired under this contract is subject to any End Use License Agreement (EULA), 
Terms of Service (TOS), or similar legal instrument or agreement, that includes any 
clause requiring the Government to indemnify the Contractor or any person or entity for 
damages, costs, fees, or any other loss or liability that would create an Anti-Deficiency 
Act violation (31 U.S.C. 1341), the following shall govern: 

(i) Any such clause is unenforceable against the Government. 

(ii) Neither the Government nor any Government authorized end user shall be 
deemed to have agreed to such clause by virtue of it appearing in the EULA, 
TOS, or similar legal instrument or agreement. If the EULA, TOS, or similar legal 
instrument or agreement is invoked through an “I agree” click box or other 
comparable mechanism (e.g., “click-wrap” or “browse-wrap” agreements), 
execution does not bind the Government or any Government authorized end user 
to such clause. 

(iii) Any such clause is deemed to be stricken from the EULA, TOS, or similar 
legal instrument or agreement. 

(2) Paragraph (u)(1) of this clause does not apply to indemnification by the Government 
that is expressly authorized by statute and specifically authorized under applicable 
agency regulations and procedures. 

https://www.acquisition.gov/
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(v) Incorporation by reference. The Contractor’s representations and certifications, including 
those completed electronically via the System for Award Management (SAM), are 
incorporated by reference into the contract.  

(End of clause) 

Article I.2 FAR 52.212-5, Contract Terms and Conditions Required to 
Implement Statutes or Executive Orders – Commercial Items (March 
2015) 

(a) The Contractor shall comply with the following Federal Acquisition Regulation (FAR) 

clauses, which are incorporated in this contract by reference, to implement provisions of law or 

Executive orders applicable to acquisitions of commercial items: 

(1) 52.209-10, Prohibition on Contracting with Inverted Domestic Corporations (Dec 2014) 

(2) 52.233-3, Protest After Award (AUG 1996) (31 U.S.C. 3553). 

(3) 52.233-4, Applicable Law for Breach of Contract Claim (OCT 2004) (Public Laws 108-77, 

108-78 (19 U.S.C. 3805 note)). 

(b) The Contractor shall comply with the FAR clauses in this paragraph (b) that the contracting 

officer has indicated as being incorporated in this contract by reference to implement provisions of 

law or Executive orders applicable to acquisitions of commercial items: 

_X_ (1) 52.203-6, Restrictions on Subcontractor Sales to the Government (Sept 2006), with 

Alternate I (Oct 1995) (41 U.S.C. 4704 and 10 U.S.C. 2402). 

_X_ (2) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (41 U.S.C. 

3509). 

___ (3) 52.203-15, Whistleblower Protections under the American Recovery and 

Reinvestment Act of 2009 (Jun 2010) (Section 1553 of Pub L. 111-5) (Applies to 

contracts funded by the American Recovery and Reinvestment Act of 2009). 

_X_ (4) 52.204-10, Reporting Executive compensation and First-Tier Subcontract Awards 

(Jul 2013) (Pub. L. 109-282) (31 U.S.C. 6101 note). 

___ (5) [Reserved] 

___ (6) 52.204-14, Service Contract Reporting Requirements (Jan 2014) (Pub. L. 111-117, 

section 743 of Div. C). 

___ (7) 52.204-15, Service Contract Reporting Requirements for Indefinite-Delivery 

Contracts (Jan 2014) (Pub. L. 111-117, section 743 of Div. C). 

_X_ (8) 52.209-6, Protecting the Government’s Interest When Subcontracting with 

Contractors Debarred, Suspended, or Proposed for Debarment (Aug 2013) (31 

U.S.C. 6101 note).  
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_X_ (9) 52.209-9, Updates of Publicly Available Information Regarding Responsibility 

Matters (Jul 2013) (41 U.S.C. 2313). 

___ (10) [Reserved] 

___ (11) (i) 52.219-3, Notice of HUBZone Set-Aside or Sole-Source Award (Nov 2011) (15 

     U.S.C. 657a). 

___ (ii) Alternate I (Nov 2011) of 52.219-3. 

_X_ (12) (i) 52.219-4, Notice of Price Evaluation Preference for HUBZone Small Business 

 Concerns (Oct 2014) (if the offeror elects to waive the preference, it shall so 

 indicate in its offer)(15 U.S.C. 657a). 

___ (ii) Alternate I (Jan 2011) of 52.219-4. 

___ (13) [Reserved] 

___ (14) (i) 52.219-6, Notice of Total Small Business Aside (Nov 2011) (15 U.S.C. 644). 

___ (ii) Alternate I (Nov 2011). 

___ (iii) Alternate II (Nov 2011). 

___ (15) (i) 52.219-7, Notice of Partial Small Business Set-Aside (June 2003) (15 U.S.C. 
     644). 

___ (ii) Alternate I (Oct 1995) of 52.219-7. 

___ (iii) Alternate II (Mar 2004) of 52.219-7. 

_X_ (16) 52.219-8, Utilization of Small Business Concerns (Oct 2014) (15 U.S.C. 637(d)(2) 
     and (3)). 

_X_ (17) (i) 52.219-9, Small Business Subcontracting Plan (Oct 2014) (15 U.S.C. 637 
(d)(4)). 

___ (ii) Alternate I (Oct 2001) of 52.219-9. 

_X_ (iii) Alternate II (Oct 2001) of 52.219-9. 

___ (iv) Alternate III (Oct 2014) of 52.219-9. 

_X_ (18) 52.219-13, Notice of Set-Aside of Orders (Nov 2011) (15 U.S.C. 644(r)). 

___ (19) 52.219-14, Limitations on Subcontracting (Nov 2011) (15 U.S.C. 637(a)(14)). 

_X_ (20) 52.219-16, Liquidated Damages—Subcontracting Plan (Jan 1999) (15 U.S.C.  
     637(d)(4)(F)(i)). 

___ (21) 52.219-27, Notice of Service-Disabled Veteran-Owned Small Business Set-Aside 
    (Nov 2011) (15 U.S.C. 657f). 

_X_ (22) 52.219-28, Post Award Small Business Program Rerepresentation (Jul 2013) (15 
     U.S.C. 632(a)(2)). 

___ (23) 52.219-29, Notice of Set-Aside for Economically Disadvantaged Women-Owned 
     Small Business (EDWOSB) Concerns (Jul 2013) (15 U.S.C. 637(m)). 
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___ (24) 52.219-30, Notice of Set-Aside for Women-Owned Small Business (WOSB)  
     Concerns Eligible Under the WOSB Program (Jul 2013) (15 U.S.C. 637(m)). 

_X_ (25) 52.222-3, Convict Labor (June 2003) (E.O. 11755). 

_X_ (26) 52.222-19, Child Labor—Cooperation with Authorities and Remedies (Jan 2014) 
     (E.O. 13126). 

_X_ (27) 52.222-21, Prohibition of Segregated Facilities (Feb 1999). 

_X_ (28) 52.222-26, Equal Opportunity (Mar 2007) (E.O. 11246). 

_X_ (29) 52.222-35, Equal Opportunity for Veterans (Jul 2014) (38 U.S.C. 4212). 

_X_ (30) 52.222-36, Equal Opportunity for Workers with Disabilities (Jul 2014) (29 U.S.C. 
     793). 

_X_ (31) 52.222-37, Employment Reports on Veterans (Jul 2014) (38 U.S.C. 4212). 

_X_ (32) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act 
    (Dec 2010) (E.O. 13496). 

_X_ (33)(i) 52.222-50, Combating Trafficking in Persons (Mar 2015) (22 U.S.C. chapter 78 
and E.O. 13627).  

__ (ii) Alternate I (Mar 2015) of 52.222-50 (22 U.S.C. chapter 78 and E.O. 13627).  

___ (34) 52.222-54, Employment Eligibility Verification (Aug 2013). (Executive Order 12989). 
    (Not applicable to the acquisition of commercially available off-the-shelf items or 
    certain other types of commercial items as prescribed in 22.1803.) 

___ (35) (i) 52.223-9, Estimate of Percentage of Recovered Material Content for EPA- 
     Designated Items (May 2008) (42 U.S.C. 6962(c)(3)(A)(ii)). (Not applicable to the 
     acquisition of commercially available off-the-shelf items.) 

___ (ii) Alternate I (May 2008) of 52.223-9 (42 U.S.C. 6962(i)(2)(C)). (Not applicable to the 
  acquisition of commercially available off-the-shelf items.) 

_X_ (36) (i) 52.223-13, Acquisition of EPEAT® -Registered Imaging Equipment (Jun 2014) 
     (E.O.s 13423 and 13514 

___ (ii) Alternate I (Jun 2014) of 52.223-13. 

_X_ (37) (i) 52.223-14, Acquisition of EPEAT® -Registered Television (Jun 2014) (E.O.s 
     13423 and 13514). 

___ (ii) Alternate I (Jun 2014) of 52.223-14. 

_X_ (38) 52.223-15, Energy Efficiency in Energy-Consuming Products (Dec 2007) (42  
     U.S.C. 8259b). 

_X_ (39) (i) 52.223-16, Acquisition of EPEAT® -Registered Personal Computer Products 
     (Jun 2014) (E.O.s 13423 and 13514). 

___ (ii) Alternate I (Jun 2014) of 52.223-16. 

_X_ (40) 52.223-18, Encouraging Contractor Policies to Ban Text Messaging while Driving 
    (Aug 2011) (E.O. 13513). 

___ (41) 52.225-1, Buy American--Supplies (May 2014) (41 U.S.C. chapter 83). 
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___ (42) (i) 52.225-3, Buy American--Free Trade Agreements--Israeli Trade Act (May 2014) 
     (41 U.S.C. chapter 83, 19 U.S.C. 3301 note, 19 U.S.C. 2112 note, 19 U.S.C. 3805 
     note, 19 U.S.C. 4001 note, Pub. L. 103-182, 108-77, 108-78, 108-286, 108-302, 
     109-53, 109-169, 109-283, 110-138, 112-41, 112-42, and 112-43). 

___ (ii) Alternate I (May 2014) of 52.225-3. 

___ (iii) Alternate II (May 2014) of 52.225-3. 

___ (iv) Alternate III (May 2014) of 52.225-3. 

_X_ (43) 52.225-5, Trade Agreements (Nov 2013) (19 U.S.C. 2501, et seq., 19 U.S.C. 3301 
     note). 

_X_ (44) 52.225-13, Restrictions on Certain Foreign Purchases (Jun 2008) (E.O.’s,  
     proclamations, and statutes administered by the Office of Foreign Assets Control of 
     the Department of the Treasury). 

___ (45) 52.225-26, Contractors Performing Private Security Functions Outside the United 
    States (Jul 2013) (Section 862, as amended, of the National Defense Authorization 
    Act for Fiscal Year 2008; 10 U.S.C. 2302 Note). 

___ (46) 52.226-4, Notice of Disaster or Emergency Area Set-Aside (Nov 2007) (42 U.S.C. 
     5150). 

___ (47) 52.226-5, Restrictions on Subcontracting Outside Disaster or Emergency Area  
    (Nov 2007) (42 U.S.C. 5150). 

___ (48) 52.232-29, Terms for Financing of Purchases of Commercial Items (Feb 2002) (41 
     U.S.C. 4505), 10 U.S.C. 2307(f)). 

___ (49) 52.232-30, Installment Payments for Commercial Items (Oct 1995) (41 U.S.C.  
    4505, 10 U.S.C. 2307(f)). 

_X_ (50) 52.232-33, Payment by Electronic Funds Transfer— System for Award   
     Management (Jul 2013) (31 U.S.C. 3332). 

___ (51) 52.232-34, Payment by Electronic Funds Transfer—Other Than System for Award 
     Management (Jul 2013) (31 U.S.C. 3332). 

_X_ (52) 52.232-36, Payment by Third Party (May 2014) (31 U.S.C. 3332). 

___ (53) 52.239-1, Privacy or Security Safeguards (Aug 1996) (5 U.S.C. 552a). 

_X_ (54) (i) 52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (Feb 
2006) (46 U.S.C. Appx 1241(b) and 10 U.S.C. 2631). 

___ (ii) Alternate I (Apr 2003) of 52.247-64. 

(c) The Contractor shall comply with the FAR clauses in this paragraph (c), applicable to 
commercial services, that the Contracting Officer has indicated as being incorporated in this 
contract by reference to implement provisions of law or executive orders applicable to acquisitions 
of commercial items: 

___ (1) 52.222-41, Service Contract Labor Standards (May 2014) (41 U.S.C. chapter 67.). 

___ (2) 52.222-42, Statement of Equivalent Rates for Federal Hires (May 2014) (29 U.S.C. 

   206 and 41 U.S.C. chapter 67). 
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___ (3) 52.222-43, Fair Labor Standards Act and Service Contract Labor Standards -- Price 

  Adjustment (Multiple Year and Option Contracts) (May 2014) (29 U.S.C.206 and 41 

  U.S.C. chapter 67). 

___ (4) 52.222-44, Fair Labor Standards Act and Service Contract Labor Standards -- Price 

   Adjustment (May 2014) (29 U.S.C. 206 and 41 U.S.C. chapter 67). 

___ (5) 52.222-51, Exemption from Application of the Service Contract Labor Standards to 

   Contracts for Maintenance, Calibration, or Repair of Certain Equipment--  

   Requirements (May 2014) (41 U.S.C. chapter 67). 

___ (6) 52.222-53, Exemption from Application of the Service Contract Labor Standards to 

   Contracts for Certain Services--Requirements (May 2014) (41 U.S.C. chapter 67). 

___ (7) 52.222-17, Nondisplacement of Qualified Workers (May 2014) (E.O. 13495). 

___ (8) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations. (May 2014) 

   (42 U.S.C. 1792). 

___ (9) 52.237-11, Accepting and Dispensing of $1 Coin (Sep 2008) (31 U.S.C. 5112(p)(1)). 

___ (10) 52.222-55, Minimum Wages Under Executive Order 13658 (Dec 2014) (Executive 

      Order 13658). 

(d) Comptroller General Examination of Record The Contractor shall comply with the provisions 

of this paragraph (d) if this contract was awarded using other than sealed bid, is in excess of the 

simplified acquisition threshold, and does not contain the clause at 52.215-2, Audit and Records -- 

Negotiation. 

(1) The Comptroller General of the United States, or an authorized representative of the 

Comptroller General, shall have access to and right to examine any of the Contractor’s 

directly pertinent records involving transactions related to this contract. 

(2) The Contractor shall make available at its offices at all reasonable times the records, 

materials, and other evidence for examination, audit, or reproduction, until 3 years after 

final payment under this contract or for any shorter period specified in FAR Subpart 4.7, 

Contractor Records Retention, of the other clauses of this contract. If this contract is 

completely or partially terminated, the records relating to the work terminated shall be 

made available for 3 years after any resulting final termination settlement. Records 

relating to appeals under the disputes clause or to litigation or the settlement of claims 

arising under or relating to this contract shall be made available until such appeals, 

litigation, or claims are finally resolved. 

(3) As used in this clause, records include books, documents, accounting procedures and 

practices, and other data, regardless of type and regardless of form. This does not 

require the Contractor to create or maintain any record that the Contractor does not 

maintain in the ordinary course of business or pursuant to a provision of law. 

(e)(1) Notwithstanding the requirements of the clauses in paragraphs (a), (b), (c) and (d) of this 

clause, the Contractor is not required to flow down any FAR clause, other than those in this 
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paragraph (e)(1) in a subcontract for commercial items. Unless otherwise indicated below, the 

extent of the flow down shall be as required by the clause— 

(i) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (41 U.S.C. 

3509). 

(ii) 52.219-8, Utilization of Small Business Concerns (Oct 2014) (15 U.S.C. 637(d)(2) and 

(3)), in all subcontracts that offer further subcontracting opportunities. If the subcontract 

(except subcontracts to small business concerns) exceeds $650,000 ($1.5 million for 

construction of any public facility), the subcontractor must include 52.219-8 in lower tier 

subcontracts that offer subcontracting opportunities. 

(iii) 52.222-17, Nondisplacement of Qualified Workers (May 2014) (E.O. 13495). Flow down 

required in accordance with paragraph (1) of FAR clause 52.222-17. 

(iv) 52.222-26, Equal Opportunity (Mar 2007) (E.O. 11246). 

(v) 52.222-35, Equal Opportunity for Veterans (Jul 2014) (38 U.S.C. 4212). 

(vi) 52.222-36, Equal Opportunity for Workers with Disabilities (Jul 2014) (29 U.S.C. 793). 

(vii) 52.222-37, Employment Reports on Veterans (Jul 2014) (38 U.S.C. 4212). 

(viii) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act (Dec 

2010) (E.O. 13496). Flow down required in accordance with paragraph (f) of FAR clause 

52.222-40. 

(ix) 52.222-41, Service Contract Labor Standards (May 2014), (41 U.S.C. chapter 67). 

(x)  

___ (A) 52.222-50, Combating Trafficking in Persons (Mar 2015) (22 U.S.C. chapter 78 

and E.O 13627). 

___ (B) Alternate I (Mar 2015) of 52.222-50 (22 U.S.C. chapter 78 and E.O 13627). 

(xi) 52.222-51, Exemption from Application of the Service Contract Labor Standards to 

Contracts for Maintenance, Calibration, or Repair of Certain Equipment--Requirements 

(May 2014) (41 U.S.C. chapter 67.) 

(xii) 52.222-53, Exemption from Application of the Service Contract Labor Standards to 

Contracts for Certain Services--Requirements (May 2014) (41 U.S.C. chapter 67) 

(xiii) 52.222-54, Employment Eligibility Verification (Aug 2013). 

(xiv) 52.225-26, Contractors Performing Private Security Functions Outside the United States 

(Jul 2013) (Section 862, as amended, of the National Defense Authorization Act for 

Fiscal Year 2008; 10 U.S.C. 2302 Note). 

(xv) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations. (May 2014) (42 

U.S.C. 1792). Flow down required in accordance with paragraph (e) of FAR clause 

52.226-6. 
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(xvi) 52.247-64, Preference for Privately-Owned U.S. Flag Commercial Vessels (Feb 2006) 

(46 U.S.C. Appx 1241(b) and 10 U.S.C. 2631). Flow down required in accordance with 

paragraph (d) of FAR clause 52.247-64. 

(xvii) 52.222-55, Minimum Wages Under Executive Order 13658 (Dec 2014)(Executive Order 

13658). 

(2) While not required, the contractor may include in its subcontracts for commercial items a 

minimal number of additional clauses necessary to satisfy its contractual obligations. 

(End of clause) 

Alternate I (Feb 2000)   

As prescribed in 12.301(b)(4)(i), delete paragraph (d) from the basic clause, redesignate 
paragraph (e) as paragraph (d), and revise the reference to “paragraphs (a), (b), (c), or (d) of 
this clause” in the redesignated paragraph (d) to read “paragraphs (a), (b), and (c) of this 
clause.” 

 *** (Note:  If this acquisition will use funds appropriated or otherwise made available by 
the American Recovery and Reinvestment Act of 2009 (Pub.L. 111-5), the following 
Alternate II is required.  Additionally, Alternate I of this clause may not be used 
when Alternate II is applicable.) *** 

Alternate II (Mar 2015)  

As prescribed in 12.301(b)(4)(ii), substitute the following paragraphs (d)(1) and (e)(1) for 
paragraphs (d)(1) and (e)(1) of the basic clause as follows: 

(d)(1) The Comptroller General of the United States, an appropriate Inspector General 
appointed under section 3 or 8G of the Inspector General Act of 1978 (5 U.S.C. App.), or 
an authorized representative of either of the foregoing officials shall have access to and 
right to— 

(i) Examine any of the Contractor's or any subcontractors' records that pertain to, and 
involve transactions relating to, this contract; and 

 (ii) Interview any officer or employee regarding such transactions. 

(e)(1) Notwithstanding the requirements of the clauses in paragraphs (a), (b), and (c), of 
this clause, the Contractor is not required to flow down any FAR clause in a subcontract 
for commercial items, other than— 

(i) Paragraph (d) of this clause. This paragraph flows down to all subcontracts, except the  
authority of the Inspector General under paragraph (d)(1)(ii) does not flow down; and 

(ii) Those clauses listed in this paragraph (e)(1). Unless otherwise indicated below, the 

extent of the flow down shall be as required by the clause— 

(A) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (41 U.S.C. 
3509). 

(B) 52.203-15, Whistleblower Protections Under the American Recovery and 
Reinvestment Act of 2009 (JUN 2010) (Section 1553 of Pub. L. 111-5). 
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(C) 52.219-8, Utilization of Small Business Concerns (JUL 2013) (15 U.S.C. 637(d) 
(2) and (3)), in all subcontracts that offer further subcontracting opportunities. If 
the subcontract (except subcontracts to small business concerns) exceeds 
$650,000 ($1.5 million for construction of any public facility), the subcontractor 
must include 52.219-8 in lower tier subcontracts that offer subcontracting 
opportunities. 

(D) 52.222-26, Equal Opportunity (Mar 2007) (E.O. 11246). 

(E) 52.222-35, Equal Opportunity for Veterans (Jul 2014) (38 U.S.C. 4212). 

(F) 52.222-36, Equal Opportunity for Workers with Disabilities (Jul 2014) (29 U.S.C. 
793). 

(G) 52.222-40, Notification of Employee Rights Under the National Labor Relations 
Act (DEC 2010) (E.O. 13496).  Flow down required in accordance with 
paragraph (f) of FAR clause 52.222-40. 

(H) 52.222-41, Service Contract Labor Standards (May 2014) (41 U.S.C. chapter 
67). 

(I) ___(1) 52.222-50, Combating Trafficking in Persons (Mar 2015) (22 U.S.C. 
chapter 78 and E.O 13627). 

___(2) Alternate I (Mar 2015) of 52.222-50 (22 U.S.C. chapter 78 and E.O 
13627). 

(J) 52.222-51, Exemption from Application of the Service Contract Labor Standards 
to Contracts for Maintenance, Calibration, or Repair of Certain Equipment—
Requirements (May 2014) (41 U.S.C. chapter 67). 

(K) 52.222-53, Exemption from Application of the Service Contract Labor Standards 
to Contracts for Certain Services—Requirements (May 2014) (41 U.S.C. chapter 
67). 

(L) 52.222-54, Employment Eligibility Verification (Aug 2013).  

(M) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations. (May 
2014) (42 U.S.C. 1792). Flow down required in accordance with paragraph (e) of 
FAR clause 52.226-6. 

(N) 52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (Feb 
2006) (46 U.S.C. Appx. 1241(b) and 10 U.S.C. 2631). Flow down required in 
accordance with paragraph (d) of FAR clause 52.247-64. 

(O) 52.222-55, Minimum Wages Under Executive Order 13658 (Dec 2014) 
Executive Order 13658). 

Article I.3 Additional Contract Clauses 

This contract incorporates the following clauses by reference, (unless otherwise noted), with 
the same force and effect as if they were given in full text.  Upon request, the PCO will make 
their full text available. 

a. FEDERAL ACQUISITION REGULATION (FAR) (48 CFR CHAPTER 1) CLAUSES 

(1) Applicable to the GWAC: 
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a) FAR Clause 52.216-18, Ordering (October 1995). 

“(a) … Such orders may be issued from date of award through 120 months 
thereafter.” 

b) FAR Clause 52.216-22, Indefinite Quantity (October 1995). 

 “(d) … the Contractor shall not be required to make any deliveries under this 
contract after 60 months following expiration of the GWAC ordering period.” 

c) FAR Clause 52.232-18, Availability of Funds (April 1984). 

d) FAR Clause 52.232-37, Multiple Payment Arrangements (May 1999) 

(2) Applicable to individual delivery orders as required: 

a) FAR Clause 52.204-9, Personal Identity Verification of Contractor Personnel 
(January 2011). 

b) FAR Clause 52.223-5, Pollution Prevention and Right-to-Know Information (May 
2011). 

c) FAR Clause 52.227-14, Rights in Data – General (May 2014). 

d) Alternate III (December 2007), FAR Clause 52.227-14, Rights in Data--General 
(May 2014). – Any additions to or limitations on restricted rights in data will be 
specified in the individual delivery order. 

e) FAR Clause 52.237-2, Protection of Government Buildings, Equipment and 
Vegetation (April 1984). 

f) FAR Clause 52.245-1, Government Property (April 2012) as applicable under 
FAR Part 45.107. 

g) FAR Clause 52.245-9, Use and Charges (April 2012). 

h) FAR Clause 52.251-1, Government Supply Sources (April 2012). 

(This clause may be used in delivery orders for commercial items) 

i) FAR Clause 52.212-4, Contract Terms and Conditions – Commercial Items 
(December 2014), and Alternative I (May 2014) if applicable 

 

b. DEPARTMENT OF HEALTH AND HUMAN SERVICES ACQUISITION REGULATION 
(HHSAR) (48 CFR CHAPTER 3) CLAUSES: 

1. HHSAR Clause 352.270-1, Accessibility of Meetings, Conferences and Seminars to 
Persons with Disabilities (January 2001). 

2. HHSAR Clause 352.242-71, Tobacco-Free Facilities (January 2006). 

3. HHSAR Clause 352.203-70, Anti-Lobbying (January 2006) 

c. ADDITIONAL DELIVERY ORDER CLAUSES: 

1. OCOs may include additional agency or FAR clauses to delivery orders as 
applicable to the specific requirements. 
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Article I.4 Additional FAR Contract Clauses Included in Full Text 

This contract incorporates the following clauses in full text. 

a. FEDERAL ACQUISITION REGULATION (FAR) (48 CFR CHAPTER 1) CLAUSES 

1. FAR Clause 52.209-9, Updates of Publically Available Information Regarding 
Responsibility Matters (July 2013) 

 (Applicable to contractors that have reached $500,000 or more in delivery orders 
under that contract and have checked the “has” block, Current Active Federal 
Contracts and Grants with a Total Value Greater than $10,000,000, under 
paragraph “b” of the provision 52.209-7, Information Regarding Responsibility 
Matters) 

a.  The Contractor shall update the information in the Federal Awardee Performance  

 and Integrity Information System (FAPIIS) on a semi-annual basis, throughout the 
life of the contract, by posting the required information in the System for Award 
Management (SAM) database at http://www.acquisition.gov .  

b.  As required by section 3010 of the Supplemental Appropriations Act, 2010 (Pub. L. 
111-212), all information posted in FAPIIS on or after April 15, 2011, except past 
performance reviews, will be publicly available. FAPIIS consists of two segments--  

1. The non-public segment, into which Government officials and the Contractor  
post information, which can only be viewed by--  

i.  Government personnel and authorized users performing business on behalf 
of the Government; or  

ii.  The Contractor, when viewing data on itself; and  

2.  The publicly-available segment, to which all data in the non-public segment  
of FAPIIS is automatically transferred after a waiting period of 14 calendar  
days, except for--  

i. Past performance reviews required by subpart 42.15;  

ii. Information that was entered prior to April 15, 2011; or  

iii. Information that is withdrawn during the 14-calendar-day waiting period by the 
Government official who posted it in accordance with paragraph (c)(1) of this 
clause.  

c.  The Contractor will receive notification when the Government posts new information  
to the Contractor's record.  

1.  If the Contractor asserts in writing within 7 calendar days, to the Government  
official who posted the information, that some of the information posted to  
the non-public segment of FAPIIS is covered by a disclosure exemption under  
the Freedom of Information Act, the Government official who posted the  
information must within 7 calendar days remove the posting from FAPIIS and  
resolve the issue in accordance with agency Freedom of Information  



CIO-CS CONTRACT 
MAY 2015 

I-17 

procedures, prior to reposting the releasable information. The contractor  
must cite 52.209-9 and request removal within 7 calendar days of the posting  
to FAPIIS.  

2.  The Contractor will also have an opportunity to post comments regarding  
information that has been posted by the Government. The comments will be  
retained as long as the associated information is retained, i.e., for a total  
period of 6 years. Contractor comments will remain a part of the record  
unless the Contractor revises them.  

3.  As required by section 3010 of Pub. L. 111-212, all information posted in  
FAPIIS on or after April 15, 2011, except past performance reviews, will be  
publicly available.  

d.  Public requests for system information posted prior to April 15, 2011, will be handled 
under Freedom of Information Act procedures, including, where appropriate, 
procedures promulgated under E.O. 12600.  
 

 (End of clause) 

2. FAR Clause 52.216-19, Order Limitations (October 1995) 

(a) Minimum Order. When the government requires supplies or services covered 
by this contract in an amount of less than $250, the Government is not 
obligated to purchase, nor is the Contractor obligated to furnish, those supplies 
or services under the contract. 

(b) Maximum Order. The Contractor is not obligated to honor-- 
1. Any delivery order for a single item in excess of $2 million. 
2. Any delivery order for a combination of items in excess of $10 million; or 
3. A series of delivery orders from the same ordering office within 10 days 

that together call for quantities exceeding the limitation in subparagraph 
(b)(1) or (2) above. 

(c) If this is a requirements contract (i.e., includes the Requirements clause at 
subsection 52.216-21 of the Federal Acquisition Regulation (FAR)), the 
Government is not required to order a part of any one requirement from the 
Contractor if that requirement exceeds the maximum-order limitations in 
paragraph (b) above. 

(d) Notwithstanding paragraphs (b) and (c) above, the Contractor shall honor any 
delivery order exceeding the maximum order limitations in paragraph (b), 
unless that delivery order (or orders) is returned to the ordering office within  5  
days after issuance, with written notice stating the Contractor's intent not to 
ship the item (or items) called for and the reasons.  Upon receiving this notice, 
the Government may acquire the supplies or services from another source. 

(End of clause) 

3. FAR Clause 52.217-8  Option to Extend Services (Nov 1999) 

The Government may require continued performance of any services within the 
limits and at the rates specified in the contract.  These rates may be adjusted only as 
a result of revisions to prevailing labor rates provided by the Secretary of Labor. The 
option provision may be exercised more than once, but the total extension of 
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performance hereunder shall not exceed 6 months.  The Contracting Officer may 
exercise the option by written notice to the Contractor within 30 days prior to the end 
of the contract period. 

(End of clause) 

4. FAR Clause 52.217-9  Option to Extend the Term of the Contract (Mar 2000) 

 (a) The Government may extend the term of this contract by written notice to the 
Contractor within 30 days provided that the Government gives the Contractor a 
preliminary written notice of its intent to extend at least 60 days before the 
contract expires.  The preliminary notice does not commit the Government to an 
extension. 

(b) If the Government exercises this option, the extended contract shall be 
considered to include this option clause. 

(c) The total duration of this contract, including the exercise of any options under 
this clause, shall not exceed 120 months. 

(End of clause) 
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PART III – LIST OF DOCUMENTS, EXHIBITS, AND OTHER 
ATTACHMENTS 

SECTION J: LIST OF ATTACHMENTS 

The following documents are incorporated by reference in this contract: 

1. Attachment H.13 Category & Group Discount Percentages 
2. Attachment J.5 Small Business Subcontracting Plan (if applicable) 
3. Attachment J.8 Product List 
4. Attachment J.9 Disclosure of Lobbying Activities, SF-LLL, dated 7/97, 2 pages (See 

Article I.1(r)) 
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Part IV – REPRESENTATIONS AND INSTRUCTIONS 

SECTION K: REPRESENTATIONS AND INSTRUCTIONS 

The following documents are incorporated by reference in this contract: 

1) Annual Representations and Certifications completed as located at the Systems for 
Award Management (SAM) website.  

2) FAR 52.212-3, Representations and Certifications – Commercial Items (Aug 2013), 
submitted with the contractor’s proposal. 

3) FAR 52.219-1, Small Business Program Representations (Apr 2012), submitted with the 
contractor’s proposal.  



 

 

 

 

 

 

 

ATTACHMENT H.13 – CATEGORY & GROUP DISCOUNT PERCENTAGES 

 



Contract No.: HHSN316201500005W  Dell Federal Systems L.P. 
 

Attachment H.13 - Category & Group Discount Percentages 

In accordance with Article H.13 Technology Refreshment, the following table 
provides the discount percentage for each category and group.  All commodities 
proposed during technology refreshment shall maintain, as a minimum, the 
discount percentage shown below for each corresponding Category and Group.   

Contract holders may provide additional discounts for each commodity during 
delivery order competition. 

Category and Group Discount Percentage 
(calculated from Pricing 

Workbook) 

Category 1, End User Hardware 
Commodities – Group A (Laptops) 

 .00% 

Category 1, End User Hardware 
Commodities – Group B 
(Desktops) 

 .00% 

Category 1, End User Hardware 
Commodities – Group C (Printers) 

 .00% 

Category 2, End User Software 
Commodities – Group A 
(Operating System) 

 .00% 

Category 2, End User Software 
Commodities – Group B (Desktop 
Collaboration Suite) 

 .00% 

Category 3, IT Security Software 
Commodities – Group A (Anti-
Virus Software) 

 .00% 

Category 4, Enterprise Wide 
Software Commodities – Group A 
(Enterprise Database 
Management Systems) 

 .00% 

Category 4, Enterprise Wide 
Software Commodities – Group B  
(Enterprise Performance 
Management Tools) 

 .00% 
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Category and Group Discount Percentage 
(calculated from Pricing 

Workbook) 

Category 5, Health and 
Biomedical Research IT 
Capabilities – Group A (Laboratory 
Information Systems) 

 .00% 

Category 6, On-Premise 
Infrastructure – Group A 
(Enterprise Servers) 

20.00% 

Category 7, Infrastructure and 
Platform as a Service – Group A 
(Computing) 

 .00% 

Category 7, Infrastructure and 
Platform as a Service – Group B 
(Enterprise Storage) 

 .00% 

Category 8, Telecommunications 
Plans – Group A (Carrier Plans) 

N/A 

 



 

 

 

 

 

 

 

ATTACHMENT J.5 – SMALL BUSINESS SUBCONTRACTING PLAN  

 







DeLL INC. 

COMMeRCIAL PLAN 

I. !!lIltmEICI>.TlON DATA' 

Company 'Name: Dell, Inc. 

Ad(Jre&s: One Orell WDttt, Round RoCk, Texas 78682. MS RR3-26 

0..18(0) Propenld: 21412014 

Hem/Service: 	 De6ktop, Laptop. arKf Workstation Computem, Server6. EtlterpriM 

Storage, Netwtll1\ing & liT Services 
Contract Number: GS.35F..<!C760: Gs.35F·Q884P 
Annual Domestic Revenues: $23,969,268,095 (estimated sales tor FY 2015 based on Fv 2014 results) 
Commel"ClGl Plan Period: Dell F'i&cal Year 2015 - Fatlruary 1, 2014 through JanU81l' 31, 2015 

IL TYfIi OJ' PIN!' (Che<k only one' 

~ COMMERCIAL. PlAN: CQver,s'the affeHor's fixalYfiM and applies to the antim produclloo atcommercial 
lie".. $Old by. potlion ofDell. Inc. (i.•. Doll MaI1<8tlng LP. and Doll F_ Systsma LP.J. (IVoia thstfhis Iypa of 
plan shall re_ to Ihs o/IaIOI'spIonnod su~ genonIIIy. for _ comtJJf1lOifll __"""" b_aa, 
_ than St>Ii>Iy to the go.....ment "",,_.J ".,.FAR 19.704(11). /his is fila proto_type ofplan for ___ 
fumishing cot'I'ImfIn::ib1 Hmns. Once 8 ~$~ pImJ Ilea been~. the Go~ Sh8JJ hot 
fftqUHv anothM StIbCOntt8cHng plan-from Mllama oontmctorwfllle tfl9 plan ramaimr tn tI1ftct. M long as 1M 
_ or _ /!<ling",- by III. r:oo/fIlelot _ .... 10 moot th. _iIJon of. _110m. TIHt 
"",,/m:tor shell- (1) SubmIIIhs _ plan 10 oifher tho 1m"""Itacling--""ewantit>g • """tract subject 
tv the plan during the contractors fiscal ytler. Of, itthe contractor Ires ongoing oonlnJcls w1VI commercial pIeM, to 
th6 contmutJng officer Iftsponafble for the conImct with the latest oomplelion date. The contrectfng offIt;;er shall 
negotiate the commelCial plfJII for the Govsrnmenf. The approved commsrolaJ plan $hall remain In ~ dtIring the 
contractor's flSC9I)'Nr for aB GowmlJJ6nt tmrtIrecllt k'lsfhtct during that petiod; (2) submit a naw commercieJ plan, 
30 working days befom Ih8 end 01the ContnJctor"s IiscIJI yNr, to the contracling officer fN(J0nslbltl for the 
uncompleted ~ contract wiIfI tha iSM ~Uon dam. The contmctor must pro'lfde to each contrectfng _r_ foran ongoing "",,1IacI subject to tha plan. "'" _ of tho conItacling __ that ....be 
~""g th. n_plen; (3) When til. __plen /$ ~ pr<N/de a copy ortha app_plan to 
ascii con/nJoting __n»pOffSlbIo"" on ongoing_thatis SUbj<!clIQ /t!a plan: anti (41 comply wilt! ''''' 
19pot1ing,..."."._.- hi FAR 19.704(e)(10) by submi1ling one SSR in eSRS, for all """_00_by lis 
commerolal plen. This _ will b. ~ orflljoct!ld It! eSRS by Ilia conlt&c/lng _.'who_/he
plan. TIHt __, be _ -.3OdBys., tho _orilla Go""""",~ _ year. 

III. GOALS: 

1>.. 	 PSfCsnlafle Goals 

Den provides the following separate do!lar Dnd pen:entage goals for SmaH, HUSZOne ~mali., amall disadvantaged. 
women-Qwned .mal, veleran-owned $maIJ, and saNIce-disebted vetallln-owned small bu&ln.s8 concerns. These 
goal8 are II percentage of the Iotal subcontractfng dollar'$.: 

1. 	 Estimated total dollars planned 10 be subcontracted; j.e. to oIIlJl types of domntlc buetneaa concerns: In 
support of Cell's entire commerciai operation$: 

• Annual dOm8tilic~rcial ~endltul"e$' $9.753,372,515 -100% of.utll:ontraeted 

2. 	 Planned subCOntractlng to large buelnen fXlncoma (those ctaSSlt'ied as otner ther1 small) Is; 
• 	 Annual domestic commerdal expendltura: $9.159,797.303 = 83.9% of total 

DELL CONFIDENTIAL AND PROPRIETARY lNFORMATION 

DdJ Inc.'s Com1hercial Plan COJItaJns Trade Seem or Proprl#tllry i.lonnation ClNllldential to Dell Mlii~ l...P. and 
its lllMldlaritL- Tile Phan is prmJded subject iO' tJlt pro'flJloas oJ tM' Trade' Secrets Act, 18 u.s.c. S«fion 1905. as 
Amc:nded. Thk bltllrlUfion allo Is exem.pt from dlseJosare uoo« tile Yrudllm oJ 11lI"Grm.lion Adt 5 U.s.C, Scdioa 
SSl(bX4). 
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3. 	 Planned Mltlc.0rtfJ'3ctJng to allamall busin ... concelTl1l (incrude HUBZOfle small, small dieadvantaged, 
women-owned emall.veteren-ownedsmaliandset.\lice-di&abledveloran"D.IIIned 1ml8I1 btItUnes1u.t) is; 

• 	 Annual domestic eommerdalexpendilures: $593,575.212 .. 8.1% of total 

-4. 	 Planned subcof!tractlng to IIIJI8U dlaadvanl8g8d business concerns is: 
• 	 Annual ctomettk:::commerCiaI expendllurea: $39,01],490 .0.4% of total 

5. 	 Planned. subcontracting 10 women-owned amd businen conco,.,. Is:. 
• 	 Annual domestie oommercial expenditures $78,026,980 =0..8% of total 

6, 	 Planned subcootrachng to HUSZone ameli busIness cone8fQ is: 
• 	 Annual domestic OQm~ expendlluf8S: $3,218,613 - 0.033", of k'itaf 

.,. 	 Planned aub<:ontractitJQ to yeIeR~ tJmidI business coneermt Is: 
• 	 Annual_commelOi/ll_ndilures $6.262.739 -0.11101_ 

f:L 	 Planned subcontracting to dfY~d vateran-cwned small bustn..Ctlncet1'r,5 11,' 
• 	 Annual domestIC commerclaI expendituras: $2,535,871 - U.026% oftoel 

B, Suppllee AIIel Se""len Tg 8G 8ubc;cnttaded 

The ptitlcipallype of producta .mdfOf e.ervices tI'lat Call anticipates to be subcontracted and the identification of tf'le 
type of business eoneem pUanneci are as rotIOW8: 

I. ,"" PMdtJCtIttnOomh'l'cidftl_-:~'-V'. .:"'.......: ..... lfZ8tI . _'.i;.};/
"', '!'< "Woo!~;" ' ,';, ~ , .-,' .~ 

~leG - (Carrying C8IMI&, aattertes. 
Scannono. ProleetOI8, PattpheraIs, MQdia. X X ~ X 
etc.) 

Batos (Notebook. Oe$ldop, ~f'8),. X 

~Ii~ Componenle {Cables. 1-Ieatsinks."'•. X 

Cornml,lnlt:a:lions Modotr'l'b. Wirokm. X X X
Combo Network Cards 

~ device. CO, CRT, Flat Pand • X 
; Doeki station$; X X 

i~~ (BadgIng, l.ebeJs, 
. 

X X X X . 
__{!'OAr x 
i/O DwloH  (MouH. Spaakma,
KoyIlcorda. Mi<:ropIlon... _ C..... 
OYO Deoode... <l<ajlhIcs C_. _ x X x x 
eornrot Oevian. PC Rudent. Video. 
Imaging CaM'. "'''''"''''0) Can» 

Imaging !P~: C(,)C'Uklf1't.tlIes)," X 

MQ~(Chaesls~ Fan, Rack X X X
Hardwem. NotMJooll Chasa-!s, etc.) 
M • ....,. X X X X 

Mleropmoos&l)t&/MoItlet'bl?~!.J~ptj$)" 
, 

X , ,, , 
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I 

,x xI_s"".... _._j..--1 
[ Printed Clrcult Board Ane"*,es ,X ,LJJ>C8AaIPWA)" ,,, SalIwa,! (P<Oduction Of!)" ,X , -'.,... 

Storage devices (Hard DrIVe$, R&mollGbie 
XStorage, Enterprise St0f8QO) • 

TV," X 

x i X , X-.. .. 
IX I X , X 

,,Consulting SenRces 

X 
, , I, , X,; FInancial Senrice5 
, , ._.,._. ,, , ,, , 

, 
: Audit Services 

X X X X 

Landscaping 

: Janitorial X X 
, 

Securi1y Service 
-,-,.--+-"-1--+---+---1--+--1-

X X 

X'. 
,--+-----1---+

i SnowRemovei 

X 
,,,I Equipment Rental X 

X X .,x_ 
X X I X 

x: Marcom .. Print SeNicea X 

Printing X 

X X X 

X , ,, ,X 

X 
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Promofiott.elltema X , 
P Y x x x.. ... 
~""-" X 

Telecom SMVioos X 
, 

X X X X 
,, 

.. .. 
Telephone x 

HRStnvices X X X 

'-- EauoationlTral111og X x X 
TempoJary SIltNices X 

Tt8"tJe1 Servleet X 
, 
, 

Tre~Agency X 
,,, 

C. Method. \lead To Oev.top the Subc::ontraGting Goals 

Dell used the following method to develop our FY 2015 8ubcontraCling goels: 

Dell puro/'lases are coordinated through Production and General Procurement (non~productk>n) category teams. 
We forecast fuwre apendi!'19 _ed on category reoommenClatiOns. prior perI'ormance, and future sales and 
Inve5lmef1t proJeotIOru.l, In October 2013 Der! trl!Ineltioned from public to private own_hlp, which witl alford us the 
flexibility to puraue new cpportunitiss in ckxICI. blg data, mobile and security. We a,.. very excited about the flew 
ste~s that our bu,iMl9$!s talOng, and we will continue to deliver best-in-das6 solutions for OUf customers, Under 
OUr n8Vt private ownel'$hlp atn.Ictul1l. W4iI will be maklflg bold investments and flecessary cuthew to make sure that 
we are wei positioned to leke ac:NanUig8 of the opportUnlIies that lay ahead, 

While overall US spend will dedin$' by 110- estimated ten percent, Dell will contini .... to identify, source, aSld driw 
I})end wtIl ernatI and dMm;& Mnes&8S. Our goal is to aasiat in the ~ or these eompan1es and help 
them grow both In dOme'.6lie and International markets. and we haw made atmteglo inYealmef1ts this year In the 
oman _. a>mmunlty 10 del!lOl'lSllolo our ongoing support and commitmenllo _ gmwIh __ 
COfltributlon to our stnaII business goals within the prodtJction commodile& indude, but may not be lirniteO to, 
C<lI!lmunlcallon d,Me.'" dooumon--.,glng. I/O __• """"'._1 ~ ma..._ring, '""'""'Y. 
power ~liM. printed circult board $$wnbly, and 6torage device$. General Pnx:.uremw eommodltiea that 
conttibute to our &pend goals inctude, but may not be limited' 10, capital equ!~Ag. conatrudionlfactlfttes, 
con$Ulting 68J"1.rica, financial servloea. human re.souroea, logistics, tl't!l'kettngfptint CoOn'mU~ns (Marcom), 1fT 
services {cl..lStomar). internal eoftwa/"a requirements, telecom, and !raYeJ serW:;:es, 

Del! alSo has a number of areas Where $pBfIding is challenged because the capital investment is high. and thare 
are limited or no small and/or dtverse suppliers In these commOdltle&. Nota: ThOOe araas al"t' noted with· and 
highlighted In yellOW. These challenged areas were not omidad I\'om the goalS tfSled abow. E)(8mples of specific 
challenged commodities are: base component», notebOOk, deSktOP. eerver b88eS, dOCking stations, 
soitwarelOperetlng ISYIitem, imaging (printer hardware at1d consumabtes). mi~&offJmotherooard (CPU), 
software (O/S produetlOfl), aAd pi_rna TVs. Although we face challenges In finding smell hardware manufacturing 
buainesses, we have found some 8umess in the past two years. SInce 2012 we have subcontracted notebook 
m:rllnufaCtur1ng with two small dome5tic hardwate bU$lnessss for approxlmatefy $45 mflllOt1, However, we acql,li,ed 
One of those businesses in late 2012 and our ol:her contract wiD expire in earty 2014 elnd production will move 
outside the United States. Although it is Chatlenging to find smell su):Jplkn that can meet many of our production 
needs, we witt continue to pUf'6lJe new oppommi6es wiln US small business msnufactumra. 

Goals for tnis pian are Ioa.eel on US ..lim.lod $pend of UJ!i3.312,fl!! wllh 0"",11 spend 01 HIIP,3!j!5,jllI. Tllis 
trans\8lea to 6% of our US spend activity for the reporting period. We made an adjustrnenl to our spend calculation 
procedures for some- software, peripheral and tvcnnofogy suppf'rers, which resulted In a year..oWf~year reduction of 
$sa mill'jon In small busme&s spend. We continue to spend with these valUed small business suppriers., but fn order 
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to enable product delive:ry we sre proce&Ging their payments through distributOTa. This tlIductian was taken fR)fn 
\he overall SBE goal, bul Is not rsftected in IiUlx:ategory goals. We have 8Wo ldentll\ecf teveral of our formerlY' 
small bu$inluS partners as having recently outgft)WO lheir SBE 1iIatUS, Whleh accounted for $23.4 minion of our 
prior YHr SBE $pencL We did nOt Incorporate 'Il!s reduction into our goals, and plan to mak& up for the $23.4 
mUlton Ios& by dll1iCUJ'Ig 6P&ftd to othet email businesses. We have also experienced federal revenue decline of 
37~ In federal flSCSl year 2013 as compared to 2012. We antJdpate federal rwenues will remain ftat fn 201<4. 
EYen while fl Q.pericmee '73.4 ..Ullon In IOiM:ft to our amatf business 8\J:bcorIImd:mg Protram and 8 37 
pefCent deellne In roderaJ revenue. we IlM prepared to IIGcept IIJ1 FY'15 aoal ttlat hi only nlM percent lower 
than our FY'1. commerclll pi.., goa, of $637.1 millIon. Defl'. commitment to utilizing small busfnes& suppliers 
10 support our company innovalJon and gmwth Is unwawring, end we continue to value our trusted small buslneee 
partneT'a. 

The Dal( FY15 small bU$in868 and sub-category goa&i are reduced by IBn perC8f'1t from actual small business 
sp8(!d In government Iisca! year 2013 to reflect projected company.-wldc spend reductions, and: then further 
reduced by ten percent to reflect declining federal revenues. VET, SOVOSB alld HUBZone categories are minilTlal 
given a lack of qualified suppOOnt ab4e to 8Upport available: con1racts. We continue to aettvely SOlicit VET. SDVOSB 
and HUBlone partk;:jpeHon on Subnel and other sOllrCing resourees, and we are 5tnllngtbeofng our retatlMlhipa 
with cu~ supplier& in lhasa cat:egortu. Businees ewards to these auppIiers iKtI cx:mtlogent upon Oell's IIOlurnes 
assoclat$d with ce:rtain key aocoums and specific federal oontraQs. If thMe account1 come 10 fruition. lhts could 
improve $Ip8nd in the assocIeted categories.. During Oell fiscal year 201Ci. we will <XMl1iQue to expand the searet1 for 
VET, HUBZone and SOVOSB concerns thrtlughout lhO US to support our operations by usktg toms SUCh as 
SuMO!, Dynamic Small S.._ _ (OSBS), GSA Advanlllge, PlOCUrement Technical C._, S8A 
Commercial represen1abvas, and mternaflextemsl outreach events with related organ:IzaliOtlS such 1$ the NationaJ 
8a A!;sodation end NaVOBA, As a ~ demonstJation of our commitment 10 el18blng and developing small 
businesses, we have entered Into a natIOnal paJtner1tlfp with lhe SCORe Fou!ldation. 

D. Methods l*d To kfantlfy Potential Sources 

Del! Identifies potentialsubcontractor5 using the following source liSts and organtzabons: 

• 	 Supplier Connection 
• 	 National 88 AssocIation Matd1mMlng Events 
• 	 SBA Malch~making events 
• 	 Nal;lOntli MInority Supplier Development Council 
• 	 Score Foundation 
• 	 W<.men's Bwrunew Enterprise Council 
• 	 SAM - Systam for Award Management 
• 	 Subnet 
• 	 SchedUle& e-Ubrary 
• 	 GSA AdvaOlega 
• 	 Regional Minority BusIness Counclfs acn:::I&S the United Sial. 
• 	 Chembet and Couool mlatk'.lnatlip& (e.g. Souttnwtat Minorfly Businese Council Carolinas Minority Businesa 

Council, Greater Ausdn A.frican: Amarican Chamber, Greater Austin Hispanlc Chamber. UnHed States 
Hispanic Chamber of Cornmen:e, Tenneasee Minority Supplier Oewtopmant Council. etc.) 

• 	 Kay Fortune 600 cu&lomers 
• 	 SeA Commercial MaI'ketfn1; Repreeentatlves 
• 	 Procurement Technical ASSistance Centers (PTACS) 

In adUitiOft, included as Exhibit 1 to the Plan. tIQecI ·Suppltar Diversity CBlendar of Eventl;M, Illustrates 0eIr$ ongOing 
good faith efforts in trying to kientify end qualify euppliers that are defined as small, srnaft woman owned, small 
di6adva.ntaged, small veteran owned. HUBZona, and small disabled vetemn owned through 20+ outreach ewtnts. 
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It fs our goal to ensure that once suppliers are Identified al these events that they are netwol1c.ed through Oall in the 
follOWIng ways: 

• 	 Through our Supplier O[Y60Sily webSite at hUp:fJoo.ntentdell,oomtusIM19enidfcorp.oommlsuPtllier=<fhl'efsUy: 
!!lit. 

• 	 InlroducUons to our put'Chuing organiUltion and key decision makets to determine potential nDt steps
(e.g. _k"" Into..IOveI, RAlRFQ par1jdpallon, or gaps _ SUpplier needs '" _-.. 
bidding on an opportunity with Den). 

• 	 _ •• 10 Del' or9o_ OWlklO of PUrcllaslng (e.g. 1nIiOOIting, engineemg. _. or _.) who 
can assist the. supplier In understandrng our buaineu mode:! and i!lddltionm engagement points to conBkter 

E. lndil1lct Costa 

Indirecl8nQ' overt1ead cos.s -A- HAVE BEEN oJ' _ HAVE NOT BEEN included in the cSoilQr 9fld pero&nmge 
:subcontracting goals stated above, The indirectand OYerhe~ portion was based on the following; 

ltems considered for this area are listed above in section C, illS I!i portion 01 tna GeneJaI Procurement and Indirect 
and Overhead tables. 

Name: 	 Cyndl Hopf(ins 
T1tle 0><0<1"" (3_' Supplle; Olversity 
Address: One Dell Way, MS RR3·26, Round Rock, TX 78682 
Telephone number: 512~72a~3850 

Fax: 	 512·28:1-1116 
E~mall: cyndLhopklns@dell.com 
Position: Supplier Otv8rs1ty aflfJ SInaII Business Office Liaison Officer 

QyE: The PI'OQmli AOmJnIAralor shall hSlVtl general overaU responaIbillty for the Contractor's aubc:onbactlng 
program; L8_, developing. preparit1g, end executing the commereial plan and monltoOng perfonnam::w relative to 
the Plan, These duties iocIude. but are not IImiISd to, the fol\olMng actJvlties; 

A. 	 Use oommsrcially,....,noble efforts. _nt_ Dell'. _ s_. '" as5IotSB. \lOss. SOVOSB. 
HUSZone. SOS end WOS8 COt'IcetnS by arranging soHdtalionl, time for the preparation of bids, quantitJas. 
specUlcations. and delhlery SChedules set 88 to fad!itste the psrtk:lpation by such concern!. Where the 
Contractor'&; lISts at potentiaf sa, voss, SOVOSB. HUBZOfle, soa and weSB subc:ontractol'6 are 
Q);c:essively long, reasonable affort Shall be made to gIve s.!1 tfld smel! buSiness concerns an opportunity 
10 compete over a period of tfme. 

e. 	 PrOVide adequate and timely con&lderation of !he potentlafrtlM of SB. VOSB. SDVOSB, HUBZone, SOB 
and WOSB concerns In "make-or-bUy'" d8d&Ions where c:ommerdauy reasonable. 

C. 	 Counsel and disCU$$ $uboontractl»g oppatunities with repl'e$8ntalives of sa. VOSB, SDVOse. HueZone, 
SOB and WOSB nrm". 

O. 	 Confirm fhal a subcontraetor representing ibelf as s HUBZone st'I'll!h business concern Is idenUled as e _tied HU!llooe ....II __concern by _ngS_fa< _ Management (SAM) __ 
or by contaCling SSA 
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E. 	 Develop and pt"Df'IlCIt$ CO!T'¢'IQny policy Gtatemenls that demonstrate the company's support for awarding 
contracts and $ubeorrtnsda to Sa. HUBZone, SOB, WOSS, VOSS, and SOVOSS concerns, 

F. 	 Develop and mamtain bidders' lists of SB, HUBlone, SOB, WOSB, SOY and SOVOSB eoncems from all 
possible sources. 

G. 	 Ensure penodl(:; rotation of potential subCOnlractol'8 00 btddSf'S' liSta 

H. 	 Assure that small, HUBZone smail, IStl"IaII disadvantaged, women..owned smell, V9t:eran-cwned small and 
service-dl~d veteran-owned small busineues are Included on the b!ddenll' list for every subCOntract 
aoIidtation for prod!JCls and services they are capabSe of providing. 

I. 	 Ensure that subcontract procut'ernent "packages" are designed to petmit the maximum possible 
participatiOn 01 SB. HUDZone. SOB. WOeB. VOSB, and SOVOSB. 

J, 	 Review subcontract soDcHiJtkms to remove Illaeaments, clau&$$, etc. wtlid'l might tend to restrict or prohibit 
SB, HUSZone, SOB, wose, VOSS, and SOVOSB small businesses. 

K 	 Ensure that the subcontract bid pfopo&ai review board documen!s ita reasons for not Geleetlng any low bids 
submitted by SS. HUBZone, and SOB, WOSS, VOSS, and SDVOSa amall businesses. 

Oversee Itte establishment and maintenance 01 contact and subcontract award records. 

M, 	 Attend or arrang.e for the atl9ndaoce of company cotJnlHllcn at Ektainess Opportunity Wofbhop&, Minority 
Busioeft Enterprise Semin8r$, trade Fairs, etc. 

N. 	 Oirecilly OC" indtrectly counsel smaU, SB. HUBlone,. SOB. wos~ VOSB, and SDVOSB concerns on 
subcontracting oppol1unlti.es and how to prepare bids to the wmpany, 

0, 	 COnfirm that a subcontract« repmsenting itself fiS; a HUeZOnlll small business concern is k:lenUfied !lI$ a 
certified t1UBZone aman buslness cortt;em by eceaseing the Syt!l1em for Award Manegement (SAM) 
database or b¥ contacting SBA. 

P, 	 Provide nolice to suooonlradDrs:concernlng p8naltie& for misrepreuntatlons or bumness statue as sa, 
HUBZone, SOB, WOSB, voss, and SOYOSB ccncerm foe the purpose ot obtaining a subcontract that is 
to be Included as part Of ali of,. goal contained in the connetor"s $Ubcontmcting plan. HUaZone small 
buslnesa concerns sllaH pmvlde a copy of thai( Small Business Administration (SSA) certifieatlon. 

Each SB, HUBZone. soa. WOSB, VOSB, and SOVOSB eoocem on record a$ a JlC'entlaf $UbcontrrJctnr 
shall complete a seff~ fbfm ilta.tlng thei! businasa si:l.e, A penaJties dause for falsi~"g 
information win also be on the fbrm according to the legel statuta 15 U,S.C. 646(d). Note, U\& foItbwing 
noliee will read near Ifle buSirteM owner's signature. -N01'ICE: In ~ with U.S.C. 645(d), 3ny 
person WhO mi$rept1:SSents:" firm's proper size CI9&Sifioalion shall (1) be punlshebki by ImpOiltion of. flna, 
imprisonment. or both. {2} be lWbject to adminietratNe remedies, end (3) be ineJiglbki for participation in 
programs eDilducted under the authority of the smaU Business Act~ 

Q. 	 Cond!Jd: or arrange trainIng for purchasing personMI regarding the Inrent and Impact of Section BCd) of the 
Small Business Act on purchuing procedures, 

R, 	 Oevelop and maintain an Incentive program for all buyers: to support tne sub<::ontt'aetlng program, 

~,t 	 Monitor the company's performance and making any adJustmemg necessery to achieve the subcontract 
plan gt'>aiG. 
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T. Prepsre and submlt timely ~, 

U, Coonllnate the oompeny's activities during: compliance review by Fedel'91 egencl&s, 

PLEASE C~eCK IF YOU AGREE WITH ALL TlIE ABOVE DUTIES AND If NOT PLEASe PROVIDE AN 
EXPLANATION. 

YES,__________X~_________ NO,______________ 

V. EQUITI\B!.E OPes,JRTUNITY: 

Dell will make every effort tn ensure that amal, HU6Zone small, small disadvantaged, women·owned small, 
veteran..owned small, and seMce-disitbled veteren-owned small bustnes& ooncems WJlI have an equitable 
opportunity to compete for 6ubcOntracUi. Thete effol1s inClude, but are not limited to, the following actlvftiec: 

A. Ouuead1 efforts to obtain SOi1tcea: 

,t!; Gontracl minority at"Id smell business trade essociations 
~ Conl:l'act business develOpment organizations 
l\ Requesting sources using the Syslem for Award Management and Dynamic Small Bu$inn& Search feature 
~ Att$rld arnatt, ~flOrity, and lNOmBfK)Wf1ed ernaU blJ~ procurement cot'Ifarences and trade fe!11I 

B. Intemal efforts 10 guide and eneourage pmchasing pel'fIOJlnel: 

1& Pf'e'Hnt workshops, ,em,,"," and traiflir.g programs 
~ Eetabliehlng, maintaining and u&lng sma_, HUBZone. SOB, WOSB, VOSS, SOVOSS soutee lI*, guides, 

and other dete for ao!ieffing subcontracts 
X Monitoring actMlies to eveIuate compliance with the SUbcontractlng plan 

C. Additional etfort$; (Plene desct1be.) 

l\ Provide guidance on using System for Award Management {SAM} search ID identify S8 (.nefuding AN~ and 
Indlen tribe$), VOSS, SDVOSB, HUBZone, SOB (inckJding ANCs tmd IMlan trtbes}, and WOSB coneem&. 

Through Oall Supplier Diversity, we provide equal access 10 pOleritial bualness opportunities fOT DlveJR Sman 
BuBitleD&S (I.e. S6, SOB, 'WOSB. VOS6, SDVOSB, and HUBZone. businoosesj 10 participate as partners and 
supplieT'8 ofgOOds and services Within our coJllQraie supply chain. 

The misS!on 0' Den Suppfler Ol'dtrslty is to deliver superior supptisr perfonnance through highJy-quatified Diverse 
Small Businesses that BnhaOce the overall customer wcperience. SltppOrf conr1nued economic growth In our divtm;.e 
communRie$ and increase gJobat market share. we evaluele and quatify aI!. suppliers based on U1nir ability to meet 
bes1 in class cost, supply chain procesa,. quality, I6chnology, tir'll$ to ITUSfket, and 1SerY1ce experience, Our supplier 
diversity model compliment$: OUT q uBilfieation proC$K by ideotltylng rho best 8tlppliers who can support thn&EllOng~ 
blrm objeetves and toan scale lMm within our Oired: and COM busineu modeJ8. 

RaceD. P~ram lWIeston": 

2013 corporation of the 'r'er by Sou~Minority SUpplier DawIopment Council (SMSOC) 
• 2013 Top Corporation by Women's Business Enterprfse Council (WBENC) 

DBLL CONFIDENTIAL AND PROflllETARY INFORMATION 
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• 	 2013 Corporation of Ihe Year by National Veteran Owned Bus;ne$$ A&SOdatlorl (NaVOM) 
• 	 2013 Ad .._ of !he y.... by Sau,_ Mlna!lly Suppllor Dewlopment Council {SMSOC) (Cyndi 

HOpkIn$., Supp!ter.DiV8l'8ity Oirector) 
• 	 20.2 C"'POflIIian o! lite Y_ by GMoter Aulllin Hillpanic Chambero! Commerce (GAliCC) 

2012 Corporation ot the Year by Csprt91 City Afrieao Amet1can Chamber of ComI'l'lCt'ee (CCMCC) 
2012 Top 50 Companies far Oivel'$/ty (llit'lked#Q) b"J otverstty Inc, 

• 	 2012 ApplaUllle Awan:t winner (Cyndl HopkIns, Supplier DNersitv Olfactor) by waENC 
2012 Top 25 _InPower Impacting Diversity (CylHil Hopl<in., SUIlI'II", OiYetaily Oimctor) by 
DIveISl'YPm Mogazine 
Blllioo Dollar Round Table Member since 2009 
Amelica's Top CorporatIOn (ranksd'1) for mollicultUf81 busJness by OWer&ity8u81neas,c;om 

• 	 Soaring Heights Aw.iHU for Supplier OiYef'1ity selected b1 Texas euslnetrs AUiance, Women's 
Enterprise. Texas. Magazine, !he IN'8EAaod HMSOC 

• 	 America', Top rn.erslly Ad""",hI lYing McGuire, past Supplier Olven;;1y 01'""11>') by 
Oiven;i'yBuslness,eom 
2008 and 2009 Champion of Oi~ (yj'ng McGuire, pest Supplier Otverslty DIrector) b~ DMuUy 
Plus Magazine 
Soaring Heights Award (Ying McGuire, past Suppilet DIversity Dl~) by Texas Business 
AUiancG 
Best of the Decade - Circle of Honor (Ying McQuira, paet Supptier Diversity Director) by Minority 
Busineas N8'W6 USA 

To Ium amt Dell'. IUDI!!!' fr9mmi 

As part of OUf outreach J;lrogram. Dell has a Sopptler Qivefsity website which allOW$ diverse auppliar$ b:l prolAda 
Infofmatlon about their company to-us, This II upiDaded to an onUne database wtlich our purchasing organtzation 
can access to identify dtvere sup.,.. with RFOIRFI opportunlies. The link for thll web!ite is: 
I)tfQJiWWWJiliI QOw/!amlu!ilf,IDluscgmlleJ .syQPI!er-lftverSillj1'tds 

HoD;oSmi!l' MaE & WI! {net included If! goal! ,pecific to (hI! phla) 

All Part of our agreements wnt\ oornmercial Of Fortune 500 watomers, we lJBck minority and women busln~ 
enterprises that are part of auf supply win mode," Den teaizea tflat thJs broader cafegory 18 not apeciffc to the 
SBA guidelInes and is not being reported 8$ part of tbe goals fer thiS plan. In De!! ftacaI year 2013, Dell spent a 
comtmed $2.2 billkm with MBEs end WBEs WhO qUalify for c&ftificatlon wllh the National Minority Busin9$G COuntll 
and the Women's Businesa Enterpriae Councl respectively. 

VL 	 CLAUSE INCLYIIION IIIIIl !;LOW RQ.WIi' 

Oeil Marketing LP. agrees to include the clauu at FAR 52.219-6, "urmmtlon 01 $mall Business Concerns" In ell 
suhconlfacla that offer further Sl.Ibconlt8cting opportuolties, and wit! tunher require all subcOntra-cInf& (tm;:ept $8 
concerns), whO recelve subCOntn.::ts in excess of $650,000 ($1,500.000 for COI"IGtructlon) to adopt iii plan that 
complfes with the requirements of the clauSe at FAA 52,219-9, -Smalf 8ueinesa Subcontracting Plan,~ 

VI!. 	 (!EPOR1IHG AND COOPe8AT!OIj: 

Oell agrees to: (1) oooperate in 3f"IY 61udles or surveys as may be requlr&d; (2) submit periodIC repOfts WhIch shaw 
comprl8oaa with the suboontrsding plan; (3) whO'll' ltIe Summary S~ntraet Report (SSR) within 30 days of the 
end of the calendar periOd d 10101 ~ 09J30 In acwrtlance with tile appticable ins1J'uCtions to W!rtMlSI'$·Q!1Y:i f:41 
upon SM~mi!iSlQn of tM SSR, .rtpgrt same t9 !h@ Mmirnstrd!ffl C2!ltmCUng Office..!..!!§!!!.:! in S~on 1)( .be~and 
(5) ensure that subcon«raators agree 10 suhrrnl the ISR and SSR as appliceble, 
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llt'lIluc-'1I Commcn:Jai Plan COGtaiat Tralile Secret or Proprietary inFormatiOA COAOde.~ to [)ell Marhttna LP, aOO 
itt $lIbiidiarin, TJte flail b provIded SIIbJcd to- the proVision! of me- Trattc lken!fS Ad. 18 v,s.c. SedJou 1905... 
• mmdtd. Til" btformaUoD 6150 111 flumpt from diaclOJUre .ad~ fhe: 'rudo" or Information Ad, .s V.s.c, Seettou 
552(b)(4). 
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VIII. RECOBDKEEPING: 

Dell WIll maintain at laut the fotIowing types of records to demonstrate prooadurea adopted to comply witll the 
requirements and goals in the aubcoolracting plan. These records mduda, but are not Ilmllad to: 

A 	 Smal!, HUBZone smell, srnaJI dtsedYal'bged, womel'HlWned small. veteran-owned small, and selVice~ 
dllHlbled veteran-OWMd small bueine$$ concem source !iSI$. gtlfd8l:, and other data identifying such 
vendors. 

s. 	 organizations coniacl:ed for &mail, HUBZone small, small dicadvantaged, women~ small, veteran
owned small and setV!ce-disa:tMed ve\eran-owned srtIaJJ bu$iness sources.. 

C. 	 All subcontract :sdielbltiOns over $150.000, whi'ch IndICate for each solicitation (1) wl1ether stYIl!!iU business 
mnoerns \NeI'fI solicited. end It not, Wh'1 not; (2) whethfM' HUBZone smell bl.iSine&s concerns were SIl!lclted, 
and if not, Why not; (3) >Nhether small disadVantaged business concerns were SOlicited, and If not. why not; 
(4) whether wornen-cwned smaU busioess concems were solic;:/ted, 3M If not, why not; (.5) Whether 
velOfan-owned small business corn::etn& WSAI $OI1dted. and if not, why not; (6) wt'Ie!her aelVice-dlubled 
veteran-owned small business cmcem.s were solicited, and If not why flot; and, (7) reasons tor Itte failUre 
at soliolted concerns to receive the award. 

O. 	 Records to support other outreach efforte, ag., contact8 with minority and smaU business trade 
a5aociaUons, attendance at smati, f'I"inorily, and women-owned .mal! blJOin8S$ procurement conference 
end trade fairs. 

E. 	 Reoords 10 support Intemal activities to (1) guide"",, """""rage ptJ~ pen!onnel. e.g., WCI1<shopo, 
N1'I'lln8r6, training prognm'l&, incentive swards; and (2) mooltor act!vllles to evaluate compliance, 

F _ 	 Other recoros 10 support your comptiance with t11e subconItactlng plan: (PlDese describe) 
• 	 Sourcing Board ~liOns 
• 	 ExCflDtioo report dOcumentatiot'l 
• 	 Electronic (Internet) ProcuMmQnt ckxlunlentafion 
• 	 Training COlJrse rosters 
• 	 World Wide Procurement Spending Scorecard 

e. 	 Provide ita prime contract n-umber 8fld j$ DUNS nurob8l' and !tie e-mail addmss of the Government Of 
Contractor official respom;ible for ackl"lCJlNieQg!ng or rejecting the reporta. to all ffrst..tier $I.IbconhCtDrs with 
subcontraclfng plans so they can enter ttL/8 lnfbm'lation into the eSRS when subnlittfng their reports; and 

H. 	 Require Utat each .uboontrectorWlltl a subconlractlng pasn provide the prime COf'\tn':kCt number and its own 
DUNS oomber, and the &omsii address of the Government or Contractor offIciat responsible for 
acknowledging or rejecting the reports. to it9 aubcontrac;:lors with subeOnlrading plane. 

IX. 	 IlTAIUIQI!Y I!EQUlI!eMsNT!j, 

FAR 19,102 require. any contractor receiving a tontnK:t for more IJ\an the .simplified acquisition threshold must 
agree in the contract that sa {induding ANCs 3nd Indian tribes). VOSS, SOVOSB, HUSZane, SOB (including 
ANCs and Indlan lJ1bes), and wass ~ms wilf haw (he maximum practicable opportuntty to participate in 
contrecf perftlrmance consistent with its eftIdent pertorm8l"lCe. II is further the pOlICy at ltte UnIted states 'hat its 
prime oontrectors establish procedwes to 8f1SU{S tne tlmefV payment of amounts due pUl'$uanl to !he tarms of their 

, '" . 
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BUbcOntt""ts wnh SB (including ANC..... lndla, IMbea),VOSa. SOVOSB, HUBZoI1e, SOB (111<1...1119 ANCs and 
lndian tribes), and WOSB concerns 

x. DeSCRlPDOti OF !iOOl! FNTH eFFOI!J, 

Den will take the foUowfng steps to demonstrale compliance with a gOOd faith effort In achieving small business 

subcontlactlng .goel&: 

... Equitable Opportunity efforts as defined above in Section V, 6tJbGections A. a and C. 


• 	 Robust sou relng process indudes 

o 	 Integralion >Mth BlJSiness Str4tegy T eatns to p~ identify Opportunities 

() 	 Utilizing councilsl.,*mal partners and clJltomer raIstionShlPS: to asslSt WIth Sourcing 

• 	 OpUmlllng u.. of searcll dllla_s, Includlnu NMSOC, System !or Award Management (SAM), SeA'. 
Dynamic SmaH &5118$& Searetl {DSBS) and other toeds as idenlffiud. 0012000, Phoenix. City or Austin, GSA. 
and IOOSI chamberkouncil databases {see abow. Section (II, subseCtIon O) 

Th... sIeps WIll be 1lI__ with the _9 office, prior to approval oIlile plan. Dell und_dS tho! Itlis 
5U_ng i>on WlI be made • material pari at !he "",tract !IIId tballne oub_ of Itle SSR wIIllle mode • 
line Item delivemble in the cootracl 

Xl. 1IIGNAIURE REQ~IB~D: 

This subcontraeting plan was SUBMITTED by: 

Sign.tu"' 	 ___________-I-~~..~m~=:"-
TypedName; __~MM·~I~i"'§L~~fi@rL-___________________________________ 

TIlle: SuoDllar Olverslty Pma!!lm M0n09!1! 

Date, 2/512014 

T~Nam' ____~~~·illinaruuM~u~WoWL___________________________________________ 

DELL CONFIDENTIAL ANt) PROPRIETARY INFORMATION 
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WE~ Annwd Conference June 2) Philadelphia, 1"A 
--j-,"

W6ENC Annual COl'lferent(;--~-"'-;'_=""2;-J.""27j-+--'''''"'''!I&de"A::;:'P:;:h:;:''':-P;;A.-l 
'~-WE~~t 'Member & Board meetings June 26 Philadelpbhf. fA 

, I WBCS ~~t--""''''':;-:::C::'-=-;'''':::;:'g~'"'';:----t---'TIJ='' Dltihill, TX 

SmQIISusir.eu Week 

S13A Quarterly meeting I TBA Houston. IX

I~.---'S"'MJl=""C~'~ -_. DiWniI:y Aa'lJn lhc Border TBA EI Paso 
I 
I 

I NaVOBA ArmWll Coofimm« TBA ! 

I SCORE -- " ..".....=,o;i.eadmh==lp;:-C;;:o::::""";:;"":;:c<::-t~1·"aA.--f--------11
_-+j,_ &A~ ,

'----~wBBncsR._--, Annual Summit rSA Clneirmati. Of!

1 Uurvesting partnerships TBA Dallas 
',~~-c--+- -~--...,'

MSO Chinll -Conferon« alld Busiru;;;~ TBA ' I 
nitvFarr ~ I _ 

- -c.-.'_ 
PELLCONFJD-£NTIAL AND PRQPRIETARY INFORMATJON 

Dell JDe"', C~men:ial Plan ctmtafns TnOe Secret or Propriet.aty iDl'omt.Itlon c;on(tdawU.} to Dell M ...buq 1..P. and 
Us lub,idlpriH. The Plan b pnn'fd&d ubject to tile pro~lsioD' of the Trade SecrttB A-d'l 18 u.s.c. Section 1905. as 
amended. Tilil iaformaliOtl aho is l!umpt rro-m disclosuR vnder Ibe Freedom orlllfat!Mtlon Ad. 5 U.s.c. ~ction 
5S2{b)(4~ 
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r- .
USHCCI Annuai Cllnf~ &opt. 21·23 Salt l.ake Cit)!, UT , 

~ -SfJA Quarterly Meeting TDA Houston I 
~- HM~a){: -. 

AMW>I !lJ<po fSA Ho~ton 
, 

f- WHEN<: Tuck Bosiness Executive TiM , A~:·NY 

f-- ~-'. Pro..... 
NMSDC Annual Conference Nov, 2-5 Orlando, FL 

f-=..,~
WB C!mllcct Canada Annuw~feronee TBA , 

wacs Power to P61el\tial TBA DaIIas----1 
, 'lGW Annual Confcrt:nce , TBA Austin, TX I 

WE Connect Chinli Annual Ctmfemtce TBA 

WBliNC ComntluCC.It B~rd mCeUnp. TBA Battimoru, Mil ! 

WECcnnect Member & Bom! meetings TBA 
intenllit;ona! 

SSA QUll1¢rly meeting 'filA HoUSton • 

SMSOC Awards Banql.ld TSA San Antonio 

I-~ WBCS Paradcof:,'tm TBA DaIlBS 

DELL CONFIDENTIAL AND PROPRIETARY INFORMATION 

Dell Inc.~. Commerdal Plan ene ••lnl Trade Scm or ProprltCaty irtwlIUIUon couBdential to Dell MarkeflDg L.P. ;\lid 
itllumWlariR. Tbe Plan Q provided ...bJed to tbe pl'OVbiOltlt ollhe Trade Sectet. Act. 18lJ.S.C tkcliolll 1906, ItS 

amended. 'fbis information ."(1 U Hfmpt rrom dlsdclun ullder lbe; Free4om: nf Information Mt.S V.S.c, Sed_ 
5S1l(b)(4), 
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ATTACHMENT J.9 – DISCLOSURE OF LOBBYING ACTIVITIES, SF-LLL, 
DATED 7/97, 2 PAGES 

 



DISCLOSURE OF LOBBYING ACTIVITIES Approved by OMB 

Complete this form to disclose lobbying activities pursuant to 31 U.S.C. 1352  0348-0046 

(See reverse for public burden disclosure.) 
1. Type of Federal Action: 2. Status of Federal Action: 3. Report Type: 

a. contract  a. bid/offer/application  a. initial filing 
b. grant  b. initial award  b. material change 
c. cooperative agreement  c. post-award  For Material Change Only: 
d. loan  year _________ quarter _________ 
e. loan guarantee  date of last report ______________ 
f. loan insurance 

4. Name and Address of Reporting Entity: 5. If Reporting Entity in No. 4 is a Subawardee, Enter Name 
and Address of Prime: 

Tier ______, if known : 

Congressional District, if known :  Congressional District, if known : 
6. Federal Department/Agency: 7. Federal Program Name/Description: 

CFDA Number, if applicable: _____________ 

8. Federal Action Number, if known : 9. Award Amount, if known : 

$ 

10. a. Name and Address of Lobbying Registrant b. Individuals Performing Services (including address if 
( if individual, last name, first name, MI): different from No. 10a ) 

(last name, first name, MI ): 

11. Signature: 

Print Name: 

Title: 

Telephone No.: _______________________ 

Authorized for Local Reproduction 

Standard Form LLL (Rev. 7-97) 

Information requested through this form is authorized by title 31 U.S.C. section 
1352. This disclosure of lobbying activities is a material representation of fact 
upon which reliance was placed by the tier above when this transaction was made 
or entered into. This disclosure is required pursuant to 31 U.S.C. 1352. This 
information will be available for public inspection. 
required disclosure shall be subject to a 
not more than $100,000 for each such failure. 

Prime Subawardee 

Federal Use Only: 

Date: 

who fails to file the Any person 
$10,000 and than civil penalty of not less 



INSTRUCTIONS FOR COMPLETION OF SF-LLL, DISCLOSURE OF LOBBYING ACTIVITIES


This disclosure form shall be completed by the reporting entity, whether subawardee or prime Federal recipient, at the initiation or receipt of a covered Federal 
action, or a material change to a previous filing, pursuant to title 31 U.S.C. section 1352. The filing of a form is required for each payment or agreement to make 
payment to any lobbying entity for influencing or attempting to influence an officer or employeeof any agency, a Member of Congress, an officer or employeeof 
Congress, or an employeeof a Member of Congress in connectionwith a coveredFederalaction. Completeall items that apply for both the initial filing and material 
change report. Refer to the implementing guidance published by the Office of Management and Budget for additional information. 

1. Identify the type of covered Federal action for which lobbying activity is and/or has been secured to influence the outcome of a covered Federal action. 

2. Identify the status of the covered Federal action. 

3. Identify the appropriateclassification of this report. If this is a followup report caused by a material change to the information previously reported, enter 
the year and quarter in which the change occurred. Enter the date of the last previously submitted report by this reporting entity for this covered Federal 
action. 

4. Enter the full name, address, city, State and zip code of the reporting entity. Include CongressionalDistrict, if known. Check the appropriateclassification 
of the reporting entity that designates if it is, or expects to be, a prime or subaward recipient. Identify the tier of the subawardee,e.g., the first subawardee 
of the prime is the 1st tier. Subawards include but are not limited to subcontracts, subgrants and contract awards under grants. 

5. If the organization filing the report in item 4 checks "Subawardee," then enter the full name, address, city, State and zip code of the prime Federal 

recipient. Include Congressional District, if known. 

6. Enter the name of the Federal agency making the award or loan commitment. Include at least one organizationallevel below agency name, if known. For 

example, Department of Transportation, United States Coast Guard. 

7. Enter the Federal program name or description for the covered Federal action (item 1). If known, enter the full Catalog of Federal Domestic Assistance 

(CFDA) number for grants, cooperative agreements, loans, and loan commitments. 

8. Enter the most appropriate Federal identifying number available for the Federal action identified in item 1 (e.g., Request for Proposal (RFP) number; 
Invitation for Bid (IFB) number; grant announcement number; the contract, grant, or loan award number; the application/proposal control number 
assigned by the Federal agency). Include prefixes, e.g., "RFP-DE-90-001." 

9. For a covered Federal action where there has been an award or loan commitment by the Federal agency, enter the Federal amount of the award/loan 

commitment for the prime entity identified in item 4 or 5. 

10. (a) Enter the full name, address, city, State and zip code of the lobbying registrant under the Lobbying Disclosure Act of 1995 engaged by the reporting 
entity identified in item 4 to influence the covered Federal action. 

(b) Enter the full names of the individual(s) performing services, and include full address if different from 10 (a). Enter Last Name, First Name, and 
Middle Initial (MI). 

11. The certifying official shall sign and date the form, print his/her name, title, and telephone number. 

According to the Paperwork Reduction Act, as amended, no persons are required to respond to a collection of information unless it displays a valid OMB Control 
Number. The valid OMB control number for this information collection is OMB No. 0348-0046. Public reporting burden for this collection of information is 
estimated to average 10 minutes per response, including time for reviewing instructions, searching existing data sources, gathering and maintaining the data 
needed, and completing and reviewing the collection of information. Send comments regarding the burden estimate or any other aspect of this collection of 
information, including suggestions for reducing this burden, to the Office of Management and Budget, Paperwork Reduction Project (0348-0046), Washington, 
DC 20503. 
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	PART I – THE SCHEDULE 
	SECTION A: SOLICITATION/CONTRACT FORM 
	See Standard Form (SF) 26 attached.  
	SECTION B: SUPPLIES OR SERVICES AND PRICES/COSTS 
	Article B.1 General 
	The Chief Information Officer – Commodities and Solutions (CIO-CS) Government-Wide Acquisition Contract (GWAC) is a five (5) year Indefinite Delivery/Indefinite Quantity (IDIQ) contract with a five (5) year optional period.  The intent of this contract is to provide information technology (IT) commodities and solutions as defined in Federal Acquisition Regulation (FAR) 2.101(b) and further clarified in the Clinger-Cohen Act of 1996.  These IT commodities and solutions include health and biomedical-related I
	Article B.2 Authority 
	The Office of Management and Budget (OMB) has designated the National Institutes of Health (NIH) as an Executive Agent for government-wide IT acquisitions pursuant to Section 5112(e) of the Clinger-Cohen Act, 40 U.S.C. Sec. 11302(e).  The scope of this designation includes the award and administration of the GWAC.  Federal Government agencies can award delivery orders to acquire IT commodities and solutions.  
	The authority of the Procuring Contracting Officer (PCO) and the agency Ordering Contracting Officer (OCO) are defined under Article G.3 Roles. 
	Article B.3 Delivery Orders Awarded against the GWAC 
	Pursuant to FAR 16.504(a)(4)(vi), any duly warranted federal government contracting officer (as that term is defined in FAR 2.1) in good standing with the appropriate contracting authority is authorized to issue delivery orders under this contract.  For purposes of this contract, these individuals are referred to as OCOs.  Delivery orders may be multi-year with options as described in FAR Subpart 17.2 or be multi-year as defined under FAR Subpart 17.1.  OCOs must ensure that such delivery orders comply with
	Article B.4 Prices/Costs 
	This is an IDIQ contract as contemplated by FAR 16.504.   
	a. The Government will issue delivery orders based on the statement of objectives described in Section C of this contract.   
	a. The Government will issue delivery orders based on the statement of objectives described in Section C of this contract.   
	a. The Government will issue delivery orders based on the statement of objectives described in Section C of this contract.   

	b. The contractor’s proposed Products List (Attachment J.8) is incorporated into the contract (see Article H.13 Technology Refreshment for pricing on items added after award).  The prices contained in the contractor’s Products List are ceiling prices and reflect the contractor’s discount structure applied to this contract.  Contractors are expected to maintain, as a minimum, the same discount structure in the contract for 
	b. The contractor’s proposed Products List (Attachment J.8) is incorporated into the contract (see Article H.13 Technology Refreshment for pricing on items added after award).  The prices contained in the contractor’s Products List are ceiling prices and reflect the contractor’s discount structure applied to this contract.  Contractors are expected to maintain, as a minimum, the same discount structure in the contract for 


	performance on delivery orders as defined under Article H.13 Technology Refreshment, including delivery orders that extend beyond the performance period of the GWAC; however, contractors may propose greater discounts on individual delivery orders based on the specific requirements and quantities.  
	performance on delivery orders as defined under Article H.13 Technology Refreshment, including delivery orders that extend beyond the performance period of the GWAC; however, contractors may propose greater discounts on individual delivery orders based on the specific requirements and quantities.  
	performance on delivery orders as defined under Article H.13 Technology Refreshment, including delivery orders that extend beyond the performance period of the GWAC; however, contractors may propose greater discounts on individual delivery orders based on the specific requirements and quantities.  


	Article B.5 Maximum Contract Ceiling and Minimum Contract Guarantee 
	The Government shall reimburse the Contractor an amount not less than a total of $250 (minimum) or more than a total of $20 billion (maximum for the base period of performance and the option period – see Article F.1 GWAC Period of Performance) for successful performance of this contract.  During the period between contract award and September 30, 2015, contractors that have not been awarded delivery orders may invoice the Government for the minimum guarantee. 
	The Government will compete and award delivery orders based on the work described in Section C of this contract.  Article G.7 Delivery Order Procedures, describes procedures for delivery orders issued under this contract. 
	Article B.6 Work Outside of the Continental United States (OCONUS) 
	The Government anticipates that there may be delivery orders under this contract for work outside the United States.  “OCONUS” is defined as other than the 48 contiguous states plus the District of Columbia.  The Contractor will be compensated for work performed OCONUS based on the methodology proposed by the Contractor and accepted by the OCO for award of an individual delivery order. 
	The United States Department of State’s Bureau of Administration, Office of Allowances (at 
	The United States Department of State’s Bureau of Administration, Office of Allowances (at 
	http://aoprals.state.gov/
	http://aoprals.state.gov/

	), publishes quarterly report indexes of living costs abroad, per-diem rate maximums, quarter’s allowances, hardship differentials, and danger pay allowances for contractors to follow when proposing on OCONUS efforts.  The Government shall not allow any allowances, other than those listed by the United States Department of State, on delivery orders. 

	The Department of State's Standardized Regulations (DSSR) are the controlling regulations for allowances and benefits available to all the United States Government civilians assigned to foreign areas.  For delivery orders issued under the GWAC, the contractor civilians assigned to foreign areas shall not exceed the allowances and benefits in the DSSR.  For OCONUS delivery orders where costs are not specifically addressed in the DSSR, the Government will reimburse the Contractor for all reasonable, allowable
	SECTION C: STATEMENT OF OBJECTIVES 
	Article C.1 Background 
	OMB has designated the NIH as an executive agent authorized to administer GWACs, pursuant to Section 5112(e) of the Clinger Cohen Act, 40 U.S.C. 1412(e).  The NIH has authorized the NIH Information Technology Acquisition and Assessment Center (NITAAC), a division within the NIH, to administer these GWACs.  The GWACs are 10-year, multiple award IDIQ GWACs specifically designed to streamline the procurement process for IT commodities products, services and solutions.   
	Article C.2 Purpose 
	The purpose of this CIO-CS GWAC is to provide a mechanism for the Federal Government to procure IT commodities and solutions as they relate to general IT initiatives along with health and life sciences IT capabilities.  These IT commodities and associated commodity enabling services may include IT procurements aligned to information management, operational, administrative, and health and biomedical research requirements.  
	Federal agencies can use this GWAC for acquiring a wide range of IT commodities and associated commodity enabling services.  The GWAC is an IDIQ contract against which federal agencies can issue delivery orders for their specific requirements.  The focus of this contract is to provide government agencies with a mechanism for quick ordering of needed IT commodities and associated commodity enabling services at equitable and reasonable prices. 
	Article C.3 Objectives 
	This Statement of Objectives (SOO) outlines the overall performance objectives required of contractors under the contract.  Specific details such as, delivery assignments, deliverables, documentation, training, applicable government/department/industry standards will be provided at the individual delivery order level.  Unless otherwise specified at the delivery order level, contractors shall provide new commodities rather than used or refurbished commodities. 
	Article C.4 Scope 
	The scope of the GWAC includes the provisioning of IT commodities and solutions as defined in FAR 2.101(b) and further clarified in the Clinger-Cohen Act of 1996 within the Federal Government.  It includes IT products, IT commodities, hardware, software, solutions, cloud services and future technologies as defined under the FAR.   
	Where applicable, the Contractor shall provide IT commodities that may be deployed using one or both of the models as listed below: 
	a. On-Premise Model: In this model, the Contractor deploys commodities and products on-site either within the Government site or at another contractor site.  In this model, additional “bundled” services may be required which include, but are not limited to, provisioning, deployment, installations, warranty and maintenance, engineering and assessment studies and training. 
	a. On-Premise Model: In this model, the Contractor deploys commodities and products on-site either within the Government site or at another contractor site.  In this model, additional “bundled” services may be required which include, but are not limited to, provisioning, deployment, installations, warranty and maintenance, engineering and assessment studies and training. 
	a. On-Premise Model: In this model, the Contractor deploys commodities and products on-site either within the Government site or at another contractor site.  In this model, additional “bundled” services may be required which include, but are not limited to, provisioning, deployment, installations, warranty and maintenance, engineering and assessment studies and training. 


	b. Managed Services Model (includes deployment on the Public Cloud): As demonstrated by market conditions and trends over the last 5 years, along with a number of federal policies such as FEDRamp, the Cloud First Initiative, the 25-point plan and data center consolidation initiatives, the Contractor deploys IT commodities via managed services and the Cloud.  Note that Infrastructure as a Service (IaaS), Platform as a Service (PaaS), and Software as a Service (SaaS) capabilities are becoming more commonplace
	b. Managed Services Model (includes deployment on the Public Cloud): As demonstrated by market conditions and trends over the last 5 years, along with a number of federal policies such as FEDRamp, the Cloud First Initiative, the 25-point plan and data center consolidation initiatives, the Contractor deploys IT commodities via managed services and the Cloud.  Note that Infrastructure as a Service (IaaS), Platform as a Service (PaaS), and Software as a Service (SaaS) capabilities are becoming more commonplace
	b. Managed Services Model (includes deployment on the Public Cloud): As demonstrated by market conditions and trends over the last 5 years, along with a number of federal policies such as FEDRamp, the Cloud First Initiative, the 25-point plan and data center consolidation initiatives, the Contractor deploys IT commodities via managed services and the Cloud.  Note that Infrastructure as a Service (IaaS), Platform as a Service (PaaS), and Software as a Service (SaaS) capabilities are becoming more commonplace


	In addition, under the scope of this contract, the Contractor may provide commodity enabling services that shall ensure the successful operation and sustenance of the IT commodities.   
	Article C.5 Standards and Regulations Considerations 
	The IT commodities and commodity enabling services that are to be included in each product category of the contract will need to adhere to regulations mandated within the Federal Health Architecture (FHA) and technology and business regulations mandated within the Federal Enterprise Architecture (FEA).  
	1. Where applicable and specified at the delivery order level, the Contractor shall ensure compliance with the following: 
	1. Where applicable and specified at the delivery order level, the Contractor shall ensure compliance with the following: 
	1. Where applicable and specified at the delivery order level, the Contractor shall ensure compliance with the following: 

	a. Trade Agreement Act (TAA)  
	a. Trade Agreement Act (TAA)  

	b. Electronic Product Environmental Assessment Tool (EPEAT) 
	b. Electronic Product Environmental Assessment Tool (EPEAT) 

	c. Energy Star 
	c. Energy Star 

	d. Federal Information Security Management Act (FISMA) compliance 
	d. Federal Information Security Management Act (FISMA) compliance 

	e. Federal Risk and Authorization Management Program (FEDRAMP) compliance 
	e. Federal Risk and Authorization Management Program (FEDRAMP) compliance 

	f. Health Insurance Portability and Accountability Act (HIPAA) compliance 
	f. Health Insurance Portability and Accountability Act (HIPAA) compliance 

	g. Section 508 of the Rehabilitation Act of 1974 
	g. Section 508 of the Rehabilitation Act of 1974 

	2. In accordance with FAR 39.105, agencies shall ensure that contracts for the design, development, or operation of a system of records using commercial IT services or IT support services include the following:  
	2. In accordance with FAR 39.105, agencies shall ensure that contracts for the design, development, or operation of a system of records using commercial IT services or IT support services include the following:  

	a. Agency rules of conduct that the Contractor and the Contractor’s employees shall be required to follow.  
	a. Agency rules of conduct that the Contractor and the Contractor’s employees shall be required to follow.  

	b. A list of the anticipated threats and hazards that the Contractor must guard against.  
	b. A list of the anticipated threats and hazards that the Contractor must guard against.  

	c. A description of the safeguards that the Contractor must specifically provide.  
	c. A description of the safeguards that the Contractor must specifically provide.  

	d. Requirements for a program of Government inspection during performance of the contract that will ensure the continued efficacy and efficiency of safeguards and the discovery and countering of new threats and hazards. 
	d. Requirements for a program of Government inspection during performance of the contract that will ensure the continued efficacy and efficiency of safeguards and the discovery and countering of new threats and hazards. 


	Article C.6 Value Added Services 
	Where applicable, the Contractor shall provide commodity-enabling services that are related to the operation and sustenance of the IT equipment, commodities and products provisioned within the contract.  (Note that in certain cases, especially within the managed services deployment model, certain services shall be subsumed within the offering of the IT commodity.)   
	The Contractor shall provide site-specific services as required by the Government in all matters relating to the operation and sustenance of CIO-CS commodities and solutions.  The services include, but are not limited to, the following: 
	a. Deployment and Installations: The Contractor shall be responsible for the delivery, installation and relocation of commodities at designated facilities.  The Government will coordinate start dates and access with the Contractor. 
	a. Deployment and Installations: The Contractor shall be responsible for the delivery, installation and relocation of commodities at designated facilities.  The Government will coordinate start dates and access with the Contractor. 
	a. Deployment and Installations: The Contractor shall be responsible for the delivery, installation and relocation of commodities at designated facilities.  The Government will coordinate start dates and access with the Contractor. 

	b. Warranty and Maintenance: The Contractor shall provide commercial warranty and commodity maintenance services in conjunction with the provisioning of the specific CIO-CS commodity.  All maintenance services shall be performed as requested by the customer on individual delivery orders.  
	b. Warranty and Maintenance: The Contractor shall provide commercial warranty and commodity maintenance services in conjunction with the provisioning of the specific CIO-CS commodity.  All maintenance services shall be performed as requested by the customer on individual delivery orders.  

	c. Training: The Contractor shall provide training to users at the time of the initial installation. Additional training shall be provided on an “as-needed” basis when requested by the customer. 
	c. Training: The Contractor shall provide training to users at the time of the initial installation. Additional training shall be provided on an “as-needed” basis when requested by the customer. 

	d. Engineering, Design, Assessment Studies, and Other Associated Value Added Services: When applicable, the Contractor shall conduct assessments and engineering studies that enable the provisioning and enhancements (e.g., technology refreshes) of IT commodities.  
	d. Engineering, Design, Assessment Studies, and Other Associated Value Added Services: When applicable, the Contractor shall conduct assessments and engineering studies that enable the provisioning and enhancements (e.g., technology refreshes) of IT commodities.  


	Article C.7 Reporting Requirements 
	The Contractor is responsible for the following reporting on delivery order activity under the GWAC.  Reporting required under paragraphs a. through d. below shall be made through the Electronic Government Ordering System (e-GOS). (See G.7.1 Electronic Government Ordering System for further information.)  
	All reports required herein shall be submitted in electronic format. All reports submitted in electronic format shall be compliant with Section 508 of the Rehabilitation Act of 1973. Additional information about testing documents for Section 508 compliance, including specific checklists, by application, can be found at: 
	All reports required herein shall be submitted in electronic format. All reports submitted in electronic format shall be compliant with Section 508 of the Rehabilitation Act of 1973. Additional information about testing documents for Section 508 compliance, including specific checklists, by application, can be found at: 
	http://www.hhs.gov/web/508/index.html
	http://www.hhs.gov/web/508/index.html

	 under "Helpful Resources."      

	a. Award and Modification Report   
	a. Award and Modification Report   
	a. Award and Modification Report   


	All delivery order awards and modifications issued by the Government shall be reported in e-GOS within five (5) calendar days of receipt by the Contractor.  The reporting of modifications pertains to both funded modifications and administrative modifications.  
	b. Quarterly Activity Report 
	b. Quarterly Activity Report 
	b. Quarterly Activity Report 


	The Quarterly Activity Report is a summary of the award and modification activity reported by the Contractor in e-GOS during the previous quarter.  The Contractor is responsible for correcting any errors in the information prior to quarterly certification of the information through e-GOS.  
	c. NIH Contract Access Fee Payment Report 
	c. NIH Contract Access Fee Payment Report 
	c. NIH Contract Access Fee Payment Report 


	The NIH Contract Access Fee (NCAF) Payment Report is a summary of payment activity by the Contractor.  The Contractor shall certify NCAF payments through e-GOS on a quarterly basis.  During the process of certification, the Contractor shall provide the status on any balances that are due and identify and explain any discrepancies found.  
	d. Contractor Profile Report 
	d. Contractor Profile Report 
	d. Contractor Profile Report 


	The Contractor shall be responsible for maintaining the contractor company profile in e-GOS. On a quarterly basis, the Contractor shall certify the accuracy of the information in e-GOS. 
	e. Internet Presence Report 
	e. Internet Presence Report 
	e. Internet Presence Report 


	The Contractor shall submit an Internet Presence Report certifying that the Contractor is in full compliance with Article G.5 Contractor Internet Presence requirements.  The report shall be submitted to the NITAAC Customer Support Center at 
	The Contractor shall submit an Internet Presence Report certifying that the Contractor is in full compliance with Article G.5 Contractor Internet Presence requirements.  The report shall be submitted to the NITAAC Customer Support Center at 
	NITAACsupport@nih.gov
	NITAACsupport@nih.gov

	 providing compliance status on all requirements under Article G.5 for the previous quarter. 

	f. Reporting Schedule 
	f. Reporting Schedule 
	f. Reporting Schedule 


	The certifications required by paragraphs b. through e. should be submitted in accordance with the following schedule: 
	Table 1 – Reporting Schedule 
	Table
	TR
	TH
	Span
	Quarter 

	TH
	Span
	Period 

	TH
	Span
	Due Date 

	Span

	Quarter 1  
	Quarter 1  
	Quarter 1  

	October 1 – December 31  
	October 1 – December 31  

	by January 15  
	by January 15  

	Span

	Quarter 2  
	Quarter 2  
	Quarter 2  

	January 1 – March 31  
	January 1 – March 31  

	by April 15  
	by April 15  

	Span

	Quarter 3  
	Quarter 3  
	Quarter 3  

	April 1 – June 30 
	April 1 – June 30 

	by July 15  
	by July 15  

	Span

	Quarter 4  
	Quarter 4  
	Quarter 4  

	July 1 – September 30  
	July 1 – September 30  

	by October 15  
	by October 15  

	Span


	g. Information Security and Physical Access Security Reporting Requirements 
	g. Information Security and Physical Access Security Reporting Requirements 
	g. Information Security and Physical Access Security Reporting Requirements 


	(The following reporting requirements do not apply to this contract; however, these requirements apply to applicable HHS delivery orders. For non-HHS delivery orders, the Information and Physical Access Security clause may be appropriately tailored by the customer agency as applicable.) 
	The Contractor shall submit the following reports as required by the Information and Physical Access Security clause in Article H.7 of Section H of this contract. 
	1. Roster of Employees Requiring Suitability Investigations 
	1. Roster of Employees Requiring Suitability Investigations 
	1. Roster of Employees Requiring Suitability Investigations 


	The contractor shall submit a roster, by name, position, e-mail address, phone number and responsibility, of all staff (including subcontractor staff) working under the contract who will develop, have the ability to access, or host and/or maintain a Federal information system(s). The roster shall be submitted to the Contracting Officer's Representative (COR), with a copy to the Contracting Officer, within 14 calendar days of the effective date of the contract. (Reference subparagraph A.e of the Information 
	2. Reporting of New and Departing Employees 
	2. Reporting of New and Departing Employees 
	2. Reporting of New and Departing Employees 


	The Contractor shall notify the Contracting Officer's Representative (COR) and contracting Officer within five working days of staffing changes for positions that require suitability determinations as follows: 
	a. New Employees who have or will have access to HHS Information systems or data: Provide the name, position title, e-mail address, and phone number of the new employee. Provide the name, position title and suitability level held by the former incumbent. If the employee is filling a new position, provide a description of the position and the Government will determine the appropriate security level. 
	a. New Employees who have or will have access to HHS Information systems or data: Provide the name, position title, e-mail address, and phone number of the new employee. Provide the name, position title and suitability level held by the former incumbent. If the employee is filling a new position, provide a description of the position and the Government will determine the appropriate security level. 
	a. New Employees who have or will have access to HHS Information systems or data: Provide the name, position title, e-mail address, and phone number of the new employee. Provide the name, position title and suitability level held by the former incumbent. If the employee is filling a new position, provide a description of the position and the Government will determine the appropriate security level. 
	a. New Employees who have or will have access to HHS Information systems or data: Provide the name, position title, e-mail address, and phone number of the new employee. Provide the name, position title and suitability level held by the former incumbent. If the employee is filling a new position, provide a description of the position and the Government will determine the appropriate security level. 

	b. Departing Employees: 1) Provide the name, position title, and security clearance level held by or pending for the individual; and 2) Perform and document the actions identified in the "Employee Separation Checklist", attached in Section J, List of Attachments of this contract, when a Contractor/Subcontractor employee terminates work under this contract. All documentation shall be made available to the COR and/or Contracting Officer upon request. (Reference subparagraph E.2.a through E.2.c of the Informat
	b. Departing Employees: 1) Provide the name, position title, and security clearance level held by or pending for the individual; and 2) Perform and document the actions identified in the "Employee Separation Checklist", attached in Section J, List of Attachments of this contract, when a Contractor/Subcontractor employee terminates work under this contract. All documentation shall be made available to the COR and/or Contracting Officer upon request. (Reference subparagraph E.2.a through E.2.c of the Informat

	c. Contractor - Employee Non-Disclosure Agreement(s): The contractor shall complete and submit a signed and witnessed "Commitment to Protect Non-Public Information - Contractor Agreement" form for each contractor and subcontractor employee who may have access to non-public Department information under this contract. This form is located at:  
	c. Contractor - Employee Non-Disclosure Agreement(s): The contractor shall complete and submit a signed and witnessed "Commitment to Protect Non-Public Information - Contractor Agreement" form for each contractor and subcontractor employee who may have access to non-public Department information under this contract. This form is located at:  
	c. Contractor - Employee Non-Disclosure Agreement(s): The contractor shall complete and submit a signed and witnessed "Commitment to Protect Non-Public Information - Contractor Agreement" form for each contractor and subcontractor employee who may have access to non-public Department information under this contract. This form is located at:  
	http://ocio.nih.gov/docs/public/Nondisclosure.pdf
	http://ocio.nih.gov/docs/public/Nondisclosure.pdf

	. (Reference subparagraph E.3.d. of the Information and Physical Access Security clause in Article H.7 of Section H of this contract.) 




	(The following reporting requirement does not apply to this contract, but will apply to any HHS delivery order that involves contractor access to federal information or federal information systems.) 
	3. IT Security Plan (IT-SP) 
	3. IT Security Plan (IT-SP) 
	3. IT Security Plan (IT-SP) 


	In accordance with HHSAR Clause 352.239-72, Security Requirements For Federal Information Technology Resources, the contractor shall submit the IT-SP within thirty (30) days after contract award. The IT-SP shall be consistent with, and further detail the approach to, IT security contained in the Contractor's bid or proposal that resulted in the award of this contract. The IT-SP shall describe the processes and procedures that the Contractor will follow to ensure appropriate security of IT resources that are
	The Contractor shall review and update the IT-SP in accordance with NIST SP 800-53A, Guide for Assessing the Security Controls in Federal Information Systems and Organizations, on an annual basis. 
	(Reference subparagraph D.c.1 of the Information and Physical Access Security clause in Article H.7 of Section H of this contract.) 
	(The following reporting requirement does not apply to this contract, but will apply to any HHS delivery order that involves contractor access to federal information or federal information systems.) 
	4. IT Risk Assessment (IT-RA) 
	4. IT Risk Assessment (IT-RA) 
	4. IT Risk Assessment (IT-RA) 


	In accordance with HHSAR Clause 352.239-72, Security Requirements for Federal Information Technology Resources, the contractor shall submit the IT-RA within thirty (30) days after contract award. The IT-RA shall be consistent, in form and content, with NIST SP 
	800-30, Risk Management Guide for Information Technology Systems, and any additions or augmentations described in the HHS-OCIO Information Systems Security and Privacy Policy. 
	The Contractor shall update the IT-RA on an annual basis.   
	(Reference subparagraph D.c.2 of the Information and Physical Access Security clause in Article H.7 of Section H of this contract.) 
	(The following reporting requirement does not apply to this contract, but will apply to any HHS delivery order that involves contractor access to federal information or federal information systems.) 
	5. FIPS 199 Assessment 
	5. FIPS 199 Assessment 
	5. FIPS 199 Assessment 


	In accordance with HHSAR Clause 352.239-72, Security Requirements For Federal Information Technology Resources, the Contractor shall submit a FIPS 199 Assessment within thirty (30) days after contract award. The FIPS 199 Assessment shall be consistent with the cited NIST standard.  (Reference subparagraph D.c.3 of the Information and Physical Access Security clause in Article H.7 of Section H of this contract.) 
	(The following reporting requirement does not apply to this contract, but will apply to any HHS delivery order that involves contractor development, maintenance, and access to federal information systems.) 
	6. IT Security Certification and Accreditation (IT-SC&A) 
	6. IT Security Certification and Accreditation (IT-SC&A) 
	6. IT Security Certification and Accreditation (IT-SC&A) 


	In accordance with HHSAR Clause 352.239-72, Security Requirements for Federal Information Technology Resources, the Contractor shall submit written proof to the Contracting Officer that an IT-SC&A was performed within three (3) months after contract award. 
	The Contractor shall perform an annual security control assessment and provide to the Contracting Officer verification that the IT-SC&A remains valid. 
	(Reference subparagraph D.c.4 of the Information and Physical Access Security clause in Article H.7 of Section H of this contract.) 
	SECTION D: PACKAGING, MARKING, AND SHIPPING 
	All deliverables required under this contract shall be preserved, packaged, marked and shipped in accordance with normal commercial practices and in a manner that will afford protection against corrosion, deterioration, and physical damage during shipment.  The items shall be packed in a manner conforming to the requirements of Uniform Freight Classification for rail shipment; National Motor Freight Classification for truck shipment; Parcel Post Regulations, and the regulations of other carriers as applicab
	The Contractor shall guarantee all required materials shall be delivered in immediate usable and acceptable condition.  Any other specific requirements will be specified in the applicable delivery order.
	SECTION E: INSPECTION AND ACCEPTANCE 
	In addition to the general inspection and acceptance provisions of FAR 52.212-4 (see Section I), this contract incorporates the following clauses by reference; with the same force and effect as if they were given in full text.  Upon request, the PCO will make its full text available: 
	a. FAR Clause 52.246-2, Inspection of Supplies – Fixed Price (August 1996). 
	a. FAR Clause 52.246-2, Inspection of Supplies – Fixed Price (August 1996). 
	a. FAR Clause 52.246-2, Inspection of Supplies – Fixed Price (August 1996). 

	b. FAR Clause 52.246-16, Responsibility for Supplies (April 1984). 
	b. FAR Clause 52.246-16, Responsibility for Supplies (April 1984). 


	Additional inspection and acceptance requirements may be specified by the OCO in each individual delivery order. 
	SECTION F: DELIVERIES OR PERFORMANCE 
	Article F.1 GWAC Period of Performance 
	The period of performance for this contract shall be from 05/01/2015 through 04/30/2020 with a five (5) year option period (see Article I.3, Additional Contract Clauses included in Full Text). 
	Article F.2 Delivery Order Period of Performance 
	The period of performance for each delivery order placed under the contract will be specified in the individual delivery order.  Delivery orders may include options; however, delivery orders may not exceed 120 months, inclusive of options, from the date that the delivery order is awarded. 
	Delivery order options, if included at initial issuance of the delivery order, may be exercised after the expiration date of the GWAC; however, no delivery order (including delivery order options) may extend more than 60 months beyond the expiration of the GWAC.   
	Notwithstanding anything to the contrary above, a multi-year delivery order placed under the GWAC must be consistent with FAR Subpart 17.1, Multi-year Contracting, and any applicable funding restrictions. 
	Article F.3 Clauses Incorporated by Reference, FAR 52.252-2 (FEB 1998) 
	This contract incorporates the following clause(s) by reference, with the same force and effect as if it were given in full text.  Upon request, the PCO will make its full text available.  The full text of a clause may also be accessed electronically at: 
	This contract incorporates the following clause(s) by reference, with the same force and effect as if it were given in full text.  Upon request, the PCO will make its full text available.  The full text of a clause may also be accessed electronically at: 
	http://www.acquisition.gov/far/
	http://www.acquisition.gov/far/

	.  

	FEDERAL ACQUISITION REGULATION (48 CFR CHAPTER 1) CLAUSE:   
	52.242-15, Stop Work Order (August 1989) 
	Alternate I (April 1984) is not applicable to this contract. 
	Article F.4 Time of Delivery 
	F.4.1 Delivery Schedule 
	A delivery schedule must be specified with each quotation and should be reflected in any resulting delivery order.  The place of performance and/or delivery for all items will be specified in the individual delivery order issued under this contract.  Prices proposed under the contract shall be proposed assuming a 30 day delivery period from receipt of the delivery order unless otherwise specified in the Products List, Attachment J.8.  Delivery orders may require contractors to propose an expedited delivery 
	  
	F.4.2 Partial Shipment 
	Partial shipments will not be accepted unless authorized on the delivery order or by the OCO prior to the time of delivery order award.  A partial shipment is any shipment that does not include all items specified in the order.  
	Article F.5 Transportation 
	F.5.1 Transportation and Shipping Charges 
	Unless otherwise specified in the delivery order, all arrangements for transportation and shipping shall be made by the Contractor, and all transportation and shipping charges for deliveries to CONUS locations shall be included in the item prices.  Transportation and shipping charges for deliveries OCONUS will be negotiated on each individual delivery order.   
	F.5.2 Equipment Shipped for Replacement 
	The Contractor shall bear the transportation and shipping charges whenever equipment is shipped for replacement purposes, unless the replacement was due to a cause specified as a government responsibility in accordance with FAR 52.246-16, Responsibility for Supplies.
	SECTION G: CONTRACT ADMINISTRATION DATA 
	Article G.1 General 
	This section provides guidance regarding contract administration requirements for this contract, and where applicable, guidance regarding delivery orders placed under the contract. 
	Article G.2 Authorized Users 
	This contract is for use by all Federal Government agencies.  A listing of Federal Government agencies can be found at 
	This contract is for use by all Federal Government agencies.  A listing of Federal Government agencies can be found at 
	http://www.usa.gov
	http://www.usa.gov

	 under 
	http://www.usa.gov/Agencies/federal.shtml
	http://www.usa.gov/Agencies/federal.shtml

	. 

	Article G.3 Roles 
	Notwithstanding the contractor’s responsibility for total management of this contract and delivery orders issued there under, the administration of this contract will require effective coordination between the Government and the Contractor.  This Article describes the roles and responsibilities of individuals and/or authorized users who will be the primary points of contact for the Government and Contractor on matters regarding contract administration.  The Government may modify the roles and responsibiliti
	G.3.1 Government Personnel 
	a. Procuring Contracting Officer 
	a. Procuring Contracting Officer 
	a. Procuring Contracting Officer 


	The Procuring Contracting Officer (PCO) is the only individual with authority to act as agent of the Government under this contract. Only the PCO has authority to: 
	1) direct or negotiate any changes in the statement of work; 
	1) direct or negotiate any changes in the statement of work; 
	1) direct or negotiate any changes in the statement of work; 

	2) modify or extend the period of performance; 
	2) modify or extend the period of performance; 

	3) change the delivery schedule; 
	3) change the delivery schedule; 

	4) authorize reimbursement to the Contractor for any costs incurred during the performance of this contract; and,  
	4) authorize reimbursement to the Contractor for any costs incurred during the performance of this contract; and,  

	5) otherwise change any terms and conditions of this contract. 
	5) otherwise change any terms and conditions of this contract. 


	 The PCO for this contract is: 
	Name: Mr. Hing Pan Wong, Contracting Officer, NITAAC 
	Address: 6011 Executive Boulevard, Suite 501, Rockville, Maryland 20892  
	Email: NITAACsupport@nih.gov 
	Phone: (888) 773-6542 
	b. NITAAC Contracting Officer’s Representative 
	b. NITAAC Contracting Officer’s Representative 
	b. NITAAC Contracting Officer’s Representative 


	The following Contracting Officer's Representative (COR) will represent the Government for the purpose of this contract: 
	Name:   Cameron Hernandez 
	Address:  6011 Executive Boulevard, Suite 501, Rockville, Maryland 20892 
	Email: NITAACsupport@nih.gov 
	Phone: (888) 773-6542 
	 The COR is responsible for:   
	1) monitoring the contractor's technical progress, including the surveillance and assessment of performance and recommending to the PCO changes in requirements; 
	1) monitoring the contractor's technical progress, including the surveillance and assessment of performance and recommending to the PCO changes in requirements; 
	1) monitoring the contractor's technical progress, including the surveillance and assessment of performance and recommending to the PCO changes in requirements; 

	2) interpreting the statement of work and any other technical performance requirements; 
	2) interpreting the statement of work and any other technical performance requirements; 

	3) performing technical evaluation as required; 
	3) performing technical evaluation as required; 

	4) performing technical inspections and acceptances required by this contract; and, 
	4) performing technical inspections and acceptances required by this contract; and, 

	5) assisting in the resolution of technical problems encountered during performance. 
	5) assisting in the resolution of technical problems encountered during performance. 


	The Government may unilaterally change its COR designation. 
	c. Program Manager 
	c. Program Manager 
	c. Program Manager 


	The following Program Manager (PM) will represent the Government for the purpose of this contract: 
	Name: Joyce Yarington 
	Address: 900 Rockville Pike, Building 38, Bethesda, MD  20892-0001 
	Email: Joyce.Yarington@nih.gov 
	Phone: (301) 594-7801 
	d. Agency Ordering Contracting Officer (OCO) 
	d. Agency Ordering Contracting Officer (OCO) 
	d. Agency Ordering Contracting Officer (OCO) 


	The agency OCO for each delivery order is the sole and exclusive government official with authority to take actions which may bind the Government under delivery orders under the contract. 
	e. Information Systems Security Officer (ISSO) 
	e. Information Systems Security Officer (ISSO) 
	e. Information Systems Security Officer (ISSO) 


	The Information Systems Security Officer (ISSO) is responsible for the confidentiality, availability, and integrity of electronic information resources.  The ISSO serves as the principal contact for coordination, implementation, and enforcement of Information Security (InfoSec) policies, and for implementing and maintaining federal InfoSec directives and policies.  HHS Information Security and Privacy Program policy can be found on the HHS Office of the Chief Information Officer’s (OCIO) website at 
	The Information Systems Security Officer (ISSO) is responsible for the confidentiality, availability, and integrity of electronic information resources.  The ISSO serves as the principal contact for coordination, implementation, and enforcement of Information Security (InfoSec) policies, and for implementing and maintaining federal InfoSec directives and policies.  HHS Information Security and Privacy Program policy can be found on the HHS Office of the Chief Information Officer’s (OCIO) website at 
	http://www.hhs.gov/ocio/securityprivacy/
	http://www.hhs.gov/ocio/securityprivacy/

	. 

	G.3.2 Contractor Personnel – Key Personnel, HHSAR 352.242-70 (January 2006) 
	The key personnel specified in this contract are considered to be essential to work performance. At least 30 days prior to diverting any of the specified individuals to other programs or contracts (or as soon as possible, if an individual must be replaced, for example, as a result of leaving the employ of the Contractor), the Contractor shall notify the PCO and shall submit comprehensive justification for the diversion or replacement request (including proposed substitutions for key personnel) to permit eva
	(End of clause) 
	The Contractor Program Manager (PM) is considered key personnel and essential to the work being performed hereunder. 
	Any request for a change in key personnel must be submitted on official company letterhead, along with the resume inclusive of the full name, office phone number, and individually assigned company email address for the new individual proposed and directed to the NITAAC Customer Support Center: NITAACsupport@mail.nih.gov. 
	The contractor’s corporate management structure shall guarantee senior, high-level, program management of the CIO-CS GWAC Program.  The Contractor shall identify the individual selected to fill the role of the PM for the GWAC.  The PM duties include, but are not limited to: 
	a. Representing the contractor as point-of-contact for the PCO to help resolve issues and perform other functions that may arise relating to the contract and delivery orders under the contract; 
	a. Representing the contractor as point-of-contact for the PCO to help resolve issues and perform other functions that may arise relating to the contract and delivery orders under the contract; 
	a. Representing the contractor as point-of-contact for the PCO to help resolve issues and perform other functions that may arise relating to the contract and delivery orders under the contract; 

	b. Promoting the CIO-CS contract to the Federal Government through participation in trade shows, conferences, and other meetings where federal government has a significant presence; 
	b. Promoting the CIO-CS contract to the Federal Government through participation in trade shows, conferences, and other meetings where federal government has a significant presence; 

	c. Promoting contractor identity as NITAAC CIO-CS contract holder by using the NITAAC CIO-CS logo in advertising, placing these identifiers in printed and in on-line communications; displaying CIO-CS promotional placards; and, disseminating NITAAC CIO-CS marketing materials; 
	c. Promoting contractor identity as NITAAC CIO-CS contract holder by using the NITAAC CIO-CS logo in advertising, placing these identifiers in printed and in on-line communications; displaying CIO-CS promotional placards; and, disseminating NITAAC CIO-CS marketing materials; 


	(Appropriate use of the NITAAC CIO-CS logo in advertisements directed to federal government contract use is acceptable, provided that the advertisement does not state or imply that the product or service is endorsed or preferred by the Government); 
	d. Educating and training contractor staff to ensure that they are able to effectively communicate with existing and potential customers regarding the technical scope, the value, and the benefits of the CIO-CS GWAC; 
	d. Educating and training contractor staff to ensure that they are able to effectively communicate with existing and potential customers regarding the technical scope, the value, and the benefits of the CIO-CS GWAC; 
	d. Educating and training contractor staff to ensure that they are able to effectively communicate with existing and potential customers regarding the technical scope, the value, and the benefits of the CIO-CS GWAC; 

	e. Providing all reporting information required under the contract accurately and in a timely manner; 
	e. Providing all reporting information required under the contract accurately and in a timely manner; 

	f. Attending meetings and conferences, as required; and, 
	f. Attending meetings and conferences, as required; and, 

	g. Serving as the primary focal point within the contractor’s organization on all matters pertaining to this contract.  The Contractor Program Manager for this contract will be listed on the NITAAC website. 
	g. Serving as the primary focal point within the contractor’s organization on all matters pertaining to this contract.  The Contractor Program Manager for this contract will be listed on the NITAAC website. 


	Article G.4 Customer/Contractor Training Materials 
	NIH will make available, via the NITAAC website, training materials that will assist customers and contractors in using the contract.  NITAAC personnel will also be available to provide specific training to customers and contractors on the use of the CIO-CS contract vehicle either at the customer’s or contractor’s facility, or at a mutually agreeable site. 
	Article G.5 Contractor Internet Presence 
	Within 30 days after contract award, the Contractor shall have developed a publicly available webpage, accessible via the Internet.  The Contractor shall provide the direct Uniform 
	Resource Locator (URL) for the webpage to be displayed on the NITAAC website, and shall maintain this webpage until administrative close-out of the contract and any delivery orders issued under the contract, ensuring that the information displayed remains current.  The Contractor shall ensure the accuracy of its information as displayed on the NITAAC website Contract Holders page, and promptly notify NITAAC Customer Support of any changes. 
	The purpose of the webpage is for the contractor to communicate with potential customers regarding the contractor’s ability to provide world-class commodities and commodity enabling services under the contract.  At a minimum, this webpage must include the following items: the awarded Standard Form 26, latest contract (conformed), prompt payment terms, contact information for the contractor’s PM (as listed on the NITAAC website), a hyperlink to the NITAAC CIO-CS website, and the NITAAC and NITAAC CIO-CS logo
	Article G.6 Electronic Communications 
	The contractor shall establish a CIO-CS electronic mailbox for receipt of communications from NITAAC.  The electronic mailbox name must include “CIO-CS”.  
	Article G.7 Delivery Order Procedures 
	G.7.1 Electronic Government Ordering System  
	a. NITAAC has developed the secure Electronic Government Ordering System (e-GOS), a web-based delivery order processing system, to allow customers to perform fair opportunity in accordance with FAR 16.5 and to integrate workflow management, electronic document management, and aspects of customer relationship management to enhance process efficiency, and improve data/information integrity.  The Contractor and customers will be required to use the e-GOS in order to participate in the delivery order process by
	a. NITAAC has developed the secure Electronic Government Ordering System (e-GOS), a web-based delivery order processing system, to allow customers to perform fair opportunity in accordance with FAR 16.5 and to integrate workflow management, electronic document management, and aspects of customer relationship management to enhance process efficiency, and improve data/information integrity.  The Contractor and customers will be required to use the e-GOS in order to participate in the delivery order process by
	a. NITAAC has developed the secure Electronic Government Ordering System (e-GOS), a web-based delivery order processing system, to allow customers to perform fair opportunity in accordance with FAR 16.5 and to integrate workflow management, electronic document management, and aspects of customer relationship management to enhance process efficiency, and improve data/information integrity.  The Contractor and customers will be required to use the e-GOS in order to participate in the delivery order process by

	b. The contractor electronic mailbox address, a personal email address, or a general email address may not be used to register for an account in e-GOS.  Individuals within the contractor’s organization shall register individually in e-GOS using their individually assigned company email address for an e-GOS user account. 
	b. The contractor electronic mailbox address, a personal email address, or a general email address may not be used to register for an account in e-GOS.  Individuals within the contractor’s organization shall register individually in e-GOS using their individually assigned company email address for an e-GOS user account. 

	c. The Contractor shall identify an e-GOS representative as the contractor’s primary point of contact for providing training on e-GOS and resolution of related issues.  This individual shall also be the primary interface point to NITAAC on e-GOS and shall attend mandatory e-GOS training as deemed necessary by NITAAC. 
	c. The Contractor shall identify an e-GOS representative as the contractor’s primary point of contact for providing training on e-GOS and resolution of related issues.  This individual shall also be the primary interface point to NITAAC on e-GOS and shall attend mandatory e-GOS training as deemed necessary by NITAAC. 

	d. Responses to solicitations issued under the contract shall be submitted in e-GOS. In the 
	d. Responses to solicitations issued under the contract shall be submitted in e-GOS. In the 


	event a government customer requests that the contractor submit their response through e-mail or in hardcopy format, the Contractor may do so; however, the Contractor shall also submit their response through e-GOS prior to the response deadline. If the Contractor decides not to submit a proposal in response to a solicitation, a “No Bid” response shall be submitted through e-GOS on or before the closing date and time established in the solicitation. 
	event a government customer requests that the contractor submit their response through e-mail or in hardcopy format, the Contractor may do so; however, the Contractor shall also submit their response through e-GOS prior to the response deadline. If the Contractor decides not to submit a proposal in response to a solicitation, a “No Bid” response shall be submitted through e-GOS on or before the closing date and time established in the solicitation. 
	event a government customer requests that the contractor submit their response through e-mail or in hardcopy format, the Contractor may do so; however, the Contractor shall also submit their response through e-GOS prior to the response deadline. If the Contractor decides not to submit a proposal in response to a solicitation, a “No Bid” response shall be submitted through e-GOS on or before the closing date and time established in the solicitation. 

	e. The Contractor is authorized to initiate work only after receipt of an award document through e-GOS. 
	e. The Contractor is authorized to initiate work only after receipt of an award document through e-GOS. 

	f. Delivery tracking information for all shipments made shall be reported by the Contractor in e-GOS no later than five (5) calendar days after the shipment date.  For each shipment reported, the Contractor shall provide the shipping provider, identify the shipment as partial or full, and provide total quantity of items shipped. Reporting of tracking information is required on all commodity delivery orders and is not applicable to service delivery orders.  
	f. Delivery tracking information for all shipments made shall be reported by the Contractor in e-GOS no later than five (5) calendar days after the shipment date.  For each shipment reported, the Contractor shall provide the shipping provider, identify the shipment as partial or full, and provide total quantity of items shipped. Reporting of tracking information is required on all commodity delivery orders and is not applicable to service delivery orders.  

	g. Future e-GOS enhancements may include the implementation of digital signatures, and once implemented, may entail a nominal cost to the contractor to purchase and maintain appropriate security certificates. 
	g. Future e-GOS enhancements may include the implementation of digital signatures, and once implemented, may entail a nominal cost to the contractor to purchase and maintain appropriate security certificates. 


	G.7.2 Delivery Orders Issuance  
	a. General    
	a. General    
	a. General    


	Only the OCO may issue delivery orders to the Contractor, providing specific authorization or direction to perform work within the scope of the contract as specified in Section C Statement of Objectives.  Unless specifically authorized by the OCO, the Contractor shall not commence work until a fully executed delivery order has been awarded and submitted through e-GOS.  The Contractor may incur costs under this contract in performance of delivery orders and delivery order modifications issued in accordance w
	No other costs are authorized unless otherwise specified in the contract or expressly authorized by the OCO.  
	b. Requesting Delivery Order Quotations  
	b. Requesting Delivery Order Quotations  
	b. Requesting Delivery Order Quotations  


	Utilizing e-GOS, the OCO or a designated individual may solicit responses to requirements from contractors within a technical area covered by the Scope of Work.  Generally, the delivery order solicitation will include, but is not limited to the following: 
	(1) Statement of Work; 
	(1) Statement of Work; 
	(1) Statement of Work; 

	(2) Reporting Requirements and Deliverables; 
	(2) Reporting Requirements and Deliverables; 

	(3) Proposal Due Date and Location to Deliver Proposals; 
	(3) Proposal Due Date and Location to Deliver Proposals; 

	(4) Period of Performance of Delivery Order; 
	(4) Period of Performance of Delivery Order; 

	(5) Anticipated type of Delivery Order; 
	(5) Anticipated type of Delivery Order; 

	(6) Technical Proposal Instructions; 
	(6) Technical Proposal Instructions; 

	(7) Business proposal Instructions; 
	(7) Business proposal Instructions; 

	(8) Evaluation Factors for Award. 
	(8) Evaluation Factors for Award. 

	c. Fair Opportunity  
	c. Fair Opportunity  


	All contract holders will be given a fair opportunity to be considered for each delivery order exceeding $3,000 in accordance with the FAR as follows: 
	1. For orders exceeding the simplified acquisition threshold up to $5 Million, in accordance with 16.505(b)(1)(iii); and, 
	1. For orders exceeding the simplified acquisition threshold up to $5 Million, in accordance with 16.505(b)(1)(iii); and, 
	1. For orders exceeding the simplified acquisition threshold up to $5 Million, in accordance with 16.505(b)(1)(iii); and, 

	2. For orders exceeding $5 Million, in accordance with FAR 16.505(b) (1) (IV).  Unless one of the following statutory exceptions applies (see FAR 16.505(b)(2)(i)): 
	2. For orders exceeding $5 Million, in accordance with FAR 16.505(b) (1) (IV).  Unless one of the following statutory exceptions applies (see FAR 16.505(b)(2)(i)): 

	a. The agency need for the supplies or services is so urgent that providing a fair opportunity would result in unacceptable delays. 
	a. The agency need for the supplies or services is so urgent that providing a fair opportunity would result in unacceptable delays. 
	a. The agency need for the supplies or services is so urgent that providing a fair opportunity would result in unacceptable delays. 

	b. Only one contract holder is capable of providing the supplies or services required at the level of quality required because the supplies or services ordered are unique or highly specialized. 
	b. Only one contract holder is capable of providing the supplies or services required at the level of quality required because the supplies or services ordered are unique or highly specialized. 

	c. The order must be issued on a sole-source basis in the interest of economy and efficiency because it is a logical follow-on to an order already issued under the contract, provided that all awardees were given a fair opportunity to be considered for the original order. 
	c. The order must be issued on a sole-source basis in the interest of economy and efficiency because it is a logical follow-on to an order already issued under the contract, provided that all awardees were given a fair opportunity to be considered for the original order. 

	d. It is necessary to place an order to satisfy a minimum guarantee. 
	d. It is necessary to place an order to satisfy a minimum guarantee. 


	3. For orders exceeding the simplified acquisition threshold, a statute expressly authorizes or requires that the purchase be made from a specified source.  
	3. For orders exceeding the simplified acquisition threshold, a statute expressly authorizes or requires that the purchase be made from a specified source.  

	4. In accordance with section 1331 of Public Law 111-240 (
	4. In accordance with section 1331 of Public Law 111-240 (
	4. In accordance with section 1331 of Public Law 111-240 (
	15 U.S.C. 644
	15 U.S.C. 644

	(r)), OCOs may, at their discretion, set aside orders for any of the small business concerns identified in FAR 
	19.000
	19.000

	(a)(3).  When setting aside orders for small business concerns, the specific small business program eligibility requirements identified in FAR part 
	19
	19

	, Small Business Programs, apply.  



	The OCO has the discretion to compete a requirement for a delivery order only among contract holders that are designated as OEMs or only among those that are designated as VARs, or both.  
	To quickly fulfill anticipated repetitive requirements for commodities or solutions, the OCO may award consolidated delivery orders if it is in the best interest of the Government and meets the Government's needs.  Such orders can serve to reduce administrative lead-time and afford the agency the ability to obtain better pricing through leveraged buying power and help achieve Strategic Sourcing goals delineated in Article H.14. 
	G.7.3 Service Contract Act  
	The Service Contract Act does not apply to this contract. 
	Article G.8 NIH Contract Access Fee and Fee Remittance 
	a. The NIH Contract Access Fee (NCAF) is a required NIH fee that is fixed at ½ percent (i.e., 0.005) to reimburse the cost of operating and administering the CIO-CS contract.  This fee shall never be treated as a negotiable element between the contractor and ordering agency.  The NCAF is charged against all delivery orders and applied to the total award value for contractor performance.  Total award value is all inclusive of the commodities and commodity enabling services. 
	a. The NIH Contract Access Fee (NCAF) is a required NIH fee that is fixed at ½ percent (i.e., 0.005) to reimburse the cost of operating and administering the CIO-CS contract.  This fee shall never be treated as a negotiable element between the contractor and ordering agency.  The NCAF is charged against all delivery orders and applied to the total award value for contractor performance.  Total award value is all inclusive of the commodities and commodity enabling services. 
	a. The NIH Contract Access Fee (NCAF) is a required NIH fee that is fixed at ½ percent (i.e., 0.005) to reimburse the cost of operating and administering the CIO-CS contract.  This fee shall never be treated as a negotiable element between the contractor and ordering agency.  The NCAF is charged against all delivery orders and applied to the total award value for contractor performance.  Total award value is all inclusive of the commodities and commodity enabling services. 


	The formula is: Total NCAF = Total Award Value * NCAF Percentage.  
	b. The contractor shall include the NCAF as a separate Contract Line Item Number (CLIN) inall contractor proposals to the government, regardless of pricing arrangements used. 
	b. The contractor shall include the NCAF as a separate Contract Line Item Number (CLIN) inall contractor proposals to the government, regardless of pricing arrangements used. 
	b. The contractor shall include the NCAF as a separate Contract Line Item Number (CLIN) inall contractor proposals to the government, regardless of pricing arrangements used. 

	c. The contractor shall be responsible for reimbursing NCAF to the NIH.  It is ultimately the contractor responsibility to ensure that any delivery order award or modification issued contains the necessary NCAF, that the NCAF is properly calculated, and that NCAF is paid in full by the NCAF payment due date. 
	c. The contractor shall be responsible for reimbursing NCAF to the NIH.  It is ultimately the contractor responsibility to ensure that any delivery order award or modification issued contains the necessary NCAF, that the NCAF is properly calculated, and that NCAF is paid in full by the NCAF payment due date. 

	d. Contractors shall invoice the Government for full NCAF amount based on obligated amounts, either by funded award or funded modification, on the first invoice after receipt of the funded award or modification document.  NCAF is not subject to downward adjustment. 
	d. Contractors shall invoice the Government for full NCAF amount based on obligated amounts, either by funded award or funded modification, on the first invoice after receipt of the funded award or modification document.  NCAF is not subject to downward adjustment. 

	e. NCAF payments will be due to NIH/NITAAC on or before the 10th calendar day of each month for all payments received from the government in the previous month.  
	e. NCAF payments will be due to NIH/NITAAC on or before the 10th calendar day of each month for all payments received from the government in the previous month.  

	f. The contractor shall utilize the Department of Treasury’s secure government-wide collection portal Pay.gov at 
	f. The contractor shall utilize the Department of Treasury’s secure government-wide collection portal Pay.gov at 
	f. The contractor shall utilize the Department of Treasury’s secure government-wide collection portal Pay.gov at 
	https://www.pay.gov/paygov/
	https://www.pay.gov/paygov/

	, for payment of the NCAF to NIH/NITAAC.  Contractors shall contact their financial institution/bank to establish an account authorizing Automated Clearing House (ACH) Direct Debit payments to Pay.gov.  


	g. Failure to remit the NCAF in a timely manner will constitute a Basic Contract debt to the United States Government under FAR 32.6.  
	g. Failure to remit the NCAF in a timely manner will constitute a Basic Contract debt to the United States Government under FAR 32.6.  

	h. NIH reserves the unilateral right to adjust the NCAF should it experience a major change in the cost of operating its GWAC Program.  
	h. NIH reserves the unilateral right to adjust the NCAF should it experience a major change in the cost of operating its GWAC Program.  


	Article G.9 Government Property 
	Any equipment, property, or facilities furnished by the government or any contractor-acquired property must be specified in the applicable delivery order.  Agency OCOs are responsible for ensuring that the applicable delivery orders are consistent with the policies and procedures of FAR Part 45 for providing Government property to contractors, contractors’ use and management of Government property, and reporting, redistributing, and disposing of contractor inventory.  Contractors are responsible and liable 
	Article G.10 Invoice Submission 
	Individual delivery orders will specify requirements for the preparation of vouchers and invoices. 
	Article G.11 Correspondence 
	All data and correspondence submitted to the CIO-CS PCO/NITAAC or the OCO shall reference: 
	a. CIO-CS PCO/NITAAC: 
	a. CIO-CS PCO/NITAAC: 
	a. CIO-CS PCO/NITAAC: 


	(1) CIO-CS Contract Number 
	(1) CIO-CS Contract Number 
	(1) CIO-CS Contract Number 

	(2) Order Tracking ID Number  
	(2) Order Tracking ID Number  

	(3) Order Title 
	(3) Order Title 

	b. Customer’s OCO: 
	b. Customer’s OCO: 

	(1) CIO-CS Contract Number 
	(1) CIO-CS Contract Number 

	(2) Order Tracking ID Number  
	(2) Order Tracking ID Number  

	(3) Order Number (as listed on the OCO order form) 
	(3) Order Number (as listed on the OCO order form) 

	(4) Order Title 
	(4) Order Title 

	(5) Point of contact at the Government End User Agency (preferably the OCO) 
	(5) Point of contact at the Government End User Agency (preferably the OCO) 


	Article G.12 Meetings and Conferences 
	Contractors are required to participate in monthly Contract Holder Conference Calls designed for the exchange of information among contract holders and the NITAAC program.  Participation in these conference calls will ensure that contractors are kept abreast of ongoing NITAAC Program and contractor community activities. 
	Contractors are encouraged to participate in community action groups to assist in the development of strategies around market outreach, communication, and other topics relevant to the CIO-CS GWAC Program. 
	NITAAC may conduct up to four Program Office meetings per year including an annual conference at a location to be determined by NITAAC.  These meetings are intended to provide a platform for contractors, NITAAC staff and agency representatives to communicate current issues, resolve potential problems, discuss business and marketing opportunities, review future and ongoing NIH and government-wide initiatives, and address contract fundamentals.  At a minimum, the contractor PM is required to attend these meet
	Article G.13 Contractor Performance Assessment Reporting System (CPARS) 
	G.13.1 Contractor Performance Evaluations 
	As detailed in FAR 42.1503, the Government will conduct past performance assessments on contractor performance.  The PCO will conduct past performance assessment for this contract.  The agency OCO is responsible for conducting past performance assessment at the delivery order. 
	G.13.2 Electronic Access to Contractor Performance Evaluations 
	Contractors may access evaluations through a secure web site for review and comment at the following address:  
	Contractors may access evaluations through a secure web site for review and comment at the following address:  
	http://www.cpars.gov
	http://www.cpars.gov

	. 

	Article G.14 FAR 52.232-40, Providing Accelerated Payments to Small Business Subcontractors (December 2013) 
	a. Upon receipt of accelerated payments from the Government, the Contractor shall make accelerated payments to its small business subcontractors under this contract, to the maximum extent practicable and prior to when such payment is otherwise required under the 
	a. Upon receipt of accelerated payments from the Government, the Contractor shall make accelerated payments to its small business subcontractors under this contract, to the maximum extent practicable and prior to when such payment is otherwise required under the 
	a. Upon receipt of accelerated payments from the Government, the Contractor shall make accelerated payments to its small business subcontractors under this contract, to the maximum extent practicable and prior to when such payment is otherwise required under the 


	applicable contract or subcontract, after receipt of a proper invoice and all other required documentation from the small business subcontractor.  
	applicable contract or subcontract, after receipt of a proper invoice and all other required documentation from the small business subcontractor.  
	applicable contract or subcontract, after receipt of a proper invoice and all other required documentation from the small business subcontractor.  

	b. The acceleration of payments under this clause does not provide any new rights under the prompt Payment Act. 
	b. The acceleration of payments under this clause does not provide any new rights under the prompt Payment Act. 

	c. Include the substance of this clause, including this paragraph c, in all subcontracts with small business concerns, including subcontracts with small business concerns for the acquisition of commercial items. 
	c. Include the substance of this clause, including this paragraph c, in all subcontracts with small business concerns, including subcontracts with small business concerns for the acquisition of commercial items. 


	(End of clause) 
	SECTION H: SPECIAL CONTRACT REQUIREMENTS 
	Article H.1 Applicable Documents 
	Typical standards used in delivery orders may be obtained from the applicable documents listed below. In the event of conflict between these documents and the contents of the rest of the respective delivery orders, the references in this section shall govern.  The below listed documents are for contractors to ensure compliance with applicable standards.  
	1) OMB Circular A-130 
	1) OMB Circular A-130 
	1) OMB Circular A-130 

	a) http://www.whitehouse.gov/omb/circulars/a130/a130trans4.html
	a) http://www.whitehouse.gov/omb/circulars/a130/a130trans4.html
	a) http://www.whitehouse.gov/omb/circulars/a130/a130trans4.html
	a) http://www.whitehouse.gov/omb/circulars/a130/a130trans4.html
	a) http://www.whitehouse.gov/omb/circulars/a130/a130trans4.html

	 



	2) OMB Memorandum M-00-10 
	2) OMB Memorandum M-00-10 

	a) http://www.whitehouse.gov/omb/memoranda/m00-10.html
	a) http://www.whitehouse.gov/omb/memoranda/m00-10.html
	a) http://www.whitehouse.gov/omb/memoranda/m00-10.html
	a) http://www.whitehouse.gov/omb/memoranda/m00-10.html

	  


	3) HHS-OCIO Policy for Information Systems Security and Privacy 
	3) HHS-OCIO Policy for Information Systems Security and Privacy 

	a) Copies of HHS IT security and privacy policies 
	a) Copies of HHS IT security and privacy policies 

	b) http://www.hhs.gov/ocio/policy/index.html#Security
	b) http://www.hhs.gov/ocio/policy/index.html#Security
	b) http://www.hhs.gov/ocio/policy/index.html#Security
	b) http://www.hhs.gov/ocio/policy/index.html#Security

	 


	4) Federal Risk and Authorization Management Program (FedRAMP)  
	4) Federal Risk and Authorization Management Program (FedRAMP)  

	a) Information concerning OMB-mandated FedRAMP security authorization for cloud services:  
	a) Information concerning OMB-mandated FedRAMP security authorization for cloud services:  
	a) Information concerning OMB-mandated FedRAMP security authorization for cloud services:  
	http://www.FedRAMP.gov
	http://www.FedRAMP.gov

	 


	5) NIST Definition of Cloud Computing (NIST Special Publication 800-145) 
	5) NIST Definition of Cloud Computing (NIST Special Publication 800-145) 

	a) http://csrc.nist.gov/publications/PubsSPs.html#800-145
	a) http://csrc.nist.gov/publications/PubsSPs.html#800-145
	a) http://csrc.nist.gov/publications/PubsSPs.html#800-145
	a) http://csrc.nist.gov/publications/PubsSPs.html#800-145

	 


	6) Defense Security Service Documents  
	6) Defense Security Service Documents  

	a) Copies of security requirements may be obtained from the Defense Security Service: 
	a) Copies of security requirements may be obtained from the Defense Security Service: 

	b) http://www.dss.mil
	b) http://www.dss.mil
	b) http://www.dss.mil
	b) http://www.dss.mil

	 



	Article H.2 Organizational Conflict of Interest 
	The guidelines and procedures of FAR 9.5 will be used in identifying and resolving any issues of organizational conflict of interest at either the GWAC level or the delivery order level. 
	In the event that a delivery order requires activity that would create an actual or potential conflict of interest, the Contractor shall: 
	a. Immediately notify the OCO of the actual or potential conflict, submit a plan for mitigation, and not commence work on any delivery order that involves a potential or actual conflict of interest until specifically notified by the OCO to proceed; or, 
	a. Immediately notify the OCO of the actual or potential conflict, submit a plan for mitigation, and not commence work on any delivery order that involves a potential or actual conflict of interest until specifically notified by the OCO to proceed; or, 
	a. Immediately notify the OCO of the actual or potential conflict, submit a plan for mitigation, and not commence work on any delivery order that involves a potential or actual conflict of interest until specifically notified by the OCO to proceed; or, 

	b. Identify the conflict and recommend to the OCO an alternate delivery approach which would avoid the conflict; 
	b. Identify the conflict and recommend to the OCO an alternate delivery approach which would avoid the conflict; 


	The OCO (or PCO as applicable at the GWAC level) will review the information provided by the Contractor and make a determination whether to proceed with the delivery order, notwithstanding a conflict of interest, and as applicable, process a request for waiver pursuant to FAR 9.503.  
	Article H.3 Subcontracting Provisions  
	(Applicable to Other Than Small Business Only) 
	H.3.1 Small Business Subcontracting Plan 
	a. The Contractor Small Business Subcontracting Plan is attached hereto and made a part of this contract.   
	a. The Contractor Small Business Subcontracting Plan is attached hereto and made a part of this contract.   
	a. The Contractor Small Business Subcontracting Plan is attached hereto and made a part of this contract.   

	b. The failure of any contractor or subcontractor to comply in good faith with FAR Clause 52.219-8, entitled "Utilization of Small Business Concerns" incorporated in this contract and the attached Subcontracting Plan, will be a material breach of such contract or subcontract and subject to the remedies reserved to the Government under FAR Clause 52.219-16 entitled, "Liquidated Damages-Subcontracting Plan." 
	b. The failure of any contractor or subcontractor to comply in good faith with FAR Clause 52.219-8, entitled "Utilization of Small Business Concerns" incorporated in this contract and the attached Subcontracting Plan, will be a material breach of such contract or subcontract and subject to the remedies reserved to the Government under FAR Clause 52.219-16 entitled, "Liquidated Damages-Subcontracting Plan." 


	H.3.2 Subcontracting Reports 
	In accordance with FAR Clause 52.219-9, the Contractor shall submit the following Subcontracting Reports electronically via the Electronic Subcontracting Reporting System (eSRS) at 
	In accordance with FAR Clause 52.219-9, the Contractor shall submit the following Subcontracting Reports electronically via the Electronic Subcontracting Reporting System (eSRS) at 
	http://www.esrs.gov
	http://www.esrs.gov

	. 

	a. Individual Subcontract Reports (ISR) 
	a. Individual Subcontract Reports (ISR) 
	a. Individual Subcontract Reports (ISR) 


	Regardless of the effective date of this contract, the ISRs (formerly SF-294) shall be due on the following dates for the entire life of this contract: 
	April 30th 
	October 30th  
	Expiration Date of Contract 
	ISRs shall be submitted under Agency ID 7529 (NATIONAL INSTITUTES OF HEALTH). 
	**Note: ISRs are not required for Commercial Plans. 
	b. Summary Subcontract Report (SSR) 
	b. Summary Subcontract Report (SSR) 
	b. Summary Subcontract Report (SSR) 


	Regardless of the effective date of this contract, the SSR shall be submitted annually on the following date for the entire life of this contract: 
	October 30th  
	The SSR for Plan Type Individual is the former SF-295. For Individual or Master Plans, the SSRs shall be submitted under Agency ID 7500 (DEPARTMENT OF HEALTH AND HUMAN SERVICES) as the approving agency. 
	The SSR for Commercial Plan is filed by Prime Contractors with an approved Commercial Subcontracting Plan.  Commercial plans shall be submitted under the Agency ID of the residing Contracting Officer who approved the Commercial Plan as well as Agency ID 7500 (DEPARTMENT OF HEALTH AND HUMAN SERVICES). 
	For both the Individual and Summary Subcontract Reports (ISRs & SSRs), the NITAAC Customer Support Center shall be included for notification purposes through the following e-mail address:  
	Email:  
	Email:  
	NITAACsupport@nih.gov
	NITAACsupport@nih.gov

	  

	  
	Article H.4 Acknowledgement of Federal Funding 
	(Applicable to delivery orders funded by the NIH appropriated funds.) 
	The Contractor shall clearly state, when issuing statements, press releases, requests for proposals, bid solicitations and other documents describing projects or programs funded in whole or in part with Federal money: (1) the percentage of the total costs of the program or project which will be financed with Federal money; (2) the dollar amount of Federal funds for the project or program; and (3) the percentage and dollar amount of the total costs of the project or program that will be financed by non-gover
	Article H.5 Needle Distribution 
	(Applicable to delivery orders funded by the NIH appropriated funds.) 
	The Contractor shall not use contract funds to carry out any program of distributing sterile needles or syringes for the hypodermic injection of any illegal drug. 
	Article H.6 Certification of Filing and Payment of Taxes (Section 518) 
	(Applicable to delivery orders funded by the NIH appropriated funds.) 
	The contractor must be in compliance with Section 518 of The Consolidated and Further Continuing Appropriations Act, 2015 Pub. L 113-235, Division E, Sections 744 and 745. 
	None of the funds appropriated or otherwise made available by this act may be used to enter into a contract in an amount greater than $5,000,000 or to award a grant in excess of such amount unless the prospective contractor or grantee certifies in writing to the agency awarding the contract or grant that, to the best of its knowledge and belief, the contractor or grantee has filed all Federal tax returns required during the three years preceding the certification, has not been convicted of a criminal offens
	Article H.7 Information and Physical Access Security 
	H.7.1 Security 
	For systems used at the NIH, the Contractor shall agree to establish and follow any additional security precautions considered by the NIH to be necessary to ensure proper and confidential handling of data and information.  For such systems, a written agreement between the NIH and the Contractor shall be reached before data and information otherwise exempt from public disclosure may be disclosed to the Contractor.  The Contractor must include these requirements in any subcontract awarded under the prime cont
	H.7.2 Physical Security 
	Individual delivery orders will specify contractor rights of entry to and exit from government facilities as required for performance of work under this contract.  Contractor employees shall comply with all applicable directives and policies regarding conduct of personnel and operation of the facility.  The Government reserves the right to require Contractor personnel to "sign-in" upon entry to and "sign-out" upon exit from any government facility.  
	The Contractor shall secure and protect all Contractor-owned and Contractor employee-owned personal property and equipment brought into government facilities during performance of work under this contract.  The Government shall not be held liable for loss of or damage to Contractor-owned or Contractor employee-owned personal property or equipment brought into government facilities.  The Contractor shall remove any Contractor-owned or Contractor employee-owned personal property deemed inappropriate by the Go
	Delivery orders will provide any restrictions regarding the need for contractor employees to be United States citizens, legal residents of the United States, or aliens authorized temporary employment in the United States before they can be employed under this contract.  The delivery order will also provide instructions for any requirements for non-disclosure agreements such as the "Commitment to Protect Non-Public Information – Contractor Employee Agreement" form available at 
	Delivery orders will provide any restrictions regarding the need for contractor employees to be United States citizens, legal residents of the United States, or aliens authorized temporary employment in the United States before they can be employed under this contract.  The delivery order will also provide instructions for any requirements for non-disclosure agreements such as the "Commitment to Protect Non-Public Information – Contractor Employee Agreement" form available at 
	https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Nondisclosure.pdf
	https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Nondisclosure.pdf

	 

	The Contractor will be held liable for any inappropriate disclosure of information/data by its employees or via any system used by the Contractor.  Should the Contractor become aware of the need for additional safeguards, it must notify the COR immediately. 
	H.7.3 Additional Considerations for HHS Delivery Orders 
	(The following Paragraph A of this Article is not applicable to this contract, but is applicable to any HHS delivery order issued under this contract where it has been determined that: (a) contractor personnel may require access to HHS-controlled facilities and/or information systems, including sensitive data/information, in order to perform the contract/order SOW/PWS, and/or; (b) the Homeland Security Presidential Directive's (HSPD-12) more stringent access procedures are expected to apply, because access 
	A. HHS-Controlled Facilities and Information Systems Security 
	A. HHS-Controlled Facilities and Information Systems Security 
	A. HHS-Controlled Facilities and Information Systems Security 

	a. To perform the work specified herein, Contractor personnel are expected to have routine (1) physical access to an HHS-controlled facility; (2) physical access to an HHS-controlled information system; (3) access to sensitive HHS data or information, whether in an HHS-controlled information system or in hard copy; or (4) any combination of circumstances (1) through (3). 
	a. To perform the work specified herein, Contractor personnel are expected to have routine (1) physical access to an HHS-controlled facility; (2) physical access to an HHS-controlled information system; (3) access to sensitive HHS data or information, whether in an HHS-controlled information system or in hard copy; or (4) any combination of circumstances (1) through (3). 
	a. To perform the work specified herein, Contractor personnel are expected to have routine (1) physical access to an HHS-controlled facility; (2) physical access to an HHS-controlled information system; (3) access to sensitive HHS data or information, whether in an HHS-controlled information system or in hard copy; or (4) any combination of circumstances (1) through (3). 

	b. To gain routine physical access to an HHS-controlled information system, and/or access to sensitive data or information, the Contractor and its employees shall comply with Homeland Security Presidential Directive (HSPD)-12, Policy for a Common Identification Standard for Federal Employees and Contractors; Office of Management and Budget Memorandum (M-05– 24); and Federal Information Processing Standards Publication (FIPS PUB) Number 201; and with the personal identity verification and investigations proc
	b. To gain routine physical access to an HHS-controlled information system, and/or access to sensitive data or information, the Contractor and its employees shall comply with Homeland Security Presidential Directive (HSPD)-12, Policy for a Common Identification Standard for Federal Employees and Contractors; Office of Management and Budget Memorandum (M-05– 24); and Federal Information Processing Standards Publication (FIPS PUB) Number 201; and with the personal identity verification and investigations proc



	1. HHS-OCIO Information Systems Security and Privacy Policy  
	1. HHS-OCIO Information Systems Security and Privacy Policy  
	1. HHS-OCIO Information Systems Security and Privacy Policy  
	1. HHS-OCIO Information Systems Security and Privacy Policy  
	1. HHS-OCIO Information Systems Security and Privacy Policy  




	(
	(
	http://www.hhs.gov/ocio/policy/#Security
	http://www.hhs.gov/ocio/policy/#Security

	) 

	2. HHS HSPD-12 Policy Document, v. 2.0 
	2. HHS HSPD-12 Policy Document, v. 2.0 
	2. HHS HSPD-12 Policy Document, v. 2.0 
	2. HHS HSPD-12 Policy Document, v. 2.0 
	2. HHS HSPD-12 Policy Document, v. 2.0 




	(
	(
	http://www.whitehouse.gov/sites/default/files/omb/assets/omb/memoranda/fy2005/m05-24.pdf
	http://www.whitehouse.gov/sites/default/files/omb/assets/omb/memoranda/fy2005/m05-24.pdf

	) 

	3. Information regarding background checks/badges 
	3. Information regarding background checks/badges 
	3. Information regarding background checks/badges 
	3. Information regarding background checks/badges 
	3. Information regarding background checks/badges 




	(
	(
	http://www.ors.od.nih.gov/ser/dpsac/Pages/Home.aspx
	http://www.ors.od.nih.gov/ser/dpsac/Pages/Home.aspx

	) 

	c. Position Sensitivity Levels: 
	c. Position Sensitivity Levels: 
	c. Position Sensitivity Levels: 
	c. Position Sensitivity Levels: 



	This contract will entail the following position sensitivity levels: 
	[ ] Level 6: Public Trust – High Risk.  Contractor/subcontractor employees assigned to Level 6 positions shall undergo a Suitability Determination and Background Investigation (MBI). 
	[ ] Level 5: Public Trust – Moderate Risk.  Contractor/subcontractor employees assigned to Level 5 positions with no previous investigation and approval shall undergo a Suitability Determination and a Minimum Background Investigation (MBI), or a Limited Background Investigation (LBI). 
	[ ] Level 1: Non-Sensitive.  Contractor/subcontractor employees assigned to Level 1 positions shall undergo a Suitability Determination and National Check and Inquiry Investigation (NACI). 
	d. The personnel investigation procedures for Contractor personnel require that the Contractor prepare and submit background check/investigation forms based on the type of investigation required.  The minimum Government investigation for a non-sensitive position is a National Agency Check and Inquiries (NACI) with fingerprinting. More restricted positions – i.e., those above non-sensitive, require more extensive documentation and investigation. 
	d. The personnel investigation procedures for Contractor personnel require that the Contractor prepare and submit background check/investigation forms based on the type of investigation required.  The minimum Government investigation for a non-sensitive position is a National Agency Check and Inquiries (NACI) with fingerprinting. More restricted positions – i.e., those above non-sensitive, require more extensive documentation and investigation. 
	d. The personnel investigation procedures for Contractor personnel require that the Contractor prepare and submit background check/investigation forms based on the type of investigation required.  The minimum Government investigation for a non-sensitive position is a National Agency Check and Inquiries (NACI) with fingerprinting. More restricted positions – i.e., those above non-sensitive, require more extensive documentation and investigation. 
	d. The personnel investigation procedures for Contractor personnel require that the Contractor prepare and submit background check/investigation forms based on the type of investigation required.  The minimum Government investigation for a non-sensitive position is a National Agency Check and Inquiries (NACI) with fingerprinting. More restricted positions – i.e., those above non-sensitive, require more extensive documentation and investigation. 



	The Contractor shall submit a roster, by name, position, e-mail address, phone number and responsibility, of all staff (including subcontractor staff) working under the contract who will develop, have the ability to access and/or maintain a Federal Information System(s).  The roster shall be submitted to the Contracting Officer's Representative (COR), with a copy to the Contracting Officer, within 14 calendar days after the effective date of the contract.  The Contracting Officer shall notify the Contractor
	The Contractor shall submit a roster, by name, position, e-mail address, phone number and responsibility, of all staff (including subcontractor staff) working under the contract who will develop, have the ability to access and/or maintain a Federal Information System(s).  The roster shall be submitted to the Contracting Officer's Representative (COR), with a copy to the Contracting Officer, within 14 calendar days after the effective date of the contract.  The Contracting Officer shall notify the Contractor
	https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/SuitabilityRoster_10-15-12.xlsx
	https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/SuitabilityRoster_10-15-12.xlsx

	.  

	Upon receipt of the Government's notification of applicable Suitability Investigations required, the Contractor shall complete and submit the required forms within 30 days of the notification. 
	The Contractor shall notify the Contracting Officer in advance when any new personnel, who are subject to a background check/investigation, will work under the contract and if they have previously been the subject of national agency checks or background investigations. 
	All contractor and subcontractor employees shall comply with the conditions established for their designated position sensitivity level prior to performing any work under this contract. 
	Contractors may begin work after the fingerprint check has been completed. 
	e. Investigations are expensive and may delay performance, regardless of the outcome of the investigation.  Delays associated with rejections and consequent re-investigations may not be excusable in accordance with the FAR clause, Excusable Delays – see FAR 52.249-14.  Accordingly, the Contractor shall ensure that any additional employees whose names it submits for work under this contract have a reasonable chance for approval. 
	e. Investigations are expensive and may delay performance, regardless of the outcome of the investigation.  Delays associated with rejections and consequent re-investigations may not be excusable in accordance with the FAR clause, Excusable Delays – see FAR 52.249-14.  Accordingly, the Contractor shall ensure that any additional employees whose names it submits for work under this contract have a reasonable chance for approval. 
	e. Investigations are expensive and may delay performance, regardless of the outcome of the investigation.  Delays associated with rejections and consequent re-investigations may not be excusable in accordance with the FAR clause, Excusable Delays – see FAR 52.249-14.  Accordingly, the Contractor shall ensure that any additional employees whose names it submits for work under this contract have a reasonable chance for approval. 
	e. Investigations are expensive and may delay performance, regardless of the outcome of the investigation.  Delays associated with rejections and consequent re-investigations may not be excusable in accordance with the FAR clause, Excusable Delays – see FAR 52.249-14.  Accordingly, the Contractor shall ensure that any additional employees whose names it submits for work under this contract have a reasonable chance for approval. 

	f. Typically, the Government investigates personnel at no cost to the Contractor.  However, multiple investigations for the same position may, at the Contracting Officer's discretion, justify reduction(s) in the contract price of no more that the cost of the additional investigation(s). 
	f. Typically, the Government investigates personnel at no cost to the Contractor.  However, multiple investigations for the same position may, at the Contracting Officer's discretion, justify reduction(s) in the contract price of no more that the cost of the additional investigation(s). 

	g. The Contractor shall include language similar to this "HHS Controlled Facilities and Information Systems Security" language in all subcontracts that require subcontractor personnel to have the same frequency and duration of (1) physical access to an HHS-controlled facility; (2) logical access to an HHS-controlled information system; (3) access to sensitive HHS data/information, whether in an HHS-controlled information system or in hard copy; or (4) any combination of circumstances (1) through (3). 
	g. The Contractor shall include language similar to this "HHS Controlled Facilities and Information Systems Security" language in all subcontracts that require subcontractor personnel to have the same frequency and duration of (1) physical access to an HHS-controlled facility; (2) logical access to an HHS-controlled information system; (3) access to sensitive HHS data/information, whether in an HHS-controlled information system or in hard copy; or (4) any combination of circumstances (1) through (3). 

	h. The Contractor shall direct inquiries, including requests for forms and assistance, to the Contracting Officer or designee. 
	h. The Contractor shall direct inquiries, including requests for forms and assistance, to the Contracting Officer or designee. 

	i. Within 7 calendar days after the Government's final acceptance of the work under this contract, or upon termination of the contract, the Contractor shall return all identification badges to the Contracting Officer or designee. 
	i. Within 7 calendar days after the Government's final acceptance of the work under this contract, or upon termination of the contract, the Contractor shall return all identification badges to the Contracting Officer or designee. 



	(The following Paragraph B of this Article is not applicable to this contract, but is applicable to any HHS delivery order issued under this contract that involves the operation or acquisition of an information technology system) 
	B. Standard for Security Configurations, HHSAR 352.239-70, (January 2010) 
	B. Standard for Security Configurations, HHSAR 352.239-70, (January 2010) 
	B. Standard for Security Configurations, HHSAR 352.239-70, (January 2010) 

	a. The Contractor shall configure its computers that contain HHS data with the applicable Federal Desktop Core Configuration (FDCC) (see 
	a. The Contractor shall configure its computers that contain HHS data with the applicable Federal Desktop Core Configuration (FDCC) (see 
	a. The Contractor shall configure its computers that contain HHS data with the applicable Federal Desktop Core Configuration (FDCC) (see 
	a. The Contractor shall configure its computers that contain HHS data with the applicable Federal Desktop Core Configuration (FDCC) (see 
	http://nvd.nist.gov/fdcc/index.cfm
	http://nvd.nist.gov/fdcc/index.cfm

	) and ensure that its computers have and maintain the latest operating system patch level and anti-virus software level. 




	Note: FDCC is applicable to all computing systems using Windows XPTM and Windows VistaTM, including desktops and laptops – regardless of function – but not including servers. 
	b. The Contractor shall apply approved security configurations to information technology (IT) that is used to process information on behalf of HHS.  The following security configuration requirements apply: [Insert the IC/ISSO approved contract-specific configuration, or if there are no contract-specific configurations, insert: "FDCC"] 
	b. The Contractor shall apply approved security configurations to information technology (IT) that is used to process information on behalf of HHS.  The following security configuration requirements apply: [Insert the IC/ISSO approved contract-specific configuration, or if there are no contract-specific configurations, insert: "FDCC"] 
	b. The Contractor shall apply approved security configurations to information technology (IT) that is used to process information on behalf of HHS.  The following security configuration requirements apply: [Insert the IC/ISSO approved contract-specific configuration, or if there are no contract-specific configurations, insert: "FDCC"] 
	b. The Contractor shall apply approved security configurations to information technology (IT) that is used to process information on behalf of HHS.  The following security configuration requirements apply: [Insert the IC/ISSO approved contract-specific configuration, or if there are no contract-specific configurations, insert: "FDCC"] 

	c. The Contractor shall ensure IT applications operated on behalf of HHS are fully functional and operate correctly on systems configured in accordance with the above configuration requirements.  The Contractor shall use Security Content Automation 
	c. The Contractor shall ensure IT applications operated on behalf of HHS are fully functional and operate correctly on systems configured in accordance with the above configuration requirements.  The Contractor shall use Security Content Automation 



	Protocol (SCAP)-validated tools with FDCC Scanner capability to ensure its products operate correctly with FDCC configurations and do not alter FDCC settings – see 
	Protocol (SCAP)-validated tools with FDCC Scanner capability to ensure its products operate correctly with FDCC configurations and do not alter FDCC settings – see 
	Protocol (SCAP)-validated tools with FDCC Scanner capability to ensure its products operate correctly with FDCC configurations and do not alter FDCC settings – see 
	Protocol (SCAP)-validated tools with FDCC Scanner capability to ensure its products operate correctly with FDCC configurations and do not alter FDCC settings – see 
	Protocol (SCAP)-validated tools with FDCC Scanner capability to ensure its products operate correctly with FDCC configurations and do not alter FDCC settings – see 
	http://scap.nist.gov/validation
	http://scap.nist.gov/validation

	.  The Contractor shall test applicable product versions with all relevant and current updates and patches installed.  The Contractor shall ensure currently supported versions of information technology products met the latest FDCC major version and subsequent major versions. 


	d. The Contractor shall ensure IT applications designed for end users run in the standard user context without requiring elevated administrative privileges. 
	d. The Contractor shall ensure IT applications designed for end users run in the standard user context without requiring elevated administrative privileges. 

	e. The Contractor shall ensure hardware and software installation, operation, maintenance, update, and patching will not alter the configuration settings or requirements specified above. 
	e. The Contractor shall ensure hardware and software installation, operation, maintenance, update, and patching will not alter the configuration settings or requirements specified above. 

	f. The Contractor shall (1) include Federal Information Processing Standard (FIPS) 201-compliant (
	f. The Contractor shall (1) include Federal Information Processing Standard (FIPS) 201-compliant (
	f. The Contractor shall (1) include Federal Information Processing Standard (FIPS) 201-compliant (
	http://csrc.nist.gov/publications/fips/fips201-1/FIPS-201-1-chng1.pdf
	http://csrc.nist.gov/publications/fips/fips201-1/FIPS-201-1-chng1.pdf

	), Homeland Security Presidential Directive 12 (HSPD-12) card readers with the purchase of servers, desktops, and laptops; and (2) comply with FAR Subpart 4.13, Personal Identity Verification. 


	g. The Contractor shall ensure that its subcontractors (at all tiers) which perform work under this contract comply with the requirements contained in this clause. 
	g. The Contractor shall ensure that its subcontractors (at all tiers) which perform work under this contract comply with the requirements contained in this clause. 



	(The following Paragraph C of this Article is not applicable to this contract, but is applicable to any HHS delivery order issued under this contract that involves the acquisition or lease of, or the requirement to use, desktop or laptop computers, mobile devices, or portable media to store or process HHS sensitive information that the COR categorizes as moderate or high under Federal Information Processing Standard (FIPS) 199, Standards for Security Categorization of Federal Information and Information Sys
	C. Standard for Encryption language, HHSAR 352.239-71, (January 2010) 
	C. Standard for Encryption language, HHSAR 352.239-71, (January 2010) 
	C. Standard for Encryption language, HHSAR 352.239-71, (January 2010) 

	a. The Contractor shall use Federal Information processing Standard (FIPS) 140-2-compliant encryption (Security) Requirements for Cryptographic Module, as amended) to protect all instances of HHS sensitive information during storage and transmission.  (Note: The Government has determined that HHS information under this contract is considered "sensitive" in accordance with FIPS 199, Standards for Security Categorization of Federal Information and Information Systems, dated February 2004). 
	a. The Contractor shall use Federal Information processing Standard (FIPS) 140-2-compliant encryption (Security) Requirements for Cryptographic Module, as amended) to protect all instances of HHS sensitive information during storage and transmission.  (Note: The Government has determined that HHS information under this contract is considered "sensitive" in accordance with FIPS 199, Standards for Security Categorization of Federal Information and Information Systems, dated February 2004). 
	a. The Contractor shall use Federal Information processing Standard (FIPS) 140-2-compliant encryption (Security) Requirements for Cryptographic Module, as amended) to protect all instances of HHS sensitive information during storage and transmission.  (Note: The Government has determined that HHS information under this contract is considered "sensitive" in accordance with FIPS 199, Standards for Security Categorization of Federal Information and Information Systems, dated February 2004). 

	b. The Contractor shall verify that the selected encryption product has been validated under the Cryptographic Module Validation Program (see 
	b. The Contractor shall verify that the selected encryption product has been validated under the Cryptographic Module Validation Program (see 
	b. The Contractor shall verify that the selected encryption product has been validated under the Cryptographic Module Validation Program (see 
	http://csrc.nist.gov/cryptval/
	http://csrc.nist.gov/cryptval/

	) to confirm compliance with FIPS 140-2 (as amended).  The Contractor shall provide a written copy of the validation documentation to the Contracting Officer and the Contracting Officer's Technical Representative. 


	c. The Contractor shall use the Key Management Key (see FIPS 201, Chapter 4, as amended) on the HHS personal identification verification (PIV) card; or alternatively, the Contractor shall establish and use a key recovery mechanism to ensure the ability for authorized personnel to decrypt and recover all encrypted information (see 
	c. The Contractor shall use the Key Management Key (see FIPS 201, Chapter 4, as amended) on the HHS personal identification verification (PIV) card; or alternatively, the Contractor shall establish and use a key recovery mechanism to ensure the ability for authorized personnel to decrypt and recover all encrypted information (see 
	c. The Contractor shall use the Key Management Key (see FIPS 201, Chapter 4, as amended) on the HHS personal identification verification (PIV) card; or alternatively, the Contractor shall establish and use a key recovery mechanism to ensure the ability for authorized personnel to decrypt and recover all encrypted information (see 
	http://csrc.nist.gov/drivers/documents/ombencryption-guidance.pdf
	http://csrc.nist.gov/drivers/documents/ombencryption-guidance.pdf

	).  The Contractor shall notify the Contracting Officer and the Contracting Officer's Technical Representative of personnel authorized to decrypt and recover all encrypted information. 




	d. The Contractor shall securely generate and manage encryption keys to prevent unauthorized decryption of information in accordance with FIPS 140-2 (as amended). 
	d. The Contractor shall securely generate and manage encryption keys to prevent unauthorized decryption of information in accordance with FIPS 140-2 (as amended). 
	d. The Contractor shall securely generate and manage encryption keys to prevent unauthorized decryption of information in accordance with FIPS 140-2 (as amended). 
	d. The Contractor shall securely generate and manage encryption keys to prevent unauthorized decryption of information in accordance with FIPS 140-2 (as amended). 

	e. The Contractor shall securely generate and manage encryption keys to prevent unauthorized decryption of information in accordance with FIPS 140-2 (as amended).  The Contractor shall ensure that this standard is incorporated into the Contractor's property management/control system or establish a separate procedure to account for all laptop computers, desktop computers, and other mobile devices and portable media that store or process sensitive HHS information. 
	e. The Contractor shall securely generate and manage encryption keys to prevent unauthorized decryption of information in accordance with FIPS 140-2 (as amended).  The Contractor shall ensure that this standard is incorporated into the Contractor's property management/control system or establish a separate procedure to account for all laptop computers, desktop computers, and other mobile devices and portable media that store or process sensitive HHS information. 

	f. The Contractor shall ensure that its subcontractors (all tiers) which perform work under this contract comply with the requirements contained in this clause. 
	f. The Contractor shall ensure that its subcontractors (all tiers) which perform work under this contract comply with the requirements contained in this clause. 



	(The following Paragraph D of this Article is not applicable to this contract, but is applicable to any HHS delivery order issued under this contract that involves contractor access to Federal Information or Federal Information Systems.) 
	D. Security Requirements For Federal Information Technology Resources, HHSAR 352.239-72, (January 2010) 
	D. Security Requirements For Federal Information Technology Resources, HHSAR 352.239-72, (January 2010) 
	D. Security Requirements For Federal Information Technology Resources, HHSAR 352.239-72, (January 2010) 

	a. Applicability. This clause applies whether the entire contract or order (hereafter "contract"), or portion thereof, includes information technology resources or services in which the Contractor has physical or logical (electronic) access to, or operates a Department of Health and Human Services (HHS) system containing, information that directly supports HHS' mission.  The term "information technology (IT)", as used in this clause, includes computers, ancillary equipment (including imaging peripherals, in
	a. Applicability. This clause applies whether the entire contract or order (hereafter "contract"), or portion thereof, includes information technology resources or services in which the Contractor has physical or logical (electronic) access to, or operates a Department of Health and Human Services (HHS) system containing, information that directly supports HHS' mission.  The term "information technology (IT)", as used in this clause, includes computers, ancillary equipment (including imaging peripherals, in
	a. Applicability. This clause applies whether the entire contract or order (hereafter "contract"), or portion thereof, includes information technology resources or services in which the Contractor has physical or logical (electronic) access to, or operates a Department of Health and Human Services (HHS) system containing, information that directly supports HHS' mission.  The term "information technology (IT)", as used in this clause, includes computers, ancillary equipment (including imaging peripherals, in

	b. Contractor responsibilities. The Contractor is responsible for the following: 
	b. Contractor responsibilities. The Contractor is responsible for the following: 

	1. Protecting Federal information and Federal information systems in order to ensure their – 
	1. Protecting Federal information and Federal information systems in order to ensure their – 
	1. Protecting Federal information and Federal information systems in order to ensure their – 

	a. Integrity, which means guarding against improper information modification or destruction, and includes ensuring information non-repudiation and authenticity; 
	a. Integrity, which means guarding against improper information modification or destruction, and includes ensuring information non-repudiation and authenticity; 
	a. Integrity, which means guarding against improper information modification or destruction, and includes ensuring information non-repudiation and authenticity; 

	b. Confidentiality, which means preserving authorized restrictions on access and disclosure, including means for protecting personal privacy and proprietary information; and 
	b. Confidentiality, which means preserving authorized restrictions on access and disclosure, including means for protecting personal privacy and proprietary information; and 

	c. Availability, which means ensuring timely and reliable access to and use of information. 
	c. Availability, which means ensuring timely and reliable access to and use of information. 


	2. Providing security of any Contractor systems, and information contained therein, connected to an HHS network or operated by the Contractor, regardless of location, on behalf of HHS. 
	2. Providing security of any Contractor systems, and information contained therein, connected to an HHS network or operated by the Contractor, regardless of location, on behalf of HHS. 

	3. Adopting, and implementing, at a minimum, the policies, procedures, controls and standards of the HHS Information Security Program to ensure the integrity, confidentiality, and availability of Federal information and Federal information 
	3. Adopting, and implementing, at a minimum, the policies, procedures, controls and standards of the HHS Information Security Program to ensure the integrity, confidentiality, and availability of Federal information and Federal information 




	systems for which the Contractor is responsible under this contract or to which it may otherwise have access under this contract.  The HHS Information Security Program is outlined in the HHS Information Security Program Policy, which is available on the HHS Office of the Chief Information Officer's (OCIO) Web site. 
	systems for which the Contractor is responsible under this contract or to which it may otherwise have access under this contract.  The HHS Information Security Program is outlined in the HHS Information Security Program Policy, which is available on the HHS Office of the Chief Information Officer's (OCIO) Web site. 
	systems for which the Contractor is responsible under this contract or to which it may otherwise have access under this contract.  The HHS Information Security Program is outlined in the HHS Information Security Program Policy, which is available on the HHS Office of the Chief Information Officer's (OCIO) Web site. 
	systems for which the Contractor is responsible under this contract or to which it may otherwise have access under this contract.  The HHS Information Security Program is outlined in the HHS Information Security Program Policy, which is available on the HHS Office of the Chief Information Officer's (OCIO) Web site. 
	systems for which the Contractor is responsible under this contract or to which it may otherwise have access under this contract.  The HHS Information Security Program is outlined in the HHS Information Security Program Policy, which is available on the HHS Office of the Chief Information Officer's (OCIO) Web site. 


	c. Contractor security deliverables. In accordance with the timeframes specified, the Contractor shall prepare and submit the following security documents to the Contracting Officer for review, comment, and acceptance: 
	c. Contractor security deliverables. In accordance with the timeframes specified, the Contractor shall prepare and submit the following security documents to the Contracting Officer for review, comment, and acceptance: 

	1. IT Security Plan (IT-SP) – due within 30 days after contract award. The IT-SP shall be consistent with, and further detail the approach to, IT security contained in the Contractor's bid or proposal that resulted in the award of this contract.  The IT-SP shall describe the processes and procedures that the Contractor will follow to ensure appropriate security of IT resources that are developed, processed, or used under this contract.  If the IT-SP only applies to a portion of the contract, the Contractor 
	1. IT Security Plan (IT-SP) – due within 30 days after contract award. The IT-SP shall be consistent with, and further detail the approach to, IT security contained in the Contractor's bid or proposal that resulted in the award of this contract.  The IT-SP shall describe the processes and procedures that the Contractor will follow to ensure appropriate security of IT resources that are developed, processed, or used under this contract.  If the IT-SP only applies to a portion of the contract, the Contractor 
	1. IT Security Plan (IT-SP) – due within 30 days after contract award. The IT-SP shall be consistent with, and further detail the approach to, IT security contained in the Contractor's bid or proposal that resulted in the award of this contract.  The IT-SP shall describe the processes and procedures that the Contractor will follow to ensure appropriate security of IT resources that are developed, processed, or used under this contract.  If the IT-SP only applies to a portion of the contract, the Contractor 

	a. The Contractor's IT-SP shall comply with applicable Federal laws that include, but are not limited to, the Federal Information Security Management Act (FISMA) of 2002 (Title III of the E-Government Act of 2002, Public Law 107-347), and the following Federal and HHS policies and procedures: 
	a. The Contractor's IT-SP shall comply with applicable Federal laws that include, but are not limited to, the Federal Information Security Management Act (FISMA) of 2002 (Title III of the E-Government Act of 2002, Public Law 107-347), and the following Federal and HHS policies and procedures: 
	a. The Contractor's IT-SP shall comply with applicable Federal laws that include, but are not limited to, the Federal Information Security Management Act (FISMA) of 2002 (Title III of the E-Government Act of 2002, Public Law 107-347), and the following Federal and HHS policies and procedures: 

	i. Office of Management and Budget (OMB) Circular A-130, Management of Federal Information Resources, Appendix III, Security of Federal Automation Information Resources. 
	i. Office of Management and Budget (OMB) Circular A-130, Management of Federal Information Resources, Appendix III, Security of Federal Automation Information Resources. 
	i. Office of Management and Budget (OMB) Circular A-130, Management of Federal Information Resources, Appendix III, Security of Federal Automation Information Resources. 

	ii. National Institutes of Standards and Technology (NIST) Special Publication (SP) 800-18, Guide for Developing Security Plans for Information Systems, in form and content, and with any pertinent contract Statement of Work/Performance Work Statement (SOW/PWS) requirements.  The IT-SP shall identify and document appropriate IT security controls consistent with the sensitivity of the information and the requirements of Federal Information Processing Standard (FIPS) 200, Recommend Security Controls for Federa
	ii. National Institutes of Standards and Technology (NIST) Special Publication (SP) 800-18, Guide for Developing Security Plans for Information Systems, in form and content, and with any pertinent contract Statement of Work/Performance Work Statement (SOW/PWS) requirements.  The IT-SP shall identify and document appropriate IT security controls consistent with the sensitivity of the information and the requirements of Federal Information Processing Standard (FIPS) 200, Recommend Security Controls for Federa

	iii. HHS-OCIO Information Systems Security and Privacy Policy. 
	iii. HHS-OCIO Information Systems Security and Privacy Policy. 



	2. IT Risk Assessment (IT-RA) – due within 30 days after contract award.  The IT-RA shall be consistent, in form and content, with NIST SP 800-30, Risk Management Guide for Information Technology Systems, and any additions or augmentations described in the HHS-OCIO Information Systems Security and Privacy Policy.  After resolution of any comments provided by the Government on the draft IT-RA, the Contracting Officer shall accept the IT-RA and incorporate the Contractor's final version into the contract for 
	2. IT Risk Assessment (IT-RA) – due within 30 days after contract award.  The IT-RA shall be consistent, in form and content, with NIST SP 800-30, Risk Management Guide for Information Technology Systems, and any additions or augmentations described in the HHS-OCIO Information Systems Security and Privacy Policy.  After resolution of any comments provided by the Government on the draft IT-RA, the Contracting Officer shall accept the IT-RA and incorporate the Contractor's final version into the contract for 

	3. FIPS 199 Standards for Security Categorization of Federal Information and Information Systems Assessment (FIPS 199 Assessment) – due within 30 
	3. FIPS 199 Standards for Security Categorization of Federal Information and Information Systems Assessment (FIPS 199 Assessment) – due within 30 




	days after contract award.  The FIPS 199 Assessment shall be consistent with the cited NIST standard.  After resolution of any comments by the Government on the draft FIPS 199 Assessment, the Contracting Officer shall accept the FIPS 199 Assessment and incorporate the Contractor's final version into the contract. 
	days after contract award.  The FIPS 199 Assessment shall be consistent with the cited NIST standard.  After resolution of any comments by the Government on the draft FIPS 199 Assessment, the Contracting Officer shall accept the FIPS 199 Assessment and incorporate the Contractor's final version into the contract. 
	days after contract award.  The FIPS 199 Assessment shall be consistent with the cited NIST standard.  After resolution of any comments by the Government on the draft FIPS 199 Assessment, the Contracting Officer shall accept the FIPS 199 Assessment and incorporate the Contractor's final version into the contract. 
	days after contract award.  The FIPS 199 Assessment shall be consistent with the cited NIST standard.  After resolution of any comments by the Government on the draft FIPS 199 Assessment, the Contracting Officer shall accept the FIPS 199 Assessment and incorporate the Contractor's final version into the contract. 
	days after contract award.  The FIPS 199 Assessment shall be consistent with the cited NIST standard.  After resolution of any comments by the Government on the draft FIPS 199 Assessment, the Contracting Officer shall accept the FIPS 199 Assessment and incorporate the Contractor's final version into the contract. 

	4. IT Security Certification and Accreditation (IT-SC&A) – due within 3 months after contract award. The Contractor shall submit written proof to the Contracting Officer that an IT-SC&A was performed for applicable information systems – see paragraph (a) of this clause.  The Contractor shall perform the IT-SC&A in accordance with the HHS Chief Information Security Officer's Certification and Accreditation Checklist; NIST SP 800-37, Guide for the Security, Certification and Accreditation of Federal Informati
	4. IT Security Certification and Accreditation (IT-SC&A) – due within 3 months after contract award. The Contractor shall submit written proof to the Contracting Officer that an IT-SC&A was performed for applicable information systems – see paragraph (a) of this clause.  The Contractor shall perform the IT-SC&A in accordance with the HHS Chief Information Security Officer's Certification and Accreditation Checklist; NIST SP 800-37, Guide for the Security, Certification and Accreditation of Federal Informati

	a. After resolution of any comments provided by the Government on the draft IT SC&A, the Contracting Officer shall accept the IT-SC&A and incorporate the Contractor's final version into the contract as a compliance requirement. 
	a. After resolution of any comments provided by the Government on the draft IT SC&A, the Contracting Officer shall accept the IT-SC&A and incorporate the Contractor's final version into the contract as a compliance requirement. 
	a. After resolution of any comments provided by the Government on the draft IT SC&A, the Contracting Officer shall accept the IT-SC&A and incorporate the Contractor's final version into the contract as a compliance requirement. 

	b. The Contractor shall also perform an annual security control assessment and provide to the Contracting Officer verification that the IT-SC&A remains valid. Evidence of a valid system accreditation includes written results of: 
	b. The Contractor shall also perform an annual security control assessment and provide to the Contracting Officer verification that the IT-SC&A remains valid. Evidence of a valid system accreditation includes written results of: 

	i. Annual testing of the system contingency plan; and 
	i. Annual testing of the system contingency plan; and 
	i. Annual testing of the system contingency plan; and 

	ii. The performance of security control testing and evaluation. 
	ii. The performance of security control testing and evaluation. 




	d. Personal identity verification.  The Contractor shall identify its employees with access to systems operated by the Contractor for HHS or connected to HHS systems and networks.  The Contracting Officer's Representative (COR) shall identify, for those identified employees, position sensitivity levels that are commensurate with the responsibilities and risks associated with their assigned positions.  The Contractor shall comply with the HSPD-12 requirements contained in "HHS-Controlled Facilities and Infor
	d. Personal identity verification.  The Contractor shall identify its employees with access to systems operated by the Contractor for HHS or connected to HHS systems and networks.  The Contracting Officer's Representative (COR) shall identify, for those identified employees, position sensitivity levels that are commensurate with the responsibilities and risks associated with their assigned positions.  The Contractor shall comply with the HSPD-12 requirements contained in "HHS-Controlled Facilities and Infor

	e. Contractor and subcontractor employee training.  The Contractor shall ensure that its employees, and those of its subcontractors, performing under this contract complete HHS-furnished initial and refresher security and privacy education and awareness training before being granted access to systems operated by the Contractor on behalf of HHS or access to HHS systems and networks.  The Contractor shall provide documentation to the COR evidencing that Contractor employees have completed the required trainin
	e. Contractor and subcontractor employee training.  The Contractor shall ensure that its employees, and those of its subcontractors, performing under this contract complete HHS-furnished initial and refresher security and privacy education and awareness training before being granted access to systems operated by the Contractor on behalf of HHS or access to HHS systems and networks.  The Contractor shall provide documentation to the COR evidencing that Contractor employees have completed the required trainin

	f. Government access for IT inspection. The Contractor shall afford the Government access to the Contractor's and subcontractors' facilities, installations, operations, documentation, databases, and personnel used in performance of this contract to the extent required to carry out a program of IT inspection (to include vulnerability testing), investigation, and audit to safeguard against threats and hazards to the integrity, confidentiality, and availability, of HHS data or to the protection of information 
	f. Government access for IT inspection. The Contractor shall afford the Government access to the Contractor's and subcontractors' facilities, installations, operations, documentation, databases, and personnel used in performance of this contract to the extent required to carry out a program of IT inspection (to include vulnerability testing), investigation, and audit to safeguard against threats and hazards to the integrity, confidentiality, and availability, of HHS data or to the protection of information 



	g. Subcontracts. The Contractor shall incorporate the substance of this clause in all subcontracts that require protection of Federal information and Federal information systems as described in paragraph (a) of this clause, including those subcontracts  
	g. Subcontracts. The Contractor shall incorporate the substance of this clause in all subcontracts that require protection of Federal information and Federal information systems as described in paragraph (a) of this clause, including those subcontracts  
	g. Subcontracts. The Contractor shall incorporate the substance of this clause in all subcontracts that require protection of Federal information and Federal information systems as described in paragraph (a) of this clause, including those subcontracts  
	g. Subcontracts. The Contractor shall incorporate the substance of this clause in all subcontracts that require protection of Federal information and Federal information systems as described in paragraph (a) of this clause, including those subcontracts  



	that – 
	a. Have physical or electronic access to HHS' computer systems, networks, or IT infrastructure; or 
	a. Have physical or electronic access to HHS' computer systems, networks, or IT infrastructure; or 
	a. Have physical or electronic access to HHS' computer systems, networks, or IT infrastructure; or 
	a. Have physical or electronic access to HHS' computer systems, networks, or IT infrastructure; or 
	a. Have physical or electronic access to HHS' computer systems, networks, or IT infrastructure; or 

	b. Use information systems to generate, store, process, or exchange data with HHS or on behalf of HHS, regardless of whether the data resides on a HHS or the Contractor's information system. 
	b. Use information systems to generate, store, process, or exchange data with HHS or on behalf of HHS, regardless of whether the data resides on a HHS or the Contractor's information system. 


	h. Contractor employment notice. The Contractor shall immediately notify the Contracting Officer when an employee either begins or terminates employment (or is no longer assigned to the HHS project under this contract), if that employee has, or had, access to HHS information systems or data. 
	h. Contractor employment notice. The Contractor shall immediately notify the Contracting Officer when an employee either begins or terminates employment (or is no longer assigned to the HHS project under this contract), if that employee has, or had, access to HHS information systems or data. 

	i. Document information. The Contractor shall contact the Contracting Officer for any documents, information, or forms necessary to comply with the requirements of this clause. 
	i. Document information. The Contractor shall contact the Contracting Officer for any documents, information, or forms necessary to comply with the requirements of this clause. 

	j. Contractor responsibilities upon physical completion of the contract. The Contractor shall return all HHS information and IT resources provided to the Contractor during contract performance and certify that all HHS information has been purged from Contractor-owned systems used in contract performance. 
	j. Contractor responsibilities upon physical completion of the contract. The Contractor shall return all HHS information and IT resources provided to the Contractor during contract performance and certify that all HHS information has been purged from Contractor-owned systems used in contract performance. 

	k. Failure to comply. Failure on the part of the Contractor or its subcontractors to comply with the terms of this clause shall be grounds for the Contracting Officer to terminate this contract. 
	k. Failure to comply. Failure on the part of the Contractor or its subcontractors to comply with the terms of this clause shall be grounds for the Contracting Officer to terminate this contract. 



	(End of clause) 
	Note: The NIST Special Publication SP-800-26 cited in subparagraph c.1.a.(ii) of this clause has been superseded by NIST SP 800-53A, "Guide for Assessing the Security Controls in Federal Information Systems and Organizations" for use for the assessment of security control effectiveness. See 
	Note: The NIST Special Publication SP-800-26 cited in subparagraph c.1.a.(ii) of this clause has been superseded by NIST SP 800-53A, "Guide for Assessing the Security Controls in Federal Information Systems and Organizations" for use for the assessment of security control effectiveness. See 
	http://csrc.nist.gov/publications/PubsSPs.html
	http://csrc.nist.gov/publications/PubsSPs.html

	 to access NIST Special Publications (800 Series). 

	(The following Paragraph E is not applicable to this contract; however, it may be applicable to any HHS delivery order issued under this contract that includes the Clause at HHSAR 352.239-72, Security Requirements for Federal Information Technology Resources.) 
	E. Additional NIH Requirements 
	E. Additional NIH Requirements 
	E. Additional NIH Requirements 


	(Include subparagraph 1 below if the delivery order requires the contractor to: 1) develop; 2) have the ability to access; or 3) host and/or maintain a Federal Information System). 
	1. SECURITY CATEGORIZATION OF FEDERAL INFORMATION AND INFORMATION SYSTEMS (FIPS 199 Assessment) 
	1. SECURITY CATEGORIZATION OF FEDERAL INFORMATION AND INFORMATION SYSTEMS (FIPS 199 Assessment) 
	1. SECURITY CATEGORIZATION OF FEDERAL INFORMATION AND INFORMATION SYSTEMS (FIPS 199 Assessment) 

	a. Information Type: 
	a. Information Type: 
	a. Information Type: 



	[ ] Administrative, Management and Support Information:  
	[ ] Mission Based Information: 
	b. Security Categories and Levels: 
	b. Security Categories and Levels: 
	b. Security Categories and Levels: 
	b. Security Categories and Levels: 



	Confidentiality Level: [ ] Low  [ ] Moderate   [ ] High 
	Integrity Level:   [ ] Low  [ ] Moderate   [ ] High 
	Availability Level:   [ ] Low  [ ] Moderate  [ ] High 
	Overall Level:   [ ] Low  [ ] Moderate  [ ] High 
	c. In accordance with HHSAR Clause 352.239-72, the contractor shall submit a FIPS 199 Assessment within 30 days after contract award.  Any differences between the contractor's assessment and the information contained herein will be resolved, and if required, the contract will be modified to incorporate the final FIPS 199 Assessment. 
	c. In accordance with HHSAR Clause 352.239-72, the contractor shall submit a FIPS 199 Assessment within 30 days after contract award.  Any differences between the contractor's assessment and the information contained herein will be resolved, and if required, the contract will be modified to incorporate the final FIPS 199 Assessment. 
	c. In accordance with HHSAR Clause 352.239-72, the contractor shall submit a FIPS 199 Assessment within 30 days after contract award.  Any differences between the contractor's assessment and the information contained herein will be resolved, and if required, the contract will be modified to incorporate the final FIPS 199 Assessment. 
	c. In accordance with HHSAR Clause 352.239-72, the contractor shall submit a FIPS 199 Assessment within 30 days after contract award.  Any differences between the contractor's assessment and the information contained herein will be resolved, and if required, the contract will be modified to incorporate the final FIPS 199 Assessment. 



	(Include subparagraph 2 below if the delivery order issued under this contract includes the Clause at HHSAR 352.239-72, Security Requirements for Federal Information Technology Resources.) 
	2. INFORMATION SECURITY TRAINING 
	2. INFORMATION SECURITY TRAINING 
	2. INFORMATION SECURITY TRAINING 


	In addition to any training covered under paragraph (e) of HHSAR 352.239-72, the contractor shall comply with the below training: 
	a. Mandatory Training 
	a. Mandatory Training 
	a. Mandatory Training 
	a. Mandatory Training 

	1. All Contractor employees having access to (1) Federal information or a Federal information system or (2) sensitive data/information as defined at HHSAR 304.1300(a)(4), shall complete the NIH Computer Security Awareness Training course at 
	1. All Contractor employees having access to (1) Federal information or a Federal information system or (2) sensitive data/information as defined at HHSAR 304.1300(a)(4), shall complete the NIH Computer Security Awareness Training course at 
	1. All Contractor employees having access to (1) Federal information or a Federal information system or (2) sensitive data/information as defined at HHSAR 304.1300(a)(4), shall complete the NIH Computer Security Awareness Training course at 
	1. All Contractor employees having access to (1) Federal information or a Federal information system or (2) sensitive data/information as defined at HHSAR 304.1300(a)(4), shall complete the NIH Computer Security Awareness Training course at 
	http://irtsectraining.nih.gov/
	http://irtsectraining.nih.gov/

	 before performing any work under this contract.  Thereafter, Contractor employees having access to the information identified above shall complete an annual NIH-specified refresher course during the life of this contract.  The Contractor shall also ensure subcontractor compliance with this training requirement. 


	2. The Contractor shall maintain a listing by name and title of each Contractor/Subcontractor employee working on this contract and having access of the kind in paragraph 1.a(1) above, who has completed the NIH required training.  Any additional security training completed by the Contractor/Subcontractor staff shall be included on this listing.  The list shall be provided to the COR and/or Contracting Officer upon request. 
	2. The Contractor shall maintain a listing by name and title of each Contractor/Subcontractor employee working on this contract and having access of the kind in paragraph 1.a(1) above, who has completed the NIH required training.  Any additional security training completed by the Contractor/Subcontractor staff shall be included on this listing.  The list shall be provided to the COR and/or Contracting Officer upon request. 


	b. Role-based Training 
	b. Role-based Training 



	HHS requires role-based training when responsibilities associated with a given role or position, could, upon execution, have the potential to adversely impact the security posture of one or more HHS systems.  Read further guidance about “NIH Information Security Awareness and Training Policy," at:  
	HHS requires role-based training when responsibilities associated with a given role or position, could, upon execution, have the potential to adversely impact the security posture of one or more HHS systems.  Read further guidance about “NIH Information Security Awareness and Training Policy," at:  
	https://ocio.nih.gov/InfoSecurity/Policy/Documents/Final-InfoSecAwarenessTrainPol.doc
	https://ocio.nih.gov/InfoSecurity/Policy/Documents/Final-InfoSecAwarenessTrainPol.doc

	.  

	The Contractor shall maintain a list of all information security training completed by each contractor/subcontractor employee working under this contract. The list shall be provided to the COR and/or Contracting Officer upon request. 
	c. Rules of Behavior 
	c. Rules of Behavior 
	c. Rules of Behavior 
	c. Rules of Behavior 



	The Contractor shall ensure that all employees, including subcontractor employees, comply with the NIH Information Technology General Rules of 
	Behavior (
	Behavior (
	https://ocio.nih.gov/InfoSecurity/training/Pages/nihitrob.aspx
	https://ocio.nih.gov/InfoSecurity/training/Pages/nihitrob.aspx

	), which are contained in the NIH Information Security Awareness Training Course 
	http://irtsectraining.nih.gov
	http://irtsectraining.nih.gov

	. 

	(Include subparagraph 3 below if the delivery order includes the Clause at HHSAR 352.239-72, Security Requirements for Federal Information Technology Resources.) 
	3. INFORMATION SECURITY RESPONSIBILITIES 
	3. INFORMATION SECURITY RESPONSIBILITIES 
	3. INFORMATION SECURITY RESPONSIBILITIES 


	In addition to any personnel security responsibilities covered under HHSAR 352.239-72, the contractor shall comply with the below personnel security responsibilities: 
	a. In accordance with Paragraph (h) of HHSAR 352.239-72, the Contractor shall notify the Contracting officer and the COR within five working days before a new employee assumes a position that requires access to HHS information systems or data, or when an employee with such access stops working on this contract. The Government will initiate a background investigation on new employees assuming a position that requires access to HHS information systems or data, and will stop pending background investigations f
	a. In accordance with Paragraph (h) of HHSAR 352.239-72, the Contractor shall notify the Contracting officer and the COR within five working days before a new employee assumes a position that requires access to HHS information systems or data, or when an employee with such access stops working on this contract. The Government will initiate a background investigation on new employees assuming a position that requires access to HHS information systems or data, and will stop pending background investigations f
	a. In accordance with Paragraph (h) of HHSAR 352.239-72, the Contractor shall notify the Contracting officer and the COR within five working days before a new employee assumes a position that requires access to HHS information systems or data, or when an employee with such access stops working on this contract. The Government will initiate a background investigation on new employees assuming a position that requires access to HHS information systems or data, and will stop pending background investigations f

	b. New contractor employees who have or will have access to HHS information systems or data: The Contractor shall provide the COR with the name, position title, e– mail address, and phone number of all new contract employees working under the contract and provide the name, position title and position sensitivity level held by the former incumbent. If an employee is filling a new position, the Contractor shall provide a position description and the Government will determine the appropriate position sensitivi
	b. New contractor employees who have or will have access to HHS information systems or data: The Contractor shall provide the COR with the name, position title, e– mail address, and phone number of all new contract employees working under the contract and provide the name, position title and position sensitivity level held by the former incumbent. If an employee is filling a new position, the Contractor shall provide a position description and the Government will determine the appropriate position sensitivi

	c. Departing contractor employees: The Contractor shall provide the COR with the name, position title, and position sensitivity level held by or pending for departing employees. The Contractor shall perform and document the actions identified in the Contractor Employee Separation Checklist (
	c. Departing contractor employees: The Contractor shall provide the COR with the name, position title, and position sensitivity level held by or pending for departing employees. The Contractor shall perform and document the actions identified in the Contractor Employee Separation Checklist (
	c. Departing contractor employees: The Contractor shall provide the COR with the name, position title, and position sensitivity level held by or pending for departing employees. The Contractor shall perform and document the actions identified in the Contractor Employee Separation Checklist (
	https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Emp-sep-checklist.pdf
	https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Emp-sep-checklist.pdf

	 ) when a Contractor/subcontractor employee terminates work under this contract. All documentation shall be made available to the COR upon request. 


	d. Commitment to Protect Non-Public Departmental Information and Data  
	d. Commitment to Protect Non-Public Departmental Information and Data  


	The Contractor, and any subcontractors performing under this contract, shall not release, publish, or disclose non-public Departmental information to unauthorized personnel, and shall protect such information in accordance with provisions of the following laws and any other pertinent laws and regulations governing the confidentiality of such information: 
	– 18 U.S.C. 641 (Criminal Code: Public Money, Property or Records) 
	– 18 U.S.C. 1905 (Criminal Code: Disclosure of Confidential Information) 
	– Public Law 96-511 (Paperwork Reduction Act) 
	Each employee, including subcontractors, having access to non-public Department information under this acquisition shall complete the "Commitment to Protect Non-Public Information – Contractor Employee Agreement" located at:  
	https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Nondisclosure.pdf
	https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Nondisclosure.pdf
	https://ocio.nih.gov/aboutus/publicinfosecurity/acquisition/Documents/Nondisclosure.pdf

	.  A copy of each signed and witnessed Non-Disclosure agreement shall be submitted to the Project Officer/COR prior to performing any work under this acquisition. 

	(Include subparagraph 4 below in HHS delivery orders when contractor/subcontractor personnel will have access to, or use of personally identifiable information (PII), including instances of remote access to or physical removal of such information beyond agency premises or control.) 
	4. LOSS AND/OR DISCLOSURE OF PERSONALLY IDENTIFIABLE INFORMATION (PII) – NOTIFICATION OF DATA BREACH 
	4. LOSS AND/OR DISCLOSURE OF PERSONALLY IDENTIFIABLE INFORMATION (PII) – NOTIFICATION OF DATA BREACH 
	4. LOSS AND/OR DISCLOSURE OF PERSONALLY IDENTIFIABLE INFORMATION (PII) – NOTIFICATION OF DATA BREACH 


	The Contractor shall report all suspected or confirmed incidents involving the loss and/or disclosure of PII in electronic or physical form. Notification shall be made to the NIH Incident Response Team (IRT) via email (
	The Contractor shall report all suspected or confirmed incidents involving the loss and/or disclosure of PII in electronic or physical form. Notification shall be made to the NIH Incident Response Team (IRT) via email (
	IRT@mail.nih.gov
	IRT@mail.nih.gov

	) within one hour of discovering the incident.  The Contractor shall follow up with IRT by completing and submitting one of the applicable two forms below within three (3) work days of incident discovery: 

	NIH PII Spillage Report at: 
	https://ocio.nih.gov/InfoSecurity/Policy/Documents/NIH_PII_Spillage_Proced.doc
	https://ocio.nih.gov/InfoSecurity/Policy/Documents/NIH_PII_Spillage_Proced.doc
	https://ocio.nih.gov/InfoSecurity/Policy/Documents/NIH_PII_Spillage_Proced.doc

	  

	NIH Lost or Stolen Assets Report at: 
	https://ocio.nih.gov/InfoSecurity/Policy/Documents/ISSO_Stolen_Device-Media_Handling_Procedures.doc
	https://ocio.nih.gov/InfoSecurity/Policy/Documents/ISSO_Stolen_Device-Media_Handling_Procedures.doc
	https://ocio.nih.gov/InfoSecurity/Policy/Documents/ISSO_Stolen_Device-Media_Handling_Procedures.doc

	  

	(Include subparagraph 5 below in delivery orders when the contractor/subcontractor will host NIH web pages or databases.) 
	5. VULNERABILITY SCANNING REQUIREMENTS 
	5. VULNERABILITY SCANNING REQUIREMENTS 
	5. VULNERABILITY SCANNING REQUIREMENTS 


	This acquisition requires the Contractor to host an NIH webpage or database.  The Contractor shall conduct periodic and special vulnerability scans, and install software/hardware patches and upgrades to protect automated federal information assets.  The minimum requirement shall be to protect against vulnerabilities identified on the SANS Top-20 Internet Security Attack Targets list (
	This acquisition requires the Contractor to host an NIH webpage or database.  The Contractor shall conduct periodic and special vulnerability scans, and install software/hardware patches and upgrades to protect automated federal information assets.  The minimum requirement shall be to protect against vulnerabilities identified on the SANS Top-20 Internet Security Attack Targets list (
	http://www.sans.org/top20/?ref=3706#w1
	http://www.sans.org/top20/?ref=3706#w1

	).  The Contractor shall report the results of these scans to the Project Officer/COR on a monthly basis, with reports due 10 calendar days following the end of each reporting period.  The Contractor shall ensure that all of its subcontractors (at all tiers), where applicable, comply with the above requirements. 

	Article H.8 Electronic and Information Technology Accessibility 
	(This Article is not applicable to this contract, however it is applicable to any HHS delivery order issued under the contract that involves the development, acquisition, maintenance, or use electronic and information technology (EIT) products and services subject to Section 508 of the Rehabilitations Act of 1973 as amended, including EIT deliverables such as electronic documents and reports. Non HHS ordering activities will add their specific Electronic and Information Technology Accessibility provisions t
	HHSAR 352.239-73(b) (January 2010) 
	a. Pursuant to Section 508 of the Rehabilitation Act of 1973 (29 U.S.C. 794d), as amended by the Workforce Investment Act of 1998, all electronic and information technology (EIT) products and services developed, acquired, maintained, or used under this contract/order must comply with the “Electronic and Information Technology Accessibility Provisions” set forth by the Architectural and Transportation Barriers Compliance Board (also referred to as the “Access Board”) in 36 CFR Part 1194. Information about Se
	a. Pursuant to Section 508 of the Rehabilitation Act of 1973 (29 U.S.C. 794d), as amended by the Workforce Investment Act of 1998, all electronic and information technology (EIT) products and services developed, acquired, maintained, or used under this contract/order must comply with the “Electronic and Information Technology Accessibility Provisions” set forth by the Architectural and Transportation Barriers Compliance Board (also referred to as the “Access Board”) in 36 CFR Part 1194. Information about Se
	a. Pursuant to Section 508 of the Rehabilitation Act of 1973 (29 U.S.C. 794d), as amended by the Workforce Investment Act of 1998, all electronic and information technology (EIT) products and services developed, acquired, maintained, or used under this contract/order must comply with the “Electronic and Information Technology Accessibility Provisions” set forth by the Architectural and Transportation Barriers Compliance Board (also referred to as the “Access Board”) in 36 CFR Part 1194. Information about Se

	b. The Section 508 accessibility standards applicable to this contract/order are identified in the Statement of Work/Specification/Performance Work Statement. The Contractor must provide a written Section 508 conformance certification due at the end of each contract/order exceeding $150,000 when the contract/order duration is one year or less. If it is determined by the Government that EIT products and services provided by the Contractor do not conform to the described accessibility standards in the Product
	b. The Section 508 accessibility standards applicable to this contract/order are identified in the Statement of Work/Specification/Performance Work Statement. The Contractor must provide a written Section 508 conformance certification due at the end of each contract/order exceeding $150,000 when the contract/order duration is one year or less. If it is determined by the Government that EIT products and services provided by the Contractor do not conform to the described accessibility standards in the Product

	c. In the event of a modification(s) to this contract/order, which adds new EIT products or services or revises the type of, or specifications for, products or services the Contractor is to provide, including EIT deliverables such as electronic documents and reports, the Contracting Officer may require that the contractor submit a completed HHS Section 508 Product Assessment Template to assist the Government in determining that the EIT products or services support Section 508 accessibility standards. Instru
	c. In the event of a modification(s) to this contract/order, which adds new EIT products or services or revises the type of, or specifications for, products or services the Contractor is to provide, including EIT deliverables such as electronic documents and reports, the Contracting Officer may require that the contractor submit a completed HHS Section 508 Product Assessment Template to assist the Government in determining that the EIT products or services support Section 508 accessibility standards. Instru

	d. As prescribed in 339.201–70(c), the Contracting Officer shall add the following paragraph to the end of clause 352.239-73(b): 
	d. As prescribed in 339.201–70(c), the Contracting Officer shall add the following paragraph to the end of clause 352.239-73(b): 


	Prior to the Contracting Officer exercising an option for a subsequent performance period/additional quantity or adding funding for a subsequent performance period under this contract, as applicable, the Contractor must provide a Section 508 Annual Report to the Contracting Officer and Project Officer. Unless otherwise directed by the Contracting Officer in writing, the Contractor shall provide the cited report in accordance with the following schedule. Instructions for completing the report are available i
	Schedule for Contractor Submission of Section 508 Annual Report 
	(to be completed by the OCO at time of contract/order award) 
	Article H.9 Task Order/Delivery Order Contract Ombudsman 
	In accordance with FAR 16.505(b)(5), the following individual has been designated as the NIH Ombudsman for delivery order contracts: 
	Dr. Richard G. Wyatt 
	NIH Competition Advocate for Non R&D Contracts  
	1 Center Drive, 160, MSC 0151 
	Bethesda, MD 20892-0151 
	Phone: (301) 496-4920 
	FAX: (301) 402-4273 
	email: WyattRG@mail.nih.gov 
	Article H.10 Reporting Matters Involving Fraud, Waste and Abuse 
	Anyone who becomes aware of the existence or apparent existence of fraud, waste and abuse in the NIH funded programs is encouraged to report such matters to the HHS Inspector General's Office in writing or on the Inspector General's Hotline.  The toll free number is 1-800-HHS-TIPS (1-800-447-8477).  All telephone calls will be handled confidentially.  The e-mail address is Htips@os.dhhs.gov and the mailing address is: 
	Office of Inspector General Department of Health and Human Services TIPS HOTLINE P.O. Box 23489 Washington, D.C. 20026 
	Article H.11 General Requirements Applicable to Delivery Orders 
	H.11.1 FAR Clause 52.223-15, Energy Efficiency in Energy-Consuming Products (December 2007)  
	(a) Definition. As used in this clause— 
	(a) Definition. As used in this clause— 
	(a) Definition. As used in this clause— 
	(a) Definition. As used in this clause— 



	“Energy-efficient product”— 
	(1) Means a product that— 
	(1) Means a product that— 
	(1) Means a product that— 
	(1) Means a product that— 

	(i) Meets Department of Energy and Environmental Protection Agency criteria for use of the Energy Star trademark label; or 
	(i) Meets Department of Energy and Environmental Protection Agency criteria for use of the Energy Star trademark label; or 
	(i) Meets Department of Energy and Environmental Protection Agency criteria for use of the Energy Star trademark label; or 

	(ii) Is in the upper 25 percent of efficiency for all similar products as designated by the Department of Energy’s Federal Energy Management Program. 
	(ii) Is in the upper 25 percent of efficiency for all similar products as designated by the Department of Energy’s Federal Energy Management Program. 


	(2) The term “product” does not include any energy-consuming product or system designed or procured for combat or combat-related missions (
	(2) The term “product” does not include any energy-consuming product or system designed or procured for combat or combat-related missions (
	(2) The term “product” does not include any energy-consuming product or system designed or procured for combat or combat-related missions (
	http://uscode.house.gov/
	http://uscode.house.gov/

	) 
	42 U.S.C. 8259b
	42 U.S.C. 8259b

	. 


	(b) The Contractor shall ensure that energy-consuming products are energy efficient products (i.e., ENERGY STAR® products or FEMP-designated products) at the time of contract award, for products that are— 
	(b) The Contractor shall ensure that energy-consuming products are energy efficient products (i.e., ENERGY STAR® products or FEMP-designated products) at the time of contract award, for products that are— 


	(1) Delivered; 
	(1) Delivered; 

	(2) Acquired by the Contractor for use in performing services at a Federally-controlled facility; 
	(2) Acquired by the Contractor for use in performing services at a Federally-controlled facility; 

	(3) Furnished by the Contractor for use by the Government; or 
	(3) Furnished by the Contractor for use by the Government; or 

	(4) Specified in the design of a building or work, or incorporated during its construction, renovation, or maintenance. 
	(4) Specified in the design of a building or work, or incorporated during its construction, renovation, or maintenance. 


	(c) The requirements of paragraph (b) apply to the Contractor (including any subcontractor) unless— 
	(c) The requirements of paragraph (b) apply to the Contractor (including any subcontractor) unless— 
	(c) The requirements of paragraph (b) apply to the Contractor (including any subcontractor) unless— 
	(c) The requirements of paragraph (b) apply to the Contractor (including any subcontractor) unless— 


	(1) The energy-consuming product is not listed in the ENERGY STAR® Program or FEMP; or 
	(1) The energy-consuming product is not listed in the ENERGY STAR® Program or FEMP; or 

	(2) Otherwise approved in writing by the Contracting Officer. 
	(2) Otherwise approved in writing by the Contracting Officer. 

	(d) Information about these products is available for— 
	(d) Information about these products is available for— 
	(d) Information about these products is available for— 


	(1) ENERGY STAR® at 
	(1) ENERGY STAR® at 
	(1) ENERGY STAR® at 
	http://www.energystar.gov/products
	http://www.energystar.gov/products

	; and 


	(2) FEMP at 
	(2) FEMP at 
	(2) FEMP at 
	http://www1.eere.energy.gov/femp/procurement/eep_requirements.html
	http://www1.eere.energy.gov/femp/procurement/eep_requirements.html

	  



	(End of clause) 
	H.11.2 FAR Clause 52.223-16, Acquisition of EPEAT® -Registered Personal Computer Products (June 2014)  
	(a) Definitions. As used in this clause— 
	(a) Definitions. As used in this clause— 
	(a) Definitions. As used in this clause— 


	“Computer” means a device that performs logical operations and processes data. Computers are composed of, at a minimum. 
	(1) A central processing unit (CPU) to perform operations; 
	(1) A central processing unit (CPU) to perform operations; 
	(1) A central processing unit (CPU) to perform operations; 

	(2) User input devices such as a keyboard, mouse, digitizer, or game controller; and 
	(2) User input devices such as a keyboard, mouse, digitizer, or game controller; and 

	(3) A computer display screen to output information. Computers include both stationary and portable units, including desktop computers, integrated desktop computers, notebook computers, thin clients, and workstations. Although computers must be capable of using input devices and computer displays, as noted in (2) and (3) above, computer systems do not need to include these devices on shipment to meet this definition. This definition does not include server computers, gaming consoles, mobile telephones, port
	(3) A computer display screen to output information. Computers include both stationary and portable units, including desktop computers, integrated desktop computers, notebook computers, thin clients, and workstations. Although computers must be capable of using input devices and computer displays, as noted in (2) and (3) above, computer systems do not need to include these devices on shipment to meet this definition. This definition does not include server computers, gaming consoles, mobile telephones, port


	“Computer display” means a display screen and its associated electronics encased in a single housing or within the computer housing (e.g., notebook or integrated desktop computer) that is capable of displaying output information from a computer via one or more inputs such as a VGA, DVI, USB, DisplayPort, and/or IEEE 1394-2008TM, Standard for High Performance Serial Bus. Examples of computer display technologies are the cathode-ray tube (CRT) and liquid crystal display (LCD). 
	“Desktop computer” means a computer where the main unit is intended to be located in a permanent location, often on a desk or on the floor. Desktops are not designed for portability and utilize an external computer display, keyboard, and mouse. Desktops are designed for a broad range of home and office applications. 
	Integrated desktop computer means a desktop system in which the computer and computer display function as a single unit that receives its AC power through a single cable. Integrated desktop computers come in one of two possible forms: 
	(1) A system where the computer display and computer are physically combined into a single unit; or 
	(1) A system where the computer display and computer are physically combined into a single unit; or 
	(1) A system where the computer display and computer are physically combined into a single unit; or 

	(2) A system packaged as a single system where the computer display is separate but is connected to the main chassis by a DC power cord and both the computer and computer display are powered from a single power supply. As a subset of desktop computers, integrated desktop computers are typically designed to provide similar functionality as desktop systems. 
	(2) A system packaged as a single system where the computer display is separate but is connected to the main chassis by a DC power cord and both the computer and computer display are powered from a single power supply. As a subset of desktop computers, integrated desktop computers are typically designed to provide similar functionality as desktop systems. 


	“Notebook computer” means a computer designed specifically for portability and to be operated for extended periods of time either with or without a direct connection to an AC power source. Notebooks must utilize an integrated computer display and be capable of operation off of an integrated battery or other portable power source. In addition, most notebooks use an external power supply and have an integrated keyboard and pointing device. Notebook computers are typically designed to provide similar functiona
	“Personal computer product” means a computer, computer display, desktop computer, integrated desktop computer, or notebook computer. 
	(b) Under this contract, the Contractor shall deliver, furnish for Government use, or furnish for Contractor use at a Federally controlled facility, only personal computer products that, at the time of submission of proposals and at the time of award, were EPEAT® bronze-registered or higher. 
	(b) Under this contract, the Contractor shall deliver, furnish for Government use, or furnish for Contractor use at a Federally controlled facility, only personal computer products that, at the time of submission of proposals and at the time of award, were EPEAT® bronze-registered or higher. 
	(b) Under this contract, the Contractor shall deliver, furnish for Government use, or furnish for Contractor use at a Federally controlled facility, only personal computer products that, at the time of submission of proposals and at the time of award, were EPEAT® bronze-registered or higher. 

	(c) For information about EPEAT, see 
	(c) For information about EPEAT, see 
	(c) For information about EPEAT, see 
	www.epa.gov/epeat
	www.epa.gov/epeat

	. 



	(End of clause) 
	H.11.3 Warranties 
	The Contractor shall extend, at a minimum, all warranties to be identical to those offered to the general public in customary commercial practices when those terms exceed any warranty requirements as delineated in applicable delivery orders.  The Contractor may at its discretion offer, as separately priced, extended warranties for warranty coverage beyond the minimum OEM warranty period, and may offer terms including decreased (faster) response times and on-call, on-site support.  
	H.11.4 Leasing 
	Delivery orders may require equipment leases of the following types: lease to ownership; lease with an option to purchase; and straight lease IT equipment.  Leases may include integrated installation and warranty.  If a delivery order contains a requirement for leased equipment, the Government will normally require the use of the equipment throughout the entire term of the lease identified (Lease Term).  Specific requirements and acceptance criteria will be defined in applicable delivery orders.  
	Article H.12 Security Considerations 
	The work to be performed under specific delivery orders may require security clearances.  In that event, the contractor will be advised of the requirements in the delivery order statement of work.  The contractor shall follow the security requirements identified in the delivery order statement of work and other guidance that may be establish by the OCO.  Only those contractors that meet the required security clearance levels on individual delivery orders are eligible to compete for such delivery orders. 
	Clearances may require Special Background Investigations, Sensitive Compartmented Information access or Special Access Programs, or agency-specific access.  In such cases, the contractor is responsible for providing personnel with appropriate security clearances to ensure compliance with government security regulations, as specified on the individual 
	delivery order.  The Contractor shall fully cooperate on all security checks and investigations by furnishing requested information to verify the contractor employee's trustworthiness and suitability for the position.  Delivery orders containing classified work will include a Contract Security Classification Specification, (DD Form 254 or agency equivalent).  The DD Form 254 is available at the following site: 
	delivery order.  The Contractor shall fully cooperate on all security checks and investigations by furnishing requested information to verify the contractor employee's trustworthiness and suitability for the position.  Delivery orders containing classified work will include a Contract Security Classification Specification, (DD Form 254 or agency equivalent).  The DD Form 254 is available at the following site: 
	http://www.smdc.army.mil/Contracts/SETAC10/ATTACHMENT%2003%20-%20DD%20254.pdf
	http://www.smdc.army.mil/Contracts/SETAC10/ATTACHMENT%2003%20-%20DD%20254.pdf

	.  

	Article H.13 Technology Refreshment 
	Technology Refreshment is the periodic replacement of commercial off-the-shelf IT commodities to avoid obsolescence and loss of OEM support; ensure reliability, availability, and improve capabilities; and remain current with government security requirements and industry IT standards.   
	Contractors are encouraged to introduce new IT commodities across applicable categories or update existing IT commodities in the contractor’s Product List (Attachment J.8) through the technology refreshment process in e-GOS.  New commodities can be offered at any time during contract performance and should be offered as soon as they become available commercially from an OEM.  
	The Contractor is responsible for keeping the Contractor Product List (Attachment J.8) current through Technology Refreshment, and shall ensure that new commodities offered are within scope of the CIO-CS contract. 
	Proposals for Technology Refreshment should contain the general pricing information required by Article B.4, Prices/Costs, and if replacing a currently offered commodity, include the technical documentation to substantiate that the replacement commodity provides equal to or greater functionality than the commodity it is replacing.  For those items defined under the specific commodities groups listed below, the pricing proposed for the technology refreshment shall maintain, as a minimum, the same discount st
	The Government reserves the right to evaluate the new commodity and may require the contractor to demonstrate that the commodity offers a more economical and efficient means for the Government customer to meet its needs.  The PCO and/or OCO have the sole discretion to determine whether to add the commodity to the contract. 
	Category and Group 
	Category and Group 
	Category and Group 
	Category and Group 

	Discount Percentage (calculated from Pricing Workbook) 
	Discount Percentage (calculated from Pricing Workbook) 

	Span

	Category 1, End User Hardware Commodities – Group A (Laptops) 
	Category 1, End User Hardware Commodities – Group A (Laptops) 
	Category 1, End User Hardware Commodities – Group A (Laptops) 

	See Attachment H.13 
	See Attachment H.13 

	Span

	Category 1, End User Hardware Commodities – Group B (Desktops) 
	Category 1, End User Hardware Commodities – Group B (Desktops) 
	Category 1, End User Hardware Commodities – Group B (Desktops) 

	See Attachment H.13 
	See Attachment H.13 

	Span


	Category and Group 
	Category and Group 
	Category and Group 
	Category and Group 

	Discount Percentage (calculated from Pricing Workbook) 
	Discount Percentage (calculated from Pricing Workbook) 

	Span

	Category 1, End User Hardware Commodities – Group C (Printers) 
	Category 1, End User Hardware Commodities – Group C (Printers) 
	Category 1, End User Hardware Commodities – Group C (Printers) 

	See Attachment H.13 
	See Attachment H.13 

	Span

	Category 2, End User Software Commodities – Group A (Operating System) 
	Category 2, End User Software Commodities – Group A (Operating System) 
	Category 2, End User Software Commodities – Group A (Operating System) 

	See Attachment H.13 
	See Attachment H.13 

	Span

	Category 2, End User Software Commodities – Group B (Desktop Collaboration Suite) 
	Category 2, End User Software Commodities – Group B (Desktop Collaboration Suite) 
	Category 2, End User Software Commodities – Group B (Desktop Collaboration Suite) 

	See Attachment H.13 
	See Attachment H.13 

	Span

	Category 3, IT Security Software Commodities – Group A (Anti-Virus Software) 
	Category 3, IT Security Software Commodities – Group A (Anti-Virus Software) 
	Category 3, IT Security Software Commodities – Group A (Anti-Virus Software) 

	See Attachment H.13 
	See Attachment H.13 

	Span

	Category 4, Enterprise Wide Software Commodities – Group A (Enterprise Database Management Systems) 
	Category 4, Enterprise Wide Software Commodities – Group A (Enterprise Database Management Systems) 
	Category 4, Enterprise Wide Software Commodities – Group A (Enterprise Database Management Systems) 

	See Attachment H.13 
	See Attachment H.13 

	Span

	Category 4, Enterprise Wide Software Commodities – Group B  (Enterprise Performance Management Tools) 
	Category 4, Enterprise Wide Software Commodities – Group B  (Enterprise Performance Management Tools) 
	Category 4, Enterprise Wide Software Commodities – Group B  (Enterprise Performance Management Tools) 

	See Attachment H.13 
	See Attachment H.13 

	Span

	Category 5, Health and Biomedical Research IT Capabilities – Group A (Laboratory Information Systems) 
	Category 5, Health and Biomedical Research IT Capabilities – Group A (Laboratory Information Systems) 
	Category 5, Health and Biomedical Research IT Capabilities – Group A (Laboratory Information Systems) 

	See Attachment H.13 
	See Attachment H.13 

	Span

	Category 6, On-Premise Infrastructure – Group A (Enterprise Servers) 
	Category 6, On-Premise Infrastructure – Group A (Enterprise Servers) 
	Category 6, On-Premise Infrastructure – Group A (Enterprise Servers) 

	See Attachment H.13 
	See Attachment H.13 

	Span

	Category 7, Infrastructure and Platform as a Service – Group A (Computing) 
	Category 7, Infrastructure and Platform as a Service – Group A (Computing) 
	Category 7, Infrastructure and Platform as a Service – Group A (Computing) 

	See Attachment H.13 
	See Attachment H.13 

	Span

	Category 7, Infrastructure and Platform as a Service – Group B (Enterprise Storage) 
	Category 7, Infrastructure and Platform as a Service – Group B (Enterprise Storage) 
	Category 7, Infrastructure and Platform as a Service – Group B (Enterprise Storage) 

	See Attachment H.13 
	See Attachment H.13 

	Span

	Category 8, Telecommunications Plans – Group A (Carrier Plans) 
	Category 8, Telecommunications Plans – Group A (Carrier Plans) 
	Category 8, Telecommunications Plans – Group A (Carrier Plans) 

	See Attachment H.13 
	See Attachment H.13 

	Span


	Article H.14 Strategic Sourcing 
	OMB defines Strategic Sourcing as a collaborative and structured process of analyzing an organization’s spend and using the information to make business decisions about acquiring commodities and services more efficiently and effectively.  The Government may periodically conduct Strategic Sourcing competitions to secure tiered pricing based on volume purchases.   
	The Government strategy will be to implement an approach that will provide federal agencies a subset of IT commodities and solutions.  The following is a sample of some of the commodities that could be included: 
	1) Computers (includes Desktops and Laptops) 
	1) Computers (includes Desktops and Laptops) 
	1) Computers (includes Desktops and Laptops) 
	1) Computers (includes Desktops and Laptops) 

	2) Printers and Toner Cartridges 
	2) Printers and Toner Cartridges 

	3) Servers (includes Blade, Print Web and Application Servers) 
	3) Servers (includes Blade, Print Web and Application Servers) 

	4) End-user Software 
	4) End-user Software 



	If the PCO identifies a commodity suitable for strategic sourcing, the PCO will follow procedures similar to those described in Article H.15, “Ramp-on Procedure”, except that the strategic sourcing competition will be limited to contractors that are already on the GWAC.   
	Contractors selected to offer commodities under Strategic Sourcing will be given a finite period of time, typically one year, after which the PCO may decide to declare a new Strategic Sourcing open season. 
	The Contractor shall offer a cumulative discount for each commodity provided under the strategic sourcing group.  The cumulative discount will be based on the total number of units sold during a contract year.  Should an order carry the contractor to the next tier, the entire order will be based on the pricing for the latest tier.  Tiered pricing shall be updated on the Government website on a daily basis should there be any changes to the tier level.  The Government shall be provided a monthly report on th
	Considering that the GWAC promotes continuous technology refreshment to ensure that federal government customers can obtain the most current hardware and software offerings available in the market, such technology refreshment under the strategic sourcing initiative must be equal or greater technical functionality at the same or lower price as the existing product that is being refreshed.   
	The Government will create a special portal to create pricing transparency and streamline the ordering of these commodities.  Contractors who are selected for the strategic sourcing group will be required to post their commodity specifications and pricing on the NITAAC website.  Contractors shall provide the Government with pricing data (such as prices paid and number of units sold) through the e-GOS website in Government specified formats.  The pricing data format required will be specified at a later date
	Article H.15 Ramp-on Procedure 
	Pursuant to FAR 16.504, the PCO will periodically review the total number of contractors to ensure adequate competition for delivery orders throughout the period of performance.  Over time, the total number of contractors may fluctuate due to various reasons including industry consolidation, significant changes in the marketplace or advances in technology, general economic conditions, or other reasons. 
	If the PCO determines that it is in the best interest of the Government to open the GWAC to new contractors, the PCO has the discretion to announce an open season at any time during the effective period of the GWAC but no earlier than three years from date of award.  The PCO may consider the rerepresentation process (see Article I.2, for FAR Clause 52.219-28, 
	Post-Award Small Business Program Rerepresentation (Jul 2013)) in making this decision to ensure that the contract maintains a sufficient pool of small business contractors throughout the life of the GWAC. 
	The PCO will announce this open season by publishing a notice in Federal Business Opportunities.  The open season will be subject to applicable federal procurement laws and guidance at the time the open season is announced.  The Open Season announcement will provide an estimate of the number of new awards that the PCO intends to make.  Under the open season, the PCO will issue a solicitation.  Any offeror meeting the eligibility requirements identified in the new “ramp on” solicitation may submit a proposal
	Any resulting contracts awarded under this provision will be co-terminus with the existing term for all other CIO-CS contractors, including the option period (if applicable).  Any contractor receiving a contract under this open season will be eligible to compete on future delivery orders with the same rights and obligations of any other CIO-CS contractor.  Contracts awarded under this open season provision will share in the ceiling of the CIO-CS program and the overall ceiling of the basic contract will not
	Article H.16 Ramp-off Procedure 
	If at any point during the 10-year period of performance (including the optional period) the contractor decides that it no longer wishes to participate in the contract, then the contractor may submit the request to the PCO requesting termination of their contract.  If the PCO accepts the contractor’s request, the PCO will “ramp off’ the contractor using the provision under FAR 52.249-2, Termination for the Convenience of the Government.  This provision is independent of any other action permitted under the 
	Article H.17 Privacy Act, HHSAR 352.224-70 (January 2006) 
	(Applicable to delivery orders in which the contractor will be required to perform one or more of the following: (a) Design; (b) develop; or (c) operate an HHS system of records to accomplish an agency function in accordance with the Privacy Act of 1974 (Act) (5 U.S.C. 552a(m)(1)) and applicable agency regulations.)   
	The term "system of records" means a group of any records under the control of any agency from which information is retrieved by the name of the individual or by some identifying number, symbol, or other identifying particular assigned to the individual.  Violations of the Act by the Contractor and/or its employees may result in the imposition of criminal penalties (5 U.S.C. 552a (i)).  The Contractor shall ensure that each of its employees knows the prescribed rules of conduct and that each employee is awa
	Services employees.  These provisions also apply to all subcontracts the Contractor awards under this contract which require the design, development or operation of the designated system(s) of records [5 U.S.C. 552a(m)(1)].  The contract work statement: (a) identifies the system(s) of records and the design, development, or operation work the Contractor is to perform; and (b) specifies the disposition to be made of such records upon completion of contract performance. 
	(End of clause) 
	45 CFR Part 5b contains additional information which includes the rules of conduct and other Privacy Act requirements and can be found at 
	45 CFR Part 5b contains additional information which includes the rules of conduct and other Privacy Act requirements and can be found at 
	DHHS Privacy Act Regulations
	DHHS Privacy Act Regulations

	: (
	http://www.hhs.gov/foia/privacy/index.html
	http://www.hhs.gov/foia/privacy/index.html

	). 

	Article H.18 Gun Control (Section 218) 
	(Applicable to delivery orders funded by the NIH appropriated funds.) 
	None of the funds made available in this title may be used, in whole or in part, to advocate or promote gun control. 
	Article H.19 Restriction on Pornography on Computer Networks 
	The Contractor shall not use contract funds to maintain or establish a computer network unless such network blocks the viewing, downloading, and exchanging of pornography.
	PART II – CONTRACT CLAUSES 
	SECTION I: CONTRACT CLAUSES 
	Article I.1 FAR 52.212-4, Contract Terms and Conditions – Commercial Items (December 2014) 
	(a) Inspection/Acceptance. The Contractor shall only tender for acceptance those items that conform to the requirements of this contract. The Government reserves the right to inspect or test any supplies or services that have been tendered for acceptance. The Government may require repair or replacement of nonconforming supplies or reperformance of nonconforming services at no increase in contract price. If repair/replacement or reperformance will not correct the defects or is not possible, the government m
	(1) Within a reasonable time after the defect was discovered or should have been discovered; and 
	(2) Before any substantial change occurs in the condition of the item, unless the change is due to the defect in the item. 
	(b) Assignment. The Contractor or its assignee may assign its rights to receive payment due as a result of performance of this contract to a bank, trust company, or other financing institution, including any Federal lending agency in accordance with the Assignment of Claims Act (31 U.S.C.3727). However, when a third party makes payment (e.g., use of the Governmentwide commercial purchase card), the Contractor may not assign its rights to receive payment under this contract. 
	(c) Changes. Changes in the terms and conditions of this contract may be made only by written agreement of the parties. 
	(d) Disputes. This contract is subject to 41 U.S.C. chapter 71,Contract Disputes. Failure of the parties to this contract to reach agreement on any request for equitable adjustment, claim, appeal or action arising under or relating to this contract shall be a dispute to be resolved in accordance with the clause at FAR 52.233-1, Disputes, which is incorporated herein by reference. The Contractor shall proceed diligently with performance of this contract, pending final resolution of any dispute arising under 
	(e) Definitions. The clause at FAR 52.202-1, Definitions, is incorporated herein by reference. 
	(f) Excusable delays. The Contractor shall be liable for default unless nonperformance is caused by an occurrence beyond the reasonable control of the Contractor and without its fault or negligence such as, acts of God or the public enemy, acts of the Government in either its sovereign or contractual capacity, fires, floods, epidemics, quarantine restrictions, strikes, unusually severe weather, and delays of common carriers. The Contractor shall notify the Contracting Officer in writing as soon as it is rea
	(g) Invoice.  
	(1) The Contractor shall submit an original invoice and three copies (or electronic invoice, if authorized) to the address designated in the contract to receive invoices. An invoice must include -- 
	(i) Name and address of the Contractor; 
	(ii) Invoice date and number; 
	(iii) Contract number, contract line item number and, if applicable, the order number; 
	(iv) Description, quantity, unit of measure, unit price and extended price of the items delivered; 
	(v) Shipping number and date of shipment, including the bill of lading number and weight of shipment if shipped on Government bill of lading; 
	(vi) Terms of any discount for prompt payment offered; 
	(vii) Name and address of official to whom payment is to be sent; 
	(viii) Name, title, and phone number of person to notify in event of defective invoice; and 
	(ix) Taxpayer Identification Number (TIN). The Contractor shall include its TIN on the invoice only if required elsewhere in this contract. 
	(x) Electronic funds transfer (EFT) banking information. 
	(A) The Contractor shall include EFT banking information on the invoice only if required elsewhere in this contract. 
	(B) If EFT banking information is not required to be on the invoice, in order for the invoice to be a proper invoice, the Contractor shall have submitted correct EFT banking information in accordance with the applicable solicitation provision, contract clause (e.g., 52.232-33, Payment by Electronic Funds Transfer— System for Award Management, or 52.232-34, Payment by Electronic Funds Transfer—Other Than System for Award Management), or applicable agency procedures. 
	(C) EFT banking information is not required if the Government waived the requirement to pay by EFT. 
	(2) Invoices will be handled in accordance with the Prompt Payment Act (31 U.S.C. 3903) and Office of Management and Budget (OMB) prompt payment regulations at 5 CFR part 1315. 
	(h) Patent indemnity. The Contractor shall indemnify the Government and its officers, employees and agents against liability, including costs, for actual or alleged direct or contributory infringement of, or inducement to infringe, any United States or foreign patent, trademark or copyright, arising out of the performance of this contract, provided the Contractor is reasonably notified of such claims and proceedings. 
	(i) Payment. 
	(1) Items accepted. Payment shall be made for items accepted by the Government that have been delivered to the delivery destinations set forth in this contract. 
	(2) Prompt Payment. The Government will make payment in accordance with the Prompt Payment Act (31 U.S.C. 3903) and prompt payment regulations at 5 CFR Part 1315.  
	(3) Electronic Funds Transfer (EFT). If the Government makes payment by EFT, see 52.212-5(b) for the appropriate EFT clause. 
	(4) Discount. In connection with any discount offered for early payment, time shall be computed from the date of the invoice. For the purpose of computing the discount earned, payment shall be considered to have been made on the date which appears on the payment check or the specified payment date if an electronic funds transfer payment is made. 
	(5) Overpayments. If the Contractor becomes aware of a duplicate contract financing or invoice payment or that the Government has otherwise overpaid on a contract financing or invoice payment, the Contractor shall— 
	(i) Remit the overpayment amount to the payment office cited in the contract along with a description of the overpayment including the— 
	(A) Circumstances of the overpayment (e.g., duplicate payment, erroneous payment, liquidation errors, date(s) of overpayment); 
	(B) Affected contract number and delivery order number, if applicable; 
	(C) Affected contract line item or subline item, if applicable; and 
	(D) Contractor point of contact. 
	(ii) Provide a copy of the remittance and supporting documentation to the Contracting Officer. 
	(6) Interest. 
	(i) All amounts that become payable by the Contractor to the Government under this contract shall bear simple interest from the date due until paid unless paid within 30 days of becoming due. The interest rate shall be the interest rate established by the Secretary of the Treasury as provided in 41 U.S.C. 7109, which is applicable to the period in which the amount becomes due, as provided in (i)(6)(v) of this clause, and then at the rate applicable for each six-month period at fixed by the Secretary until t
	(ii) The Government may issue a demand for payment to the Contractor upon finding a debt is due under the contract. 
	(iii) Final decisions. The Contracting Officer will issue a final decision as required by 33.211 if— 
	(A) The Contracting Officer and the Contractor are unable to reach agreement on the existence or amount of a debt within 30 days; 
	(B) The Contractor fails to liquidate a debt previously demanded by the Contracting Officer within the timeline specified in the demand for payment unless the amounts were not repaid because the Contractor has requested an installment payment agreement; or 
	(C) The Contractor requests a deferment of collection on a debt previously demanded by the Contracting Officer (see 32.607-2). 
	(iv) If a demand for payment was previously issued for the debt, the demand for payment included in the final decision shall identify the same due date as the original demand for payment. 
	(v) Amounts shall be due at the earliest of the following dates: 
	(A) The date fixed under this contract. 
	(B) The date of the first written demand for payment, including any demand for payment resulting from a default termination. 
	(vi) The interest charge shall be computed for the actual number of calendar days involved beginning on the due date and ending on— 
	(A) The date on which the designated office receives payment from the Contractor; 
	(B) The date of issuance of a Government check to the Contractor from which an amount otherwise payable has been withheld as a credit against the contract debt; or 
	(C) The date on which an amount withheld and applied to the contract debt would otherwise have become payable to the Contractor. 
	(vii) The interest charge made under this clause may be reduced under the procedures prescribed in 32.608-2 of the Federal Acquisition Regulation in effect on the date of this contract. 
	(j) Risk of loss. Unless the contract specifically provides otherwise, risk of loss or damage to the supplies provided under this contract shall remain with the Contractor until, and shall pass to the Government upon: 
	(1) Delivery of the supplies to a carrier, if transportation is f.o.b. origin; or 
	(2) Delivery of the supplies to the Government at the destination specified in the contract, if transportation is f.o.b. destination. 
	(k) Taxes. The contract price includes all applicable Federal, State, and local taxes and duties. 
	(l) Termination for the Government’s convenience. The Government reserves the right to terminate this contract, or any part hereof, for its sole convenience. In the event of such termination, the Contractor shall immediately stop all work hereunder and shall immediately cause any and all of its suppliers and subcontractors to cease work. Subject to the terms of this contract, the Contractor shall be paid a percentage of the contract price reflecting the percentage of the work performed prior to the notice o
	(m) Termination for cause. The Government may terminate this contract, or any part hereof, for cause in the event of any default by the Contractor, or if the Contractor fails to comply with any contract terms and conditions, or fails to provide the Government, upon request, with adequate assurances of future performance. In the event of termination for cause, the Government shall not be liable to the Contractor for any amount for supplies or services not accepted, and the Contractor shall be liable to the G
	(n) Title. Unless specified elsewhere in this contract, title to items furnished under this contract shall pass to the Government upon acceptance, regardless of when or where the Government takes physical possession. 
	(o) Warranty. The Contractor warrants and implies that the items delivered hereunder are merchantable and fit for use for the particular purpose described in this contract. 
	(p) Limitation of liability. Except as otherwise provided by an express warranty, the Contractor will not be liable to the Government for consequential damages resulting from any defect or deficiencies in accepted items. 
	(q) Other compliances. The Contractor shall comply with all applicable Federal, State and local laws, executive orders, rules and regulations applicable to its performance under this contract. 
	(r) Compliance with laws unique to Government contracts. The Contractor agrees to comply with 31 U.S.C. 1352 relating to limitations on the use of appropriated funds to influence certain Federal contracts; 18 U.S.C. 431 relating to officials not to benefit; 40 U.S.C. chapter 37, Contract Work Hours and Safety Standards; 41 U.S.C. chapter 87, Kickbacks; 41 U.S.C. 4712 and 10 U.S.C. 2409 relating to whistleblower protections; 49 U.S.C. 40118, Fly American; and 41 U.S.C. chapter 21 relating to procurement inte
	(s) Order of precedence. Any inconsistencies in this solicitation or contract shall be resolved by giving precedence in the following order: 
	(1) The schedule of supplies/services. 
	(2) The Assignments, Disputes, Payments, Invoice, Other Compliances, Compliance with Laws Unique to Government Contracts, and Unauthorized Obligations paragraphs of this clause. 
	(3) The clause at 52.212-5. 
	(4) Addenda to this solicitation or contract, including any license agreements for computer software. 
	(5) Solicitation provisions if this is a solicitation. 
	(6) Other paragraphs of this clause. 
	(7) The Standard Form 1449. 
	(8) Other documents, exhibits, and attachments. 
	(9) The specification. 
	(t) System for Award Management (SAM). 
	(1) Unless exempted by an addendum to this contract, the Contractor is responsible during performance and through final payment of any contract for the accuracy and completeness of the data within the SAM database, and for any liability resulting from the Government’s reliance on inaccurate or incomplete data. To remain registered in the SAM database after the initial registration, the Contractor is required to review and update on an annual basis from the date of initial registration or subsequent updates 
	(2)(i) If a Contractor has legally changed its business name, “doing business as” name, or division name (whichever is shown on the contract), or has transferred the assets 
	used in performing the contract, but has not completed the necessary requirements regarding novation and change-of-name agreements in Subpart 42.12, the Contractor shall provide the responsible Contracting Officer a minimum of one business day’s written notification of its intention to (A) Change the name in the SAM database; (B) Comply with the requirements of Subpart 42.12 of the FAR; (C) Agree in writing to the timeline and procedures specified by the responsible Contracting Officer. The Contractor must 
	(ii) If the Contractor fails to comply with the requirements of paragraph (t)(2)(i) of this clause, or fails to perform the agreement at paragraph (t)(2)(i)(C) of this clause, and, in the absence of a properly executed novation or change-of-name agreement, the SAM information that shows the Contractor to be other than the Contractor indicated in the contract will be considered to be incorrect information within the meaning of the “Suspension of Payment” paragraph of the electronic funds transfer (EFT) claus
	(3) The Contractor shall not change the name or address for EFT payments or manual payments, as appropriate, in the SAM record to reflect an assignee for the purpose of assignment of claims (see FAR Subpart 32.8, Assignment of Claims). Assignees shall be separately registered in the SAM database. Information provided to the Contractor’s SAM record that indicates payments, including those made by EFT, to an ultimate recipient other than that Contractor will be considered to be incorrect information within th
	(4) Offerors and Contractors may obtain information on registration and annual confirmation requirements via SAM accessed through 
	(4) Offerors and Contractors may obtain information on registration and annual confirmation requirements via SAM accessed through 
	https://www.acquisition.gov
	https://www.acquisition.gov

	. 

	(u) Unauthorized Obligations.  
	(1) Except as stated in paragraph (u)(2) of this clause, when any supply or service acquired under this contract is subject to any End Use License Agreement (EULA), Terms of Service (TOS), or similar legal instrument or agreement, that includes any clause requiring the Government to indemnify the Contractor or any person or entity for damages, costs, fees, or any other loss or liability that would create an Anti-Deficiency Act violation (31 U.S.C. 1341), the following shall govern: 
	(i) Any such clause is unenforceable against the Government. 
	(ii) Neither the Government nor any Government authorized end user shall be deemed to have agreed to such clause by virtue of it appearing in the EULA, TOS, or similar legal instrument or agreement. If the EULA, TOS, or similar legal instrument or agreement is invoked through an “I agree” click box or other comparable mechanism (e.g., “click-wrap” or “browse-wrap” agreements), execution does not bind the Government or any Government authorized end user to such clause. 
	(iii) Any such clause is deemed to be stricken from the EULA, TOS, or similar legal instrument or agreement. 
	(2) Paragraph (u)(1) of this clause does not apply to indemnification by the Government that is expressly authorized by statute and specifically authorized under applicable agency regulations and procedures. 
	(v) Incorporation by reference. The Contractor’s representations and certifications, including those completed electronically via the System for Award Management (SAM), are incorporated by reference into the contract.  
	(End of clause) 
	Article I.2 FAR 52.212-5, Contract Terms and Conditions Required to Implement Statutes or Executive Orders – Commercial Items (March 2015) 
	(a) The Contractor shall comply with the following Federal Acquisition Regulation (FAR) clauses, which are incorporated in this contract by reference, to implement provisions of law or Executive orders applicable to acquisitions of commercial items: 
	(a) The Contractor shall comply with the following Federal Acquisition Regulation (FAR) clauses, which are incorporated in this contract by reference, to implement provisions of law or Executive orders applicable to acquisitions of commercial items: 
	(a) The Contractor shall comply with the following Federal Acquisition Regulation (FAR) clauses, which are incorporated in this contract by reference, to implement provisions of law or Executive orders applicable to acquisitions of commercial items: 


	(1) 52.209-10, Prohibition on Contracting with Inverted Domestic Corporations (Dec 2014) 
	(2) 52.233-3, Protest After Award (AUG 1996) (31 U.S.C. 3553). 
	(3) 52.233-4, Applicable Law for Breach of Contract Claim (OCT 2004) (Public Laws 108-77, 108-78 (19 U.S.C. 3805 note)). 
	(b) The Contractor shall comply with the FAR clauses in this paragraph (b) that the contracting officer has indicated as being incorporated in this contract by reference to implement provisions of law or Executive orders applicable to acquisitions of commercial items: 
	(b) The Contractor shall comply with the FAR clauses in this paragraph (b) that the contracting officer has indicated as being incorporated in this contract by reference to implement provisions of law or Executive orders applicable to acquisitions of commercial items: 
	(b) The Contractor shall comply with the FAR clauses in this paragraph (b) that the contracting officer has indicated as being incorporated in this contract by reference to implement provisions of law or Executive orders applicable to acquisitions of commercial items: 


	_X_ (1) 52.203-6, Restrictions on Subcontractor Sales to the Government (Sept 2006), with Alternate I (Oct 1995) (41 U.S.C. 4704 and 10 U.S.C. 2402). 
	_X_ (2) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (41 U.S.C. 3509). 
	___ (3) 52.203-15, Whistleblower Protections under the American Recovery and Reinvestment Act of 2009 (Jun 2010) (Section 1553 of Pub L. 111-5) (Applies to contracts funded by the American Recovery and Reinvestment Act of 2009). 
	_X_ (4) 52.204-10, Reporting Executive compensation and First-Tier Subcontract Awards (Jul 2013) (Pub. L. 109-282) (31 U.S.C. 6101 note). 
	___ (5) [Reserved] 
	___ (6) 52.204-14, Service Contract Reporting Requirements (Jan 2014) (Pub. L. 111-117, section 743 of Div. C). 
	___ (7) 52.204-15, Service Contract Reporting Requirements for Indefinite-Delivery Contracts (Jan 2014) (Pub. L. 111-117, section 743 of Div. C). 
	_X_ (8) 52.209-6, Protecting the Government’s Interest When Subcontracting with Contractors Debarred, Suspended, or Proposed for Debarment (Aug 2013) (31 U.S.C. 6101 note).  
	_X_ (9) 52.209-9, Updates of Publicly Available Information Regarding Responsibility Matters (Jul 2013) (41 U.S.C. 2313). 
	___ (10) [Reserved] 
	___ (11) (i) 52.219-3, Notice of HUBZone Set-Aside or Sole-Source Award (Nov 2011) (15      U.S.C. 657a). 
	___ (ii) Alternate I (Nov 2011) of 52.219-3. 
	_X_ (12) (i) 52.219-4, Notice of Price Evaluation Preference for HUBZone Small Business  Concerns (Oct 2014) (if the offeror elects to waive the preference, it shall so  indicate in its offer)(15 U.S.C. 657a). 
	___ (ii) Alternate I (Jan 2011) of 52.219-4. 
	___ (13) [Reserved] 
	___ (14) (i) 52.219-6, Notice of Total Small Business Aside (Nov 2011) (15 U.S.C. 644). 
	___ (ii) Alternate I (Nov 2011). 
	___ (iii) Alternate II (Nov 2011). 
	___ (15) (i) 52.219-7, Notice of Partial Small Business Set-Aside (June 2003) (15 U.S.C.      644). 
	___ (ii) Alternate I (Oct 1995) of 52.219-7. 
	___ (iii) Alternate II (Mar 2004) of 52.219-7. 
	_X_ (16) 52.219-8, Utilization of Small Business Concerns (Oct 2014) (15 U.S.C. 637(d)(2)      and (3)). 
	_X_ (17) (i) 52.219-9, Small Business Subcontracting Plan (Oct 2014) (15 U.S.C. 637 (d)(4)). 
	___ (ii) Alternate I (Oct 2001) of 52.219-9. 
	_X_ (iii) Alternate II (Oct 2001) of 52.219-9. 
	___ (iv) Alternate III (Oct 2014) of 52.219-9. 
	_X_ (18) 52.219-13, Notice of Set-Aside of Orders (Nov 2011) (15 U.S.C. 644(r)). 
	___ (19) 52.219-14, Limitations on Subcontracting (Nov 2011) (15 U.S.C. 637(a)(14)). 
	_X_ (20) 52.219-16, Liquidated Damages—Subcontracting Plan (Jan 1999) (15 U.S.C.       637(d)(4)(F)(i)). 
	___ (21) 52.219-27, Notice of Service-Disabled Veteran-Owned Small Business Set-Aside     (Nov 2011) (15 U.S.C. 657f). 
	_X_ (22) 52.219-28, Post Award Small Business Program Rerepresentation (Jul 2013) (15      U.S.C. 632(a)(2)). 
	___ (23) 52.219-29, Notice of Set-Aside for Economically Disadvantaged Women-Owned      Small Business (EDWOSB) Concerns (Jul 2013) (15 U.S.C. 637(m)). 
	___ (24) 52.219-30, Notice of Set-Aside for Women-Owned Small Business (WOSB)       Concerns Eligible Under the WOSB Program (Jul 2013) (15 U.S.C. 637(m)). 
	_X_ (25) 52.222-3, Convict Labor (June 2003) (E.O. 11755). 
	_X_ (26) 52.222-19, Child Labor—Cooperation with Authorities and Remedies (Jan 2014)      (E.O. 13126). 
	_X_ (27) 52.222-21, Prohibition of Segregated Facilities (Feb 1999). 
	_X_ (28) 52.222-26, Equal Opportunity (Mar 2007) (E.O. 11246). 
	_X_ (29) 52.222-35, Equal Opportunity for Veterans (Jul 2014) (38 U.S.C. 4212). 
	_X_ (30) 52.222-36, Equal Opportunity for Workers with Disabilities (Jul 2014) (29 U.S.C.      793). 
	_X_ (31) 52.222-37, Employment Reports on Veterans (Jul 2014) (38 U.S.C. 4212). 
	_X_ (32) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act     (Dec 2010) (E.O. 13496). 
	_X_ (33)(i) 52.222-50, Combating Trafficking in Persons (Mar 2015) (22 U.S.C. chapter 78 and E.O. 13627).  
	__ (ii) Alternate I (Mar 2015) of 52.222-50 (22 U.S.C. chapter 78 and E.O. 13627).  
	___ (34) 52.222-54, Employment Eligibility Verification (Aug 2013). (Executive Order 12989).     (Not applicable to the acquisition of commercially available off-the-shelf items or     certain other types of commercial items as prescribed in 22.1803.) 
	___ (35) (i) 52.223-9, Estimate of Percentage of Recovered Material Content for EPA-      Designated Items (May 2008) (42 U.S.C. 6962(c)(3)(A)(ii)). (Not applicable to the      acquisition of commercially available off-the-shelf items.) 
	___ (ii) Alternate I (May 2008) of 52.223-9 (42 U.S.C. 6962(i)(2)(C)). (Not applicable to the   acquisition of commercially available off-the-shelf items.) 
	_X_ (36) (i) 52.223-13, Acquisition of EPEAT® -Registered Imaging Equipment (Jun 2014)      (E.O.s 13423 and 13514 
	___ (ii) Alternate I (Jun 2014) of 52.223-13. 
	_X_ (37) (i) 52.223-14, Acquisition of EPEAT® -Registered Television (Jun 2014) (E.O.s      13423 and 13514). 
	___ (ii) Alternate I (Jun 2014) of 52.223-14. 
	_X_ (38) 52.223-15, Energy Efficiency in Energy-Consuming Products (Dec 2007) (42       U.S.C. 8259b). 
	_X_ (39) (i) 52.223-16, Acquisition of EPEAT® -Registered Personal Computer Products      (Jun 2014) (E.O.s 13423 and 13514). 
	___ (ii) Alternate I (Jun 2014) of 52.223-16. 
	_X_ (40) 52.223-18, Encouraging Contractor Policies to Ban Text Messaging while Driving     (Aug 2011) (E.O. 13513). 
	___ (41) 52.225-1, Buy American--Supplies (May 2014) (41 U.S.C. chapter 83). 
	___ (42) (i) 52.225-3, Buy American--Free Trade Agreements--Israeli Trade Act (May 2014)      (41 U.S.C. chapter 83, 19 U.S.C. 3301 note, 19 U.S.C. 2112 note, 19 U.S.C. 3805      note, 19 U.S.C. 4001 note, Pub. L. 103-182, 108-77, 108-78, 108-286, 108-302,      109-53, 109-169, 109-283, 110-138, 112-41, 112-42, and 112-43). 
	___ (ii) Alternate I (May 2014) of 52.225-3. 
	___ (iii) Alternate II (May 2014) of 52.225-3. 
	___ (iv) Alternate III (May 2014) of 52.225-3. 
	_X_ (43) 52.225-5, Trade Agreements (Nov 2013) (19 U.S.C. 2501, et seq., 19 U.S.C. 3301      note). 
	_X_ (44) 52.225-13, Restrictions on Certain Foreign Purchases (Jun 2008) (E.O.’s,       proclamations, and statutes administered by the Office of Foreign Assets Control of      the Department of the Treasury). 
	___ (45) 52.225-26, Contractors Performing Private Security Functions Outside the United     States (Jul 2013) (Section 862, as amended, of the National Defense Authorization     Act for Fiscal Year 2008; 10 U.S.C. 2302 Note). 
	___ (46) 52.226-4, Notice of Disaster or Emergency Area Set-Aside (Nov 2007) (42 U.S.C.      5150). 
	___ (47) 52.226-5, Restrictions on Subcontracting Outside Disaster or Emergency Area      (Nov 2007) (42 U.S.C. 5150). 
	___ (48) 52.232-29, Terms for Financing of Purchases of Commercial Items (Feb 2002) (41      U.S.C. 4505), 10 U.S.C. 2307(f)). 
	___ (49) 52.232-30, Installment Payments for Commercial Items (Oct 1995) (41 U.S.C.      4505, 10 U.S.C. 2307(f)). 
	_X_ (50) 52.232-33, Payment by Electronic Funds Transfer— System for Award        Management (Jul 2013) (31 U.S.C. 3332). 
	___ (51) 52.232-34, Payment by Electronic Funds Transfer—Other Than System for Award      Management (Jul 2013) (31 U.S.C. 3332). 
	_X_ (52) 52.232-36, Payment by Third Party (May 2014) (31 U.S.C. 3332). 
	___ (53) 52.239-1, Privacy or Security Safeguards (Aug 1996) (5 U.S.C. 552a). 
	_X_ (54) (i) 52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (Feb 2006) (46 U.S.C. Appx 1241(b) and 10 U.S.C. 2631). 
	___ (ii) Alternate I (Apr 2003) of 52.247-64. 
	(c) The Contractor shall comply with the FAR clauses in this paragraph (c), applicable to commercial services, that the Contracting Officer has indicated as being incorporated in this contract by reference to implement provisions of law or executive orders applicable to acquisitions of commercial items: 
	(c) The Contractor shall comply with the FAR clauses in this paragraph (c), applicable to commercial services, that the Contracting Officer has indicated as being incorporated in this contract by reference to implement provisions of law or executive orders applicable to acquisitions of commercial items: 
	(c) The Contractor shall comply with the FAR clauses in this paragraph (c), applicable to commercial services, that the Contracting Officer has indicated as being incorporated in this contract by reference to implement provisions of law or executive orders applicable to acquisitions of commercial items: 


	___ (1) 52.222-41, Service Contract Labor Standards (May 2014) (41 U.S.C. chapter 67.). 
	___ (2) 52.222-42, Statement of Equivalent Rates for Federal Hires (May 2014) (29 U.S.C.    206 and 41 U.S.C. chapter 67). 
	___ (3) 52.222-43, Fair Labor Standards Act and Service Contract Labor Standards -- Price   Adjustment (Multiple Year and Option Contracts) (May 2014) (29 U.S.C.206 and 41   U.S.C. chapter 67). 
	___ (4) 52.222-44, Fair Labor Standards Act and Service Contract Labor Standards -- Price    Adjustment (May 2014) (29 U.S.C. 206 and 41 U.S.C. chapter 67). 
	___ (5) 52.222-51, Exemption from Application of the Service Contract Labor Standards to    Contracts for Maintenance, Calibration, or Repair of Certain Equipment--     Requirements (May 2014) (41 U.S.C. chapter 67). 
	___ (6) 52.222-53, Exemption from Application of the Service Contract Labor Standards to    Contracts for Certain Services--Requirements (May 2014) (41 U.S.C. chapter 67). 
	___ (7) 52.222-17, Nondisplacement of Qualified Workers (May 2014) (E.O. 13495). 
	___ (8) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations. (May 2014)    (42 U.S.C. 1792). 
	___ (9) 52.237-11, Accepting and Dispensing of $1 Coin (Sep 2008) (31 U.S.C. 5112(p)(1)). 
	___ (10) 52.222-55, Minimum Wages Under Executive Order 13658 (Dec 2014) (Executive       Order 13658). 
	(d) Comptroller General Examination of Record The Contractor shall comply with the provisions of this paragraph (d) if this contract was awarded using other than sealed bid, is in excess of the simplified acquisition threshold, and does not contain the clause at 52.215-2, Audit and Records -- Negotiation. 
	(d) Comptroller General Examination of Record The Contractor shall comply with the provisions of this paragraph (d) if this contract was awarded using other than sealed bid, is in excess of the simplified acquisition threshold, and does not contain the clause at 52.215-2, Audit and Records -- Negotiation. 
	(d) Comptroller General Examination of Record The Contractor shall comply with the provisions of this paragraph (d) if this contract was awarded using other than sealed bid, is in excess of the simplified acquisition threshold, and does not contain the clause at 52.215-2, Audit and Records -- Negotiation. 

	(1) The Comptroller General of the United States, or an authorized representative of the Comptroller General, shall have access to and right to examine any of the Contractor’s directly pertinent records involving transactions related to this contract. 
	(1) The Comptroller General of the United States, or an authorized representative of the Comptroller General, shall have access to and right to examine any of the Contractor’s directly pertinent records involving transactions related to this contract. 
	(1) The Comptroller General of the United States, or an authorized representative of the Comptroller General, shall have access to and right to examine any of the Contractor’s directly pertinent records involving transactions related to this contract. 
	(1) The Comptroller General of the United States, or an authorized representative of the Comptroller General, shall have access to and right to examine any of the Contractor’s directly pertinent records involving transactions related to this contract. 

	(2) The Contractor shall make available at its offices at all reasonable times the records, materials, and other evidence for examination, audit, or reproduction, until 3 years after final payment under this contract or for any shorter period specified in FAR Subpart 4.7, Contractor Records Retention, of the other clauses of this contract. If this contract is completely or partially terminated, the records relating to the work terminated shall be made available for 3 years after any resulting final terminat
	(2) The Contractor shall make available at its offices at all reasonable times the records, materials, and other evidence for examination, audit, or reproduction, until 3 years after final payment under this contract or for any shorter period specified in FAR Subpart 4.7, Contractor Records Retention, of the other clauses of this contract. If this contract is completely or partially terminated, the records relating to the work terminated shall be made available for 3 years after any resulting final terminat

	(3) As used in this clause, records include books, documents, accounting procedures and practices, and other data, regardless of type and regardless of form. This does not require the Contractor to create or maintain any record that the Contractor does not maintain in the ordinary course of business or pursuant to a provision of law. 
	(3) As used in this clause, records include books, documents, accounting procedures and practices, and other data, regardless of type and regardless of form. This does not require the Contractor to create or maintain any record that the Contractor does not maintain in the ordinary course of business or pursuant to a provision of law. 




	(e)(1) Notwithstanding the requirements of the clauses in paragraphs (a), (b), (c) and (d) of this clause, the Contractor is not required to flow down any FAR clause, other than those in this 
	paragraph (e)(1) in a subcontract for commercial items. Unless otherwise indicated below, the extent of the flow down shall be as required by the clause— 
	(i) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (41 U.S.C. 3509). 
	(i) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (41 U.S.C. 3509). 
	(i) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (41 U.S.C. 3509). 
	(i) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (41 U.S.C. 3509). 
	(i) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (41 U.S.C. 3509). 

	(ii) 52.219-8, Utilization of Small Business Concerns (Oct 2014) (15 U.S.C. 637(d)(2) and (3)), in all subcontracts that offer further subcontracting opportunities. If the subcontract (except subcontracts to small business concerns) exceeds $650,000 ($1.5 million for construction of any public facility), the subcontractor must include 52.219-8 in lower tier subcontracts that offer subcontracting opportunities. 
	(ii) 52.219-8, Utilization of Small Business Concerns (Oct 2014) (15 U.S.C. 637(d)(2) and (3)), in all subcontracts that offer further subcontracting opportunities. If the subcontract (except subcontracts to small business concerns) exceeds $650,000 ($1.5 million for construction of any public facility), the subcontractor must include 52.219-8 in lower tier subcontracts that offer subcontracting opportunities. 

	(iii) 52.222-17, Nondisplacement of Qualified Workers (May 2014) (E.O. 13495). Flow down required in accordance with paragraph (1) of FAR clause 52.222-17. 
	(iii) 52.222-17, Nondisplacement of Qualified Workers (May 2014) (E.O. 13495). Flow down required in accordance with paragraph (1) of FAR clause 52.222-17. 

	(iv) 52.222-26, Equal Opportunity (Mar 2007) (E.O. 11246). 
	(iv) 52.222-26, Equal Opportunity (Mar 2007) (E.O. 11246). 

	(v) 52.222-35, Equal Opportunity for Veterans (Jul 2014) (38 U.S.C. 4212). 
	(v) 52.222-35, Equal Opportunity for Veterans (Jul 2014) (38 U.S.C. 4212). 

	(vi) 52.222-36, Equal Opportunity for Workers with Disabilities (Jul 2014) (29 U.S.C. 793). 
	(vi) 52.222-36, Equal Opportunity for Workers with Disabilities (Jul 2014) (29 U.S.C. 793). 

	(vii) 52.222-37, Employment Reports on Veterans (Jul 2014) (38 U.S.C. 4212). 
	(vii) 52.222-37, Employment Reports on Veterans (Jul 2014) (38 U.S.C. 4212). 

	(viii) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act (Dec 2010) (E.O. 13496). Flow down required in accordance with paragraph (f) of FAR clause 52.222-40. 
	(viii) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act (Dec 2010) (E.O. 13496). Flow down required in accordance with paragraph (f) of FAR clause 52.222-40. 

	(ix) 52.222-41, Service Contract Labor Standards (May 2014), (41 U.S.C. chapter 67). 
	(ix) 52.222-41, Service Contract Labor Standards (May 2014), (41 U.S.C. chapter 67). 

	(x)  
	(x)  




	___ (A) 52.222-50, Combating Trafficking in Persons (Mar 2015) (22 U.S.C. chapter 78 and E.O 13627). 
	___ (B) Alternate I (Mar 2015) of 52.222-50 (22 U.S.C. chapter 78 and E.O 13627). 
	(xi) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or Repair of Certain Equipment--Requirements (May 2014) (41 U.S.C. chapter 67.) 
	(xi) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or Repair of Certain Equipment--Requirements (May 2014) (41 U.S.C. chapter 67.) 
	(xi) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or Repair of Certain Equipment--Requirements (May 2014) (41 U.S.C. chapter 67.) 
	(xi) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or Repair of Certain Equipment--Requirements (May 2014) (41 U.S.C. chapter 67.) 
	(xi) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or Repair of Certain Equipment--Requirements (May 2014) (41 U.S.C. chapter 67.) 

	(xii) 52.222-53, Exemption from Application of the Service Contract Labor Standards to Contracts for Certain Services--Requirements (May 2014) (41 U.S.C. chapter 67) 
	(xii) 52.222-53, Exemption from Application of the Service Contract Labor Standards to Contracts for Certain Services--Requirements (May 2014) (41 U.S.C. chapter 67) 

	(xiii) 52.222-54, Employment Eligibility Verification (Aug 2013). 
	(xiii) 52.222-54, Employment Eligibility Verification (Aug 2013). 

	(xiv) 52.225-26, Contractors Performing Private Security Functions Outside the United States (Jul 2013) (Section 862, as amended, of the National Defense Authorization Act for Fiscal Year 2008; 10 U.S.C. 2302 Note). 
	(xiv) 52.225-26, Contractors Performing Private Security Functions Outside the United States (Jul 2013) (Section 862, as amended, of the National Defense Authorization Act for Fiscal Year 2008; 10 U.S.C. 2302 Note). 

	(xv) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations. (May 2014) (42 U.S.C. 1792). Flow down required in accordance with paragraph (e) of FAR clause 52.226-6. 
	(xv) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations. (May 2014) (42 U.S.C. 1792). Flow down required in accordance with paragraph (e) of FAR clause 52.226-6. 




	(xvi) 52.247-64, Preference for Privately-Owned U.S. Flag Commercial Vessels (Feb 2006) (46 U.S.C. Appx 1241(b) and 10 U.S.C. 2631). Flow down required in accordance with paragraph (d) of FAR clause 52.247-64. 
	(xvi) 52.247-64, Preference for Privately-Owned U.S. Flag Commercial Vessels (Feb 2006) (46 U.S.C. Appx 1241(b) and 10 U.S.C. 2631). Flow down required in accordance with paragraph (d) of FAR clause 52.247-64. 
	(xvi) 52.247-64, Preference for Privately-Owned U.S. Flag Commercial Vessels (Feb 2006) (46 U.S.C. Appx 1241(b) and 10 U.S.C. 2631). Flow down required in accordance with paragraph (d) of FAR clause 52.247-64. 
	(xvi) 52.247-64, Preference for Privately-Owned U.S. Flag Commercial Vessels (Feb 2006) (46 U.S.C. Appx 1241(b) and 10 U.S.C. 2631). Flow down required in accordance with paragraph (d) of FAR clause 52.247-64. 
	(xvi) 52.247-64, Preference for Privately-Owned U.S. Flag Commercial Vessels (Feb 2006) (46 U.S.C. Appx 1241(b) and 10 U.S.C. 2631). Flow down required in accordance with paragraph (d) of FAR clause 52.247-64. 

	(xvii) 52.222-55, Minimum Wages Under Executive Order 13658 (Dec 2014)(Executive Order 13658). 
	(xvii) 52.222-55, Minimum Wages Under Executive Order 13658 (Dec 2014)(Executive Order 13658). 



	(2) While not required, the contractor may include in its subcontracts for commercial items a minimal number of additional clauses necessary to satisfy its contractual obligations. 
	(2) While not required, the contractor may include in its subcontracts for commercial items a minimal number of additional clauses necessary to satisfy its contractual obligations. 


	(End of clause) 
	Alternate I (Feb 2000)   
	As prescribed in 12.301(b)(4)(i), delete paragraph (d) from the basic clause, redesignate paragraph (e) as paragraph (d), and revise the reference to “paragraphs (a), (b), (c), or (d) of this clause” in the redesignated paragraph (d) to read “paragraphs (a), (b), and (c) of this clause.” 
	 *** (Note:  If this acquisition will use funds appropriated or otherwise made available by the American Recovery and Reinvestment Act of 2009 (Pub.L. 111-5), the following Alternate II is required.  Additionally, Alternate I of this clause may not be used when Alternate II is applicable.) *** 
	Alternate II (Mar 2015)  
	As prescribed in 12.301(b)(4)(ii), substitute the following paragraphs (d)(1) and (e)(1) for paragraphs (d)(1) and (e)(1) of the basic clause as follows: 
	(d)(1) The Comptroller General of the United States, an appropriate Inspector General appointed under section 3 or 8G of the Inspector General Act of 1978 (5 U.S.C. App.), or an authorized representative of either of the foregoing officials shall have access to and right to— 
	(i) Examine any of the Contractor's or any subcontractors' records that pertain to, and involve transactions relating to, this contract; and 
	 (ii) Interview any officer or employee regarding such transactions. 
	(e)(1) Notwithstanding the requirements of the clauses in paragraphs (a), (b), and (c), of this clause, the Contractor is not required to flow down any FAR clause in a subcontract for commercial items, other than— 
	(i) Paragraph (d) of this clause. This paragraph flows down to all subcontracts, except the  authority of the Inspector General under paragraph (d)(1)(ii) does not flow down; and 
	(i) Paragraph (d) of this clause. This paragraph flows down to all subcontracts, except the  authority of the Inspector General under paragraph (d)(1)(ii) does not flow down; and 
	(i) Paragraph (d) of this clause. This paragraph flows down to all subcontracts, except the  authority of the Inspector General under paragraph (d)(1)(ii) does not flow down; and 

	(ii) Those clauses listed in this paragraph (e)(1). Unless otherwise indicated below, the 
	(ii) Those clauses listed in this paragraph (e)(1). Unless otherwise indicated below, the 


	extent of the flow down shall be as required by the clause— 
	(A) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (41 U.S.C. 3509). 
	(A) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (41 U.S.C. 3509). 
	(A) 52.203-13, Contractor Code of Business Ethics and Conduct (Apr 2010) (41 U.S.C. 3509). 

	(B) 52.203-15, Whistleblower Protections Under the American Recovery and Reinvestment Act of 2009 (JUN 2010) (Section 1553 of Pub. L. 111-5). 
	(B) 52.203-15, Whistleblower Protections Under the American Recovery and Reinvestment Act of 2009 (JUN 2010) (Section 1553 of Pub. L. 111-5). 


	(C) 52.219-8, Utilization of Small Business Concerns (JUL 2013) (15 U.S.C. 637(d) (2) and (3)), in all subcontracts that offer further subcontracting opportunities. If the subcontract (except subcontracts to small business concerns) exceeds $650,000 ($1.5 million for construction of any public facility), the subcontractor must include 52.219-8 in lower tier subcontracts that offer subcontracting opportunities. 
	(C) 52.219-8, Utilization of Small Business Concerns (JUL 2013) (15 U.S.C. 637(d) (2) and (3)), in all subcontracts that offer further subcontracting opportunities. If the subcontract (except subcontracts to small business concerns) exceeds $650,000 ($1.5 million for construction of any public facility), the subcontractor must include 52.219-8 in lower tier subcontracts that offer subcontracting opportunities. 
	(C) 52.219-8, Utilization of Small Business Concerns (JUL 2013) (15 U.S.C. 637(d) (2) and (3)), in all subcontracts that offer further subcontracting opportunities. If the subcontract (except subcontracts to small business concerns) exceeds $650,000 ($1.5 million for construction of any public facility), the subcontractor must include 52.219-8 in lower tier subcontracts that offer subcontracting opportunities. 

	(D) 52.222-26, Equal Opportunity (Mar 2007) (E.O. 11246). 
	(D) 52.222-26, Equal Opportunity (Mar 2007) (E.O. 11246). 

	(E) 52.222-35, Equal Opportunity for Veterans (Jul 2014) (38 U.S.C. 4212). 
	(E) 52.222-35, Equal Opportunity for Veterans (Jul 2014) (38 U.S.C. 4212). 

	(F) 52.222-36, Equal Opportunity for Workers with Disabilities (Jul 2014) (29 U.S.C. 793). 
	(F) 52.222-36, Equal Opportunity for Workers with Disabilities (Jul 2014) (29 U.S.C. 793). 

	(G) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act (DEC 2010) (E.O. 13496).  Flow down required in accordance with paragraph (f) of FAR clause 52.222-40. 
	(G) 52.222-40, Notification of Employee Rights Under the National Labor Relations Act (DEC 2010) (E.O. 13496).  Flow down required in accordance with paragraph (f) of FAR clause 52.222-40. 

	(H) 52.222-41, Service Contract Labor Standards (May 2014) (41 U.S.C. chapter 67). 
	(H) 52.222-41, Service Contract Labor Standards (May 2014) (41 U.S.C. chapter 67). 

	(I) ___(1) 52.222-50, Combating Trafficking in Persons (Mar 2015) (22 U.S.C. chapter 78 and E.O 13627). 
	(I) ___(1) 52.222-50, Combating Trafficking in Persons (Mar 2015) (22 U.S.C. chapter 78 and E.O 13627). 


	___(2) Alternate I (Mar 2015) of 52.222-50 (22 U.S.C. chapter 78 and E.O 13627). 
	(J) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or Repair of Certain Equipment—Requirements (May 2014) (41 U.S.C. chapter 67). 
	(J) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or Repair of Certain Equipment—Requirements (May 2014) (41 U.S.C. chapter 67). 
	(J) 52.222-51, Exemption from Application of the Service Contract Labor Standards to Contracts for Maintenance, Calibration, or Repair of Certain Equipment—Requirements (May 2014) (41 U.S.C. chapter 67). 

	(K) 52.222-53, Exemption from Application of the Service Contract Labor Standards to Contracts for Certain Services—Requirements (May 2014) (41 U.S.C. chapter 67). 
	(K) 52.222-53, Exemption from Application of the Service Contract Labor Standards to Contracts for Certain Services—Requirements (May 2014) (41 U.S.C. chapter 67). 

	(L) 52.222-54, Employment Eligibility Verification (Aug 2013).  
	(L) 52.222-54, Employment Eligibility Verification (Aug 2013).  

	(M) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations. (May 2014) (42 U.S.C. 1792). Flow down required in accordance with paragraph (e) of FAR clause 52.226-6. 
	(M) 52.226-6, Promoting Excess Food Donation to Nonprofit Organizations. (May 2014) (42 U.S.C. 1792). Flow down required in accordance with paragraph (e) of FAR clause 52.226-6. 

	(N) 52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (Feb 2006) (46 U.S.C. Appx. 1241(b) and 10 U.S.C. 2631). Flow down required in accordance with paragraph (d) of FAR clause 52.247-64. 
	(N) 52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (Feb 2006) (46 U.S.C. Appx. 1241(b) and 10 U.S.C. 2631). Flow down required in accordance with paragraph (d) of FAR clause 52.247-64. 

	(O) 52.222-55, Minimum Wages Under Executive Order 13658 (Dec 2014) Executive Order 13658). 
	(O) 52.222-55, Minimum Wages Under Executive Order 13658 (Dec 2014) Executive Order 13658). 


	Article I.3 Additional Contract Clauses 
	This contract incorporates the following clauses by reference, (unless otherwise noted), with the same force and effect as if they were given in full text.  Upon request, the PCO will make their full text available. 
	a. FEDERAL ACQUISITION REGULATION (FAR) (48 CFR CHAPTER 1) CLAUSES 
	a. FEDERAL ACQUISITION REGULATION (FAR) (48 CFR CHAPTER 1) CLAUSES 
	a. FEDERAL ACQUISITION REGULATION (FAR) (48 CFR CHAPTER 1) CLAUSES 

	(1) Applicable to the GWAC: 
	(1) Applicable to the GWAC: 
	(1) Applicable to the GWAC: 
	(1) Applicable to the GWAC: 
	(1) Applicable to the GWAC: 
	(1) Applicable to the GWAC: 






	a) FAR Clause 52.216-18, Ordering (October 1995). 
	a) FAR Clause 52.216-18, Ordering (October 1995). 
	a) FAR Clause 52.216-18, Ordering (October 1995). 
	a) FAR Clause 52.216-18, Ordering (October 1995). 



	“(a) … Such orders may be issued from date of award through 120 months thereafter.” 
	b) FAR Clause 52.216-22, Indefinite Quantity (October 1995). 
	b) FAR Clause 52.216-22, Indefinite Quantity (October 1995). 
	b) FAR Clause 52.216-22, Indefinite Quantity (October 1995). 
	b) FAR Clause 52.216-22, Indefinite Quantity (October 1995). 



	 “(d) … the Contractor shall not be required to make any deliveries under this contract after 60 months following expiration of the GWAC ordering period.” 
	c) FAR Clause 52.232-18, Availability of Funds (April 1984). 
	c) FAR Clause 52.232-18, Availability of Funds (April 1984). 
	c) FAR Clause 52.232-18, Availability of Funds (April 1984). 
	c) FAR Clause 52.232-18, Availability of Funds (April 1984). 

	d) FAR Clause 52.232-37, Multiple Payment Arrangements (May 1999) 
	d) FAR Clause 52.232-37, Multiple Payment Arrangements (May 1999) 

	(2) Applicable to individual delivery orders as required: 
	(2) Applicable to individual delivery orders as required: 
	(2) Applicable to individual delivery orders as required: 
	(2) Applicable to individual delivery orders as required: 
	(2) Applicable to individual delivery orders as required: 




	a) FAR Clause 52.204-9, Personal Identity Verification of Contractor Personnel (January 2011). 
	a) FAR Clause 52.204-9, Personal Identity Verification of Contractor Personnel (January 2011). 

	b) FAR Clause 52.223-5, Pollution Prevention and Right-to-Know Information (May 2011). 
	b) FAR Clause 52.223-5, Pollution Prevention and Right-to-Know Information (May 2011). 

	c) FAR Clause 52.227-14, Rights in Data – General (May 2014). 
	c) FAR Clause 52.227-14, Rights in Data – General (May 2014). 

	d) Alternate III (December 2007), FAR Clause 52.227-14, Rights in Data--General (May 2014). – Any additions to or limitations on restricted rights in data will be specified in the individual delivery order. 
	d) Alternate III (December 2007), FAR Clause 52.227-14, Rights in Data--General (May 2014). – Any additions to or limitations on restricted rights in data will be specified in the individual delivery order. 

	e) FAR Clause 52.237-2, Protection of Government Buildings, Equipment and Vegetation (April 1984). 
	e) FAR Clause 52.237-2, Protection of Government Buildings, Equipment and Vegetation (April 1984). 

	f) FAR Clause 52.245-1, Government Property (April 2012) as applicable under FAR Part 45.107. 
	f) FAR Clause 52.245-1, Government Property (April 2012) as applicable under FAR Part 45.107. 

	g) FAR Clause 52.245-9, Use and Charges (April 2012). 
	g) FAR Clause 52.245-9, Use and Charges (April 2012). 

	h) FAR Clause 52.251-1, Government Supply Sources (April 2012). 
	h) FAR Clause 52.251-1, Government Supply Sources (April 2012). 



	(This clause may be used in delivery orders for commercial items) 
	i) FAR Clause 52.212-4, Contract Terms and Conditions – Commercial Items (December 2014), and Alternative I (May 2014) if applicable 
	i) FAR Clause 52.212-4, Contract Terms and Conditions – Commercial Items (December 2014), and Alternative I (May 2014) if applicable 
	i) FAR Clause 52.212-4, Contract Terms and Conditions – Commercial Items (December 2014), and Alternative I (May 2014) if applicable 
	i) FAR Clause 52.212-4, Contract Terms and Conditions – Commercial Items (December 2014), and Alternative I (May 2014) if applicable 



	 
	b. DEPARTMENT OF HEALTH AND HUMAN SERVICES ACQUISITION REGULATION (HHSAR) (48 CFR CHAPTER 3) CLAUSES: 
	b. DEPARTMENT OF HEALTH AND HUMAN SERVICES ACQUISITION REGULATION (HHSAR) (48 CFR CHAPTER 3) CLAUSES: 
	b. DEPARTMENT OF HEALTH AND HUMAN SERVICES ACQUISITION REGULATION (HHSAR) (48 CFR CHAPTER 3) CLAUSES: 

	1. HHSAR Clause 352.270-1, Accessibility of Meetings, Conferences and Seminars to Persons with Disabilities (January 2001). 
	1. HHSAR Clause 352.270-1, Accessibility of Meetings, Conferences and Seminars to Persons with Disabilities (January 2001). 
	1. HHSAR Clause 352.270-1, Accessibility of Meetings, Conferences and Seminars to Persons with Disabilities (January 2001). 

	2. HHSAR Clause 352.242-71, Tobacco-Free Facilities (January 2006). 
	2. HHSAR Clause 352.242-71, Tobacco-Free Facilities (January 2006). 

	3. HHSAR Clause 352.203-70, Anti-Lobbying (January 2006) 
	3. HHSAR Clause 352.203-70, Anti-Lobbying (January 2006) 


	c. ADDITIONAL DELIVERY ORDER CLAUSES: 
	c. ADDITIONAL DELIVERY ORDER CLAUSES: 

	1. OCOs may include additional agency or FAR clauses to delivery orders as applicable to the specific requirements. 
	1. OCOs may include additional agency or FAR clauses to delivery orders as applicable to the specific requirements. 
	1. OCOs may include additional agency or FAR clauses to delivery orders as applicable to the specific requirements. 



	Article I.4 Additional FAR Contract Clauses Included in Full Text 
	This contract incorporates the following clauses in full text. 
	a. FEDERAL ACQUISITION REGULATION (FAR) (48 CFR CHAPTER 1) CLAUSES 
	a. FEDERAL ACQUISITION REGULATION (FAR) (48 CFR CHAPTER 1) CLAUSES 
	a. FEDERAL ACQUISITION REGULATION (FAR) (48 CFR CHAPTER 1) CLAUSES 

	1. FAR Clause 52.209-9, Updates of Publically Available Information Regarding Responsibility Matters (July 2013) 
	1. FAR Clause 52.209-9, Updates of Publically Available Information Regarding Responsibility Matters (July 2013) 


	 (Applicable to contractors that have reached $500,000 or more in delivery orders under that contract and have checked the “has” block, Current Active Federal Contracts and Grants with a Total Value Greater than $10,000,000, under paragraph “b” of the provision 52.209-7, Information Regarding Responsibility Matters) 
	a.  The Contractor shall update the information in the Federal Awardee Performance  
	 and Integrity Information System (FAPIIS) on a semi-annual basis, throughout the life of the contract, by posting the required information in the System for Award Management (SAM) database at http://www.acquisition.gov .  
	b.  As required by section 3010 of the Supplemental Appropriations Act, 2010 (Pub. L. 111-212), all information posted in FAPIIS on or after April 15, 2011, except past performance reviews, will be publicly available. FAPIIS consists of two segments--  
	1. The non-public segment, into which Government officials and the Contractor  
	post information, which can only be viewed by--  
	i.  Government personnel and authorized users performing business on behalf of the Government; or  
	ii.  The Contractor, when viewing data on itself; and  
	2.  The publicly-available segment, to which all data in the non-public segment  
	of FAPIIS is automatically transferred after a waiting period of 14 calendar  
	days, except for--  
	i. Past performance reviews required by subpart 42.15;  
	ii. Information that was entered prior to April 15, 2011; or  
	iii. Information that is withdrawn during the 14-calendar-day waiting period by the Government official who posted it in accordance with paragraph (c)(1) of this clause.  
	c.  The Contractor will receive notification when the Government posts new information  
	to the Contractor's record.  
	1.  If the Contractor asserts in writing within 7 calendar days, to the Government  
	official who posted the information, that some of the information posted to  
	the non-public segment of FAPIIS is covered by a disclosure exemption under  
	the Freedom of Information Act, the Government official who posted the  
	information must within 7 calendar days remove the posting from FAPIIS and  
	resolve the issue in accordance with agency Freedom of Information  
	procedures, prior to reposting the releasable information. The contractor  
	must cite 52.209-9 and request removal within 7 calendar days of the posting  
	to FAPIIS.  
	2.  The Contractor will also have an opportunity to post comments regarding  
	information that has been posted by the Government. The comments will be  
	retained as long as the associated information is retained, i.e., for a total  
	period of 6 years. Contractor comments will remain a part of the record  
	unless the Contractor revises them.  
	3.  As required by section 3010 of Pub. L. 111-212, all information posted in  
	FAPIIS on or after April 15, 2011, except past performance reviews, will be  
	publicly available.  
	d.  Public requests for system information posted prior to April 15, 2011, will be handled under Freedom of Information Act procedures, including, where appropriate, procedures promulgated under E.O. 12600.   
	 (End of clause) 
	2. FAR Clause 52.216-19, Order Limitations (October 1995) 
	2. FAR Clause 52.216-19, Order Limitations (October 1995) 
	2. FAR Clause 52.216-19, Order Limitations (October 1995) 

	(a) Minimum Order. When the government requires supplies or services covered by this contract in an amount of less than $250, the Government is not obligated to purchase, nor is the Contractor obligated to furnish, those supplies or services under the contract. 
	(a) Minimum Order. When the government requires supplies or services covered by this contract in an amount of less than $250, the Government is not obligated to purchase, nor is the Contractor obligated to furnish, those supplies or services under the contract. 

	(b) Maximum Order. The Contractor is not obligated to honor-- 
	(b) Maximum Order. The Contractor is not obligated to honor-- 

	1. Any delivery order for a single item in excess of $2 million. 
	1. Any delivery order for a single item in excess of $2 million. 
	1. Any delivery order for a single item in excess of $2 million. 

	2. Any delivery order for a combination of items in excess of $10 million; or 
	2. Any delivery order for a combination of items in excess of $10 million; or 

	3. A series of delivery orders from the same ordering office within 10 days that together call for quantities exceeding the limitation in subparagraph (b)(1) or (2) above. 
	3. A series of delivery orders from the same ordering office within 10 days that together call for quantities exceeding the limitation in subparagraph (b)(1) or (2) above. 


	(c) If this is a requirements contract (i.e., includes the Requirements clause at subsection 52.216-21 of the Federal Acquisition Regulation (FAR)), the Government is not required to order a part of any one requirement from the Contractor if that requirement exceeds the maximum-order limitations in paragraph (b) above. 
	(c) If this is a requirements contract (i.e., includes the Requirements clause at subsection 52.216-21 of the Federal Acquisition Regulation (FAR)), the Government is not required to order a part of any one requirement from the Contractor if that requirement exceeds the maximum-order limitations in paragraph (b) above. 

	(d) Notwithstanding paragraphs (b) and (c) above, the Contractor shall honor any delivery order exceeding the maximum order limitations in paragraph (b), unless that delivery order (or orders) is returned to the ordering office within  5  days after issuance, with written notice stating the Contractor's intent not to ship the item (or items) called for and the reasons.  Upon receiving this notice, the Government may acquire the supplies or services from another source. 
	(d) Notwithstanding paragraphs (b) and (c) above, the Contractor shall honor any delivery order exceeding the maximum order limitations in paragraph (b), unless that delivery order (or orders) is returned to the ordering office within  5  days after issuance, with written notice stating the Contractor's intent not to ship the item (or items) called for and the reasons.  Upon receiving this notice, the Government may acquire the supplies or services from another source. 


	(End of clause) 
	3. FAR Clause 52.217-8  Option to Extend Services (Nov 1999) 
	3. FAR Clause 52.217-8  Option to Extend Services (Nov 1999) 
	3. FAR Clause 52.217-8  Option to Extend Services (Nov 1999) 


	The Government may require continued performance of any services within the limits and at the rates specified in the contract.  These rates may be adjusted only as a result of revisions to prevailing labor rates provided by the Secretary of Labor. The option provision may be exercised more than once, but the total extension of 
	performance hereunder shall not exceed 6 months.  The Contracting Officer may exercise the option by written notice to the Contractor within 30 days prior to the end of the contract period. 
	(End of clause) 
	4. FAR Clause 52.217-9  Option to Extend the Term of the Contract (Mar 2000) 
	4. FAR Clause 52.217-9  Option to Extend the Term of the Contract (Mar 2000) 
	4. FAR Clause 52.217-9  Option to Extend the Term of the Contract (Mar 2000) 


	 (a) The Government may extend the term of this contract by written notice to the Contractor within 30 days provided that the Government gives the Contractor a preliminary written notice of its intent to extend at least 60 days before the contract expires.  The preliminary notice does not commit the Government to an extension. 
	(b) If the Government exercises this option, the extended contract shall be considered to include this option clause. 
	(c) The total duration of this contract, including the exercise of any options under this clause, shall not exceed 120 months. 
	(End of clause) 
	 
	PART III – LIST OF DOCUMENTS, EXHIBITS, AND OTHER ATTACHMENTS 
	SECTION J: LIST OF ATTACHMENTS 
	The following documents are incorporated by reference in this contract: 
	1. Attachment H.13 Category & Group Discount Percentages 
	1. Attachment H.13 Category & Group Discount Percentages 
	1. Attachment H.13 Category & Group Discount Percentages 

	2. Attachment J.5 Small Business Subcontracting Plan (if applicable) 
	2. Attachment J.5 Small Business Subcontracting Plan (if applicable) 

	3. Attachment J.8 Product List 
	3. Attachment J.8 Product List 

	4. Attachment J.9 Disclosure of Lobbying Activities, SF-LLL, dated 7/97, 2 pages (See Article I.1(r)) 
	4. Attachment J.9 Disclosure of Lobbying Activities, SF-LLL, dated 7/97, 2 pages (See Article I.1(r)) 


	 
	 
	 
	  
	Part IV – REPRESENTATIONS AND INSTRUCTIONS 
	SECTION K: REPRESENTATIONS AND INSTRUCTIONS 
	The following documents are incorporated by reference in this contract: 
	1) Annual Representations and Certifications completed as located at the Systems for Award Management (SAM) website.  
	1) Annual Representations and Certifications completed as located at the Systems for Award Management (SAM) website.  
	1) Annual Representations and Certifications completed as located at the Systems for Award Management (SAM) website.  

	2) FAR 52.212-3, Representations and Certifications – Commercial Items (Aug 2013), submitted with the contractor’s proposal. 
	2) FAR 52.212-3, Representations and Certifications – Commercial Items (Aug 2013), submitted with the contractor’s proposal. 

	3) FAR 52.219-1, Small Business Program Representations (Apr 2012), submitted with the contractor’s proposal.  
	3) FAR 52.219-1, Small Business Program Representations (Apr 2012), submitted with the contractor’s proposal.  





	ATTACHMENT H.13
	Dell Federal Systems L.P.
	ATTACHMENT J.5
	Attachment J.5 - Dell
	ATTACHMENT J.9
	Disclosure of Lobbying Activities

	type: 
	action: 
	report: 
	year: 
	qtr: 
	date: 
	sub: Off
	tier: Off
	prime1: 
	adr: Off
	prime4: 
	prime5: 
	congress2: 
	congress1: 4c
	fed1: 
	fed2: 
	cfda: 
	fed3: 
	awd: 
	prime2: 
	prime3: 
	name1: 
	name2: 
	name3: 
	name4: 
	name5: 
	name6: 
	name7: 
	title: 
	phone: 
	date2: 
	print: PRINT


