
State and Local Government

On September 16, 2022, the Department of Homeland Security (DHS) announced a first-of-its-kind 
cybersecurity grant program specifically for state, local, and territorial (SLT) governments across the country.

$1B State and Local 
Cybersecurity Grant Program
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Learn more at cisa.gov/cybergrants.

Key Requirements
States form a Cybersecurity Planning Committee and create 
a Cybersecurity Plan. Local governments identify key needs 
for their Cybersecurity Plan.  

What equipment or software can be purchased?
Applicants should determine what is most appropriate for 
their needs based on their Cybersecurity Plan to mitigate 
cybersecurity risks or gaps.
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$1 Billion
to be awarded over four years

At least 80% of funds awarded to 
states must go to local government

A minimum of 25% of the allocated 
funds must be distributed to rural 
areas

CISA and FEMA
will review each submission
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