Dell Endpoint Security Services
Assess, defend and prevent threats to your business

Dell Endpoint Security Services blend comprehensive software options with personalized security expertise so you can identify risks, implement solutions and prevent against future threats with confidence.

First step to securing your data
Gain insight into the security status of every part of your IT environment. Our endpoint security assessments help to identify areas of improvement for data, devices, identity and applications. A detailed findings-report provides you with actionable and tailored recommendations to close critical security gaps and strengthen preventative measures.

Taking action to address threats
Once the endpoint security assessment is complete, your Dell security expert will review a range of implementation options to address identified threats. These options are designed to fit a variety of needs, will be tailored to your environment and based on best practices. You'll gain peace of mind knowing the right tools have been implemented efficiently and properly to defend your organization from the start.

Key benefits
- Understand the security status of each part of your IT infrastructure
- Learn what unique threats and vulnerabilities your organization faces and how to prevent them
- Confidence that your security solutions are working properly and data and devices are secure
- Reduce IT effort needed to manage security needs
- Keep pace with market, technology and policy changes without compromising security
- Software and services combined into a single solution for predictable and flexible budgeting

*Source: Verizon Data Breach Digest, 2017*
Establish ongoing protection
As your organization evolves and grows, so will your security needs. Our experts help extend the effectiveness of your solutions with sustainment services that include ongoing checks, updates and reports to ensure continuous, personalized protection.

Simplify security management
You can combine software and services into a single solution for simplified procurement, operations and management of your entire security toolkit. At a predictable price per seat, per month, you can get the all-encompassing security you need on a term that works for your business. Ask your Dell representative for more details.

<table>
<thead>
<tr>
<th>Plan</th>
<th>Features</th>
<th>Benefits</th>
</tr>
</thead>
</table>
|      | Endpoint Security Assessment:  
• Available focus areas: data, devices, identity and applications  
• Macro view of the environment  
• Findings report with actionable recommendations | • Gain insight into the security status of your entire IT infrastructure  
• Maximize time by focusing on your area of choice  
• Level set with everyone involved to ensure success moving forward |
|      | Endpoint Security Workshop for Microsoft 365:  
• Security landscape overview and recommendations focused on Microsoft security capabilities | |

<table>
<thead>
<tr>
<th>Implement</th>
<th>Features</th>
<th>Benefits</th>
</tr>
</thead>
</table>
|           | • Software implementation or SaaS activation  
• Configuration and custom policy settings  
• Knowledge transfer | • Peace of mind – from best practice, expert-led implementation  
• Limit post-implementation remediation  
• End-user adoption through user activation (for SaaS-based software) |

<table>
<thead>
<tr>
<th>Sustain</th>
<th>Features</th>
<th>Benefits</th>
</tr>
</thead>
</table>
|         | • Environmental health check  
• Continual operational guidance  
• Malware and potential unwanted programs (PUP) report review¹  
• Monthly solution status update  
• Yearly subscription² | • Best practice maintenance by experienced experts  
• Extend the effectiveness of your software solutions through organization and policy changes |

For more information on this program, please contact your Dell EMC representative.

¹applies to Dell Threat Defense customers only  
²where available
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